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Information contained in this report is not actionable - it is simply provided for situational awareness. Recipients are
reminded content is UNCLASSIFIED//CONTROLLED UNCLASSIFIED INFORMATION//FOR OFFICIAL USE ONLY//LAW
ENFORCEMENT SENSITIVE//NO FOREIGN DISSEMINATION W/O THE ORIGINATOR'S APPROVAL.

Unauthorized distribution (Outside of DoD or Federal Law Enforcement/ Antiterrorism/Force Protection, State Law
Enforcement, or Local Law Enforcement channels) of LES information could seriously jeopardize the conduct of on-going
investigations and/or the safety of law enforcement personnel. NOTHING IN THIS SUMMARY CAN BE DISTRIBUTED TO
THE PUBLIC OR MEDIA. Furthermore, this document may contain information that may be exempt from public release
under the Freedom of information Act (5 USC 552).

(U//FOUO) This product contains information concerning U.S. person(s) that has been deemed necessary for the
intended recipient to understand, assess, or act on the information provided, in accordance with the DoD Manual
5240.01 and Executive Order 12333. It should be handled IAW recipient’s intelligence oversight and/or information
handling procedures.

Intelligence Oversight policy applies to the information contained within the summary. Dissemination of this summary
to authorized personnel (those responsible for antiterrorism, force protection and/or law enforcement) is permissible.
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Graves, David L CIV DTRA Ol (USA)

To: Graves, David L CIV DTRA Ol (USA)
Subject: FW: CISA Daily Clips

From: Hart, David
Sent: Wednesday, January 20, 2021 7:44 AM
Subject: CISA Daily Clips

DAILY CLIPS
January 20", 2021

CISA

SolarWinds Provides Update on Major Hack Amid New CISA Venture < Caution-
https://governmentciomedia.com/solarwinds-provides-update-major-hack-amid-new-cisa-venture > (01/19)
GovernmentClOMedia

In a new blog post, SolarWinds said the company first noticed “suspicious activity” on its Orion platform in September
2019 — more than a year before discovering the malicious code now referred to as SUNBURST, which induced the
December 2020 cyberattack. According to SolarWinds, the SUNSPOT malware inserted the SUNBURST backdoor "into
software builds of the SolarWinds Orion IT management product.” In other words, the malware mimicked SolarWinds’
own IT product, slipping in during the development process.

CISA’s Kolasky unveils ‘Systemic Cyber Risk Reduction Venture’ for critical infrastructure < Caution-
https://insidecybersecurity.com/daily-news/cisa%E2%80%99s-kolasky-unveils-%E2%80%98systemic-cyber-risk-
reduction-venture%E2%80%99-critical-infrastructure > (01/19) Inside Cybersecurity

CISA’s National Risk Management Center is launching a multifaceted “risk reduction venture” to help organize efforts
around analyzing, measuring and providing tools to address cybersecurity risks faced by critical infrastructure. “Using
enterprise risk management best practices will be a focus for CISA in 2021, and today the National Risk Management
Center (NRMC) is launching a Systemic Cyber Risk Reduction Venture to organize our work to reduce shared risk to the
Nation’s security and economic security,” NRMC Director Bob Kolasky said Thursday in a blog post.

SolarWinds Hack Costs ‘Growing Every Day,’ CISA Official Says < Caution-
https://www.meritalk.com/articles/solarwinds-hack-costs-growing-cisa-orion/ > (01/19) MeriTalk

The costs and consequences of the Russia-backed hack of government and private sector networks via a breach of
SolarWinds Orion products are continuing to grow more than a month after the exploit was publicly disclosed, a senior
official with the Cybersecurity and Infrastructure Security Agency (CISA) said today. “There is no bigger risk” facing
critical infrastructure sectors than attacks on their supply chains, said Bob Kolasky, who heads the National Risk
Management Center (NRMC) at CISA, at an online event organized by FCW. “We are all living and dealing with the



consequences of perhaps the most significant software supply chain attack” in history, Kolasky said referring to the
SolarWinds breach.

COovID-19

Pfizer responds to Cuomo, says HHS approval needed to sell COVID vaccine to NY < Caution-
https://nypost.com/2021/01/19/pfizer-hhs-approval-needed-to-sell-covid-19-vaccine-to-ny/ > (01/19) The New York
Post

Pfizer says it would need federal approval to sell its coronavirus vaccine to New York, dashing Gov. Andrew Cuomo’s
hopes of buying the shots directly. Cuomo asked the Manhattan-based drugmaker about placing a COVID-19 vaccine
order on Monday as he complained that the feds had left the state facing a shortage. But Pfizer said the US Department
of Health and Human Services would have to approve such an arrangement based on the emergency use authorization
that the Food and Drug Administration granted for the groundbreaking vaccine.

CRITICAL INFRASTRUCTURE

Can Joe Biden Get Infrastructure Done In 2021? < Caution-
https://www.benzinga.com/government/21/01/19213829/can-joe-biden-get-infrastructure-done-in-2021 > (01/19)
Benzinga

Next month before a joint session of Congress, President-elect Joe Biden plans to lay out his Build Back Better recovery
plan that he claims will make "historic" investments in infrastructure. "It's time to stop talking about infrastructure and
finally start building infrastructure," Biden said while unveiling his $1.9 trillion COVID relief plan Thursday. "Millions of
good-paying jobs putting Americans to work rebuilding our roads, our bridges, our ports to make them more climate
resilient, to make them faster, cheaper, cleaner to transport American-made goods across our country and around the
world, that's how we compete. Failure to do so will cost us dearly," Biden said.

SOLARWINDS

Fourth malware strain discovered in SolarWinds incident < Caution-https://www.zdnet.com/article/fourth-
malware-strain-discovered-in-solarwinds-incident/ > (01/19) ZD Net

Cyber-security firm Symantec said it identified another malware strain that was used during the SolarWinds supply chain
attack, bringing the total number to four, after the likes of Sunspot, Sunburst (Solorigate), and Teardrop. Named
Raindrop, Symantec said the malware was used only during the very last stages of an intrusion, deployed only on the
networks of very few selected targets.

New Raindrop Tool Tied to SolarWinds Attackers < Caution-https://duo.com/decipher/new-raindrop-tool-tied-to-
solarwinds-attackers > (01/19)Duo

Researchers have uncovered another piece of malware used by the SolarWinds attackers to help them move across
networks after an initial compromise. The tool is known as Raindrop and while it shares a number of similarities with the
Teardrop malware used by the same group, it has some unique capabilities and has only been found on a small number
of computers.

Biden DHS, Intel picks stress need to prioritize cybersecurity after SolarWinds Hack < Caution-
https://thehill.com/policy/cybersecurity/534889-biden-dhs-intel-nominees-stress-need-to-prioritize-cybersecurity-
after > (01/19) The Hill

President-elect Joe Biden’s nominees to serve as secretary of the Department of Homeland Security (DHS) and as
director of national intelligence (DNI) both said Tuesday that if confirmed they will make a priority out of bolstering the
nation’s cybersecurity. DHS nominee Alejandro Mayorkas and DNI nominee Avril Haines each pointed to the specific
need to secure the federal government against cyber threats following the recently discovered Russian hack of IT group
SolarWinds, which compromised many key federal agencies and potentially thousands of businesses.



SolarWinds hack blights the Trump administration’s cybersecurity record < Caution-
https://fcw.com/articles/2021/01/19/trump-mixed-cyber-legacy.aspx > (01/19) FCW

The SolarWinds hack, first detected in December 2020, colors any assessment of the cybersecurity legacy of the
administration of President Donald Trump. During Trump's last days in office, as the president pressed to overturn the
results of the November election, the federal government scrambled to contain the fallout from an ongoing intelligence
operation believed to be the worst intrusion in the country's history.

Symantec connects another hacking tool to SolarWinds campaign < Caution-
https://www.cyberscoop.com/solarwinds-symantec-raindrop-russia-hacking/ > (01/19) CyberScoop

Private sector analysts uncovered a new hacking tool thought to be used in a suspected Russian spying operation in the
latest example of how, as the investigation into the SolarWinds breach continues, the plot only thickens. Security firm
Symantec on Tuesday said it had found previously undocumented malicious code that the attackers used to move
through victim networks and then transmit additional malware onto specific computers. The attackers installed the
malicious code, dubbed Raindrop, on a handful of carefully chosen computers in an effort to spy on them, according to
the latest findings.

FireEye releases tool for auditing networks for techniques used by SolarWinds hackers < Caution-
https://www.zdnet.com/article/fireeye-releases-tool-for-auditing-networks-for-techniques-used-by-solarwinds-
hackers/ > (01/19) ZDNet

Cybersecurity firm FireEye has released today a report detailing the techniques used by the SolarWinds hackers inside
the networks of companies they breached. Together with the report, FireEye researchers have also released a free tool
on GitHub named Azure AD Investigator that they say can help companies determine if the SolarWinds hackers (also
known as UNC2452) used any of these techniques inside their networks.

The big cyber issues Joe Biden will face his first day in office < Caution-https://www.cyberscoop.com/biden-
cybersecurity-russia-solarwinds/ > (01/19) Cyberscoop

Joe Biden has his work cut out for him. Biden will be sworn into office on Jan. 20 with a long list of challenges ranging
from the coronavirus pandemic to re-considering America’s place on the world stage. There’s also the fallout from a far-
reaching hacking campaign that the U.S. has suggested is the work of the Russian government.Yet the next American
president has also chosen top advisers, including his picks to lead the Department of Homeland Security and the CIA,
who appear to view digital security as an integral part of policymaking. Their thinking on these issues, and whether they
succeed or fail in the face of deep-seated challenges to internet security, could affect the trajectory of Biden’s
presidency.

CYBERSECURITY

Protective DNS aims to protect remote workers from malware attack < Caution-
https://www.zdnet.com/article/protective-dns-aims-to-protect-remote-workers-from-malware-attack/ > (01/19)
ZDNet

Remote working has put people at risk of being targeted by cyber criminals because home networks are rarely set up
with enterprise-level security in mind. But a new tool could give home workers the same protections against
cyberattacks as they're used to in the office. The UK's National Cyber Security Centre's (NCSC) Protective Domain Name
Service (PDNS) has been active since 2017, helping to keep public sector workers as safe as possible from cyberattacks —
and now there's a version for remote workers.

Mayorkas calls for review of Einstein, CDM < Caution-https://fcw.com/articles/2021/01/19/mayorkas-dhs-confirm-
cyber.aspx > (01/19) FCW

Alejandro Mayorkas, at his Senate confirmation hearing to lead the Department of Homeland Security, said he will
review the federal government's two major cybersecurity programs in the wake of the SolarWinds breach. Mayorkas
said he would conduct "a thorough review of Einstein and Continuous Diagnostics and Mitigation [programs] to
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understand whether Einstein and CDM ... are appropriately designed and appropriately and effectively executed" to stop
a threat such as SolarWinds. "And if not, what other defenses need we develop in the federal government to best
protect our very valuable equities and resources?" he added in response to a question from Sen. Maggie Hassan (D-N.H.)
during his confirmation hearing before the Homeland Security and Governmental Affairs Committee.

Healthcare security challenge: How cyberattacks are evolving < Caution-
https://www.securitymagazine.com/articles/94381-healthcare-security-challenge-how-cyberattacks-are-

evolving > (01/19) Security Magazine

First, it goes without saying that hospitals and frontline workers should be applauded for doing their utmost to ensure
staff and patient safety under extraordinary circumstances. Hospitals are under unprecedented stress — and, sadly, it
appears that the pandemic will get worse before it gets better. The vaccines are a light at the end of the tunnel, but until
they have been widely distributed, hospitals will remain over-extended, making them even more vulnerable to
cyberattacks.

Michael Sulmeyer, who held cyber posts under Trump and Obama, gets Biden White House gig < Caution-
https://www.cyberscoop.com/michael-sulmeyer-senior-director-cyber-biden/ > (01/19) CyberScoop

Michael Sulmeyer, a senior adviser to National Security Agency and U.S. Cyber Command leader Gen. Paul Nakasone,
will take the position of senior director for cyber in the Biden White House. Sulmeyer’s selection came with no formal
announcement. Instead, the transition website posted his position Monday evening. Sulmeyer is a cybersecurity veteran
with broad experience, one of many to join the Biden administration. He’s also one of several whose tenures have
included roles in the Trump administration.

Will Your Airliner Get Hacked? < Caution-https://urldefense.us/v3/__https:/Caution-www.airspacemag.com/flight-
today/will-your-airliner-get-hacked-180976752/ _;!!BCIRUOV5cvtbuNI!Weh9VpUbtPWdaUH1UIsnfryZwdSogd2E3TiG-
ZoETT1n-8ny_c__ Xtz97Q4_lleUYMITgiUS > (01/19) AirSpaceMag

Modern aircraft have sometimes been called computers with wings, and as far back as 1994, long before hacking
became high on society’s list of everyday worries, Boeing engineers were having discussions about how to keep
malicious software from being introduced into the data network of their newest marvel, the 777 airliner. So far, the
protections devised by those engineers—and the ones who came after them—have worked. No hacker has ever
penetrated the computers of an airliner’s flight control system or any part of its avionics. The not-so-shocking news is
that hackers have tried. Mike Vanguardia is one of an army of engineers who work to keep them out.

Microsoft Additional Steps to Address Zerologon Flaw < Caution-https://www.govinfosecurity.com/microsoft-
taking-additional-steps-to-address-zerologon-flaw-a-15796 > (01/19) GovinfoSecurity

Microsoft is alerting customers that starting Feb. 9, it will enforce domain controller settings within Active Directory to
block connections that could exploit the unpatched Zerologon vulnerability in Windows Server. The software giant,
along with the U.S. Cybersecurity and Infrastructure Security Agency, has been warning about the urgency of patching
the Zerologon vulnerability, which is tracked as CVE-2020-1472, for months. The flaw affects Windows Server's Netlogon
Remote Protocol, or MS-NRPC - an authentication component of Active Directory that organizations deploy to manage
user accounts, including authentication and access (see: Microsoft Issues Updated Patching Directions for 'Zerologon').

ELECTION SECURITY

Democrats race to push Biden's agenda after transition delays, GOP infighting < Caution-
https://www.nbcnews.com/politics/congress/democrats-race-push-biden-s-agenda-after-transition-delays-gop-
n1254692 > (01/19) NBC News

WASHINGTON — After weeks of Republican infighting over President-elect Joe Biden's victory, which culminated in the
deadly siege of the Capitol two weeks ago by supporters of President Donald Trump, Democrats are now racing to help
Biden get to work on day one. Democrats will officially capture the Senate on Wednesday when, according to two
sources, three new members will be sworn in during the afternoon: Georgia winners Jon Ossoff and Raphael Warnock,
and California's Alex Padilla, the appointee to replace Kamala Harris, who resigned on Monday two days before her vice
presidential inauguration.




"MyPillow guy" Mike Lindell says he'd welcome suit from voting machines maker Dominion < Caution-
https://www.cbsnews.com/news/mike-lindell-dominion-lawsuit-mypillow-ceo/ > (01/19) CBS News

MyPillow CEO Mike Lindell — an ardent supporter of President Trump — says he would "welcome" a threatened lawsuit
from voting machines manufacturer Dominion. Lindell told CBS News a suit would enable him to show the world the
recent presidential election was rigged. However, the Justice Department found no evidence of widespread voter fraud
and Trump administration national security and election officials have called it the "most secure election in American
history." In a letter dated December 23, attorneys for Dominion asserted that Lindell has "participated in the vast and
concerted misinformation campaign to slander Dominion."

CONGRESSIONAL ACTION

Congress Highlights Agencies' 2020 Cyber Struggles and Need for Reform < Caution-
https://governmentciomedia.com/congress-highlights-agencies-2020-cyber-struggles-and-need-reform > (01/19)
GovernmentClOMedia

Legislators are calling for Congress to push IT modernization efforts across federal agencies following the 2020 spike in
cybercrime due to the COVID-19 pandemic. Republicans on the House Financial Services Committee say cybercrime
increased with the shift to remote work since March 2020 and also with the passage of the CARES Act in April. “Financial
institutions were put in a position to balance the government’s interest in disbursing money quickly against their long-
standing interest in implementing a robust system to prevent cyberattacks and scams,” according to the committee's
report.

5G SECURITY

NTIA releases national strategy to secure 5G implementation plan < Caution-
https://www.securitymagazine.com/articles/94379-ntia-releases-national-strategy-to-secure-5g-implementation-
plan > (01/19) Security Magazine

Fifth generation wireless technology, or 5G, will be a primary driver of the U.S. prosperity and security in the 21st
century, says the National Telecommunications and Information Administration (NTIA), the agency that is principally
responsible for advising the President on telecommunications and information policy issues. The newly released
National Strategy to Secure 5G plan by the NTIA details how the United States will lead global development,
deployment, and management of secure and reliable 5G infrastructure.

RANSOMWARE

560 Healthcare Providers Fell Victim to Ransomware Attacks in 2020 < Caution-
https://healthitsecurity.com/news/560-healthcare-providers-fell-victim-to-ransomware-attacks-in-2020 > (01/19)
HealthITSecurity

January 19, 2021 - In the midst of responding to COVID-19, the healthcare sector faced a significant number of
ransomware attacks in 2020 with 560 healthcare provider facilities falling victim to the malware variant, according to the
latest Emsisoft State of Ransomware report. The last quarter of 2019 saw an unprecedented number of ransomware
incidents in the healthcare sector. And while the number of reported successful attacks petered off during the first half
of 2020, those numbers drastically increased through a coordinated ransomware wave that began in September.

Scottish Environmental Protection Agency confirms ‘ongoing’ ransomware attack < Caution-
https://www.computing.co.uk/news/4025963/sepa-ongoing-ransomware-attack > (01/19) Computing UK

The Scottish Environmental Protection Agency (SEPA) is still responding to an ongoing ransomware attack it identified on
Christmas Eve, which has knocked many of its critical IT systems offline. According to SEPA, an initial investigation
suggests that a highly organised, international cyber-crime group is behind the attack, intending to disrupt SEPA's public
services and extort public funds. The Agency's email system is still down almost a month after the initial attack, and
some internal systems and external data products will remain offline in the short term.
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SUPPLY CHAIN

Rising Supply Chain Risk Requires Proactive Management (Opinion < Caution-https://www.infosecurity-
magazine.com/opinions/rising-supply-chain-risk-proactive/ > ) (01/19) Infosecurity-Magazine

As the roughly 18,000 organizations, government agencies and educational institutions continue to recover from last
year’s SolarWinds nation-state attack, one of the biggest takeaways from this event is that organizations need to be
better educated on how to manage their third-party cyber-risks. Currently, the SolarWinds victims are experiencing the
effects of what is known as a “supply chain” attack, which means that the attacker targeted a supplier (or “third-party”)
of an organization instead of directly attacking their target(s). Supply chain attacks are becoming more prevalent
because they are an effective way of distributing malware to a large group of targets.

EMERGENCY COMMUNICATIONS
DHS Awards $1.5M to Small Business for First Responder Emergency Alerts Technology
Development < Caution-https://www.newswise.com/articles/dhs-awards-1-5m-to-small-business-for-first-responder-

emergency-alerts-technology-development > (01/19) Newswise

Newswise — WASHINGTON — As emergency communications technologies adapt to an increasingly interconnected
nation, the Department of Homeland Security (DHS) Science and Technology Directorate (S&T) today announced it
awarded more than $1.5 million to develop an Alerts, Warnings, and Notifications (AWN) Guidance Tool. The program
planning app, which will be available through a portal at FEMA's website, is expected to provide customized resources,
best practices and program templates to address the most pressing challenges of alert originators, helping public safety
agencies at the federal, state, local, tribal and territorial levels disseminate emergency and life-saving information.

Motorola (MSI) Teams Up with PRP to Revamp Public Safety in Canada < Caution-
https://www.nasdag.com/articles/motorola-msi-teams-up-with-prp-to-revamp-public-safety-in-canada-2021-01-

19 > (01/19) Nasdaq

In a dedicated effort to strengthen the public safety infrastructure, Motorola Solutions, Inc. MSI recently collaborated
with Canada’s third largest municipal police service — Peel Regional Police (“PRP”). Notably, the policing services
provider has been sharing an active working relationship with Motorola for quite some time now on the back of the
latter’s integrated software technologies, such as LTE data communications and public safety radio. As part of the recent
deal, PRP will capitalize on Motorola’s avant-garde CommandCentral software, which will enhance the overall public
safety ecosystem with centralized data access and render fast response times to mitigate operating risks.
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To: Graves, David L CIV DTRA Ol (USA)
Subject: FW: (U//FOUO) JRIC Daily: 20 January 2021

From: JRIC
Sent: Wednesday, January 20, 2021 3:00 PM
Subject: (U//FOUO) JRIC Daily: 20 January 2021
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Graves, David L CIV DTRA Ol (USA)

To: Graves, David L CIV DTRA Ol (USA)
Subject: FW: OSAC Afternoon Newsletter

From: OSAC Admin
Sent: Wednesday, January 20, 2021 4:01 PM
Subject: OSAC Afternoon Newsletter

|
Overseas Security Advisory Council

Research and Information Support

Center Afternoon Newsletter
Bureau of Diplomatic Security

U.S. Department of State

Dear David Graves,
Your Afternoon Newsletter is ready!

01-20-2021

OSAC Reports

Africa

Niger

OSAC Analysis
Deadly Attack in Niger Highlights Risks in Tri-Border Region

Europe

Slovakia

Health Alert: Slovakia, Nationwide Testing Required for Outside Activities

South & Central Asia

India



OSAC Analysis
Travel Security Resources for Female Travelers in India

Western Hemisphere

Colombia

Health Alert: Colombia, COVID-19 Testing Requirement for Air Travel

Dominican Republic

Health Alert: Dominican Republic, COVID Testing Update

Guatemala

Security Alert: Guatemala, Demonstrations and Roadblocks

Upcoming OSAC Events

East Asia & Pacific

China

VIRTUAL Country Chapter Meeting: Shanghai, China (January 28)

Europe

Hungary

VIRTUAL Country Chapter Meeting: Budapest, Hungary (January 26)

Slovenia

VIRTUAL Country Chapter Meeting: Ljubljana, Slovenia (January 27)

United Kingdom

VIRTUAL Country Chapter Meeting: London, United Kingdom (January 21)

Global



Women in Security Webinar: Learning the Language of Business (January 27)

Europe Regional Committee Winter Webinar (January 28)

Private Sector Security Overseas Seminar (PSOS): VIRTUAL Arlington, VA (April 14-16, 2021)

International Organizations/Non-Governmental Organizations Security Overseas Seminar (IO/NGO
SOS):VIRTUAL (May 13-14)

Western Hemisphere

Venezuela

VIRTUAL Country Chapter Meeting: Caracas, Venezuela (January 21)

External News

South & Central Asia

Kazakhstan

72 coronavirus cases identified in Tengiz per day

Pakistan

At Least Eight Killed In Crash In Southwestern Pakistan

To view the Afternoon Newsletter on OSAC.gov website, click HERE. Please note that you must be
logged in to view the content of the Afternoon Newsletter.

If you no longer wish to receive the Afternoon Newsletter please go to your user profile and update your
subscription preferences located under Notifications.

Thank you,
OSAC Administrator

Please note that all OSAC products are for internal U.S. private sector purposes only. Publishing or otherwise distributing OSAC-derived
information in a manner inconsistent with this policy may result in the discontinuation of OSAC support.

Please do not reply to this email. This message was automatically generated from an unmonitored system account. If you have questions or
comments please go to the OSAC.gov Contact Us < Caution-https://www.osac.gov\About\ContactUs > page.
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Sacco, Cristina (EOM)

From:
Sent:
To:

Cc:

Subject:
Attachments:

Categories:

Ripley, Patricia L. (WF) (DET) <PLRIPLEY @fbi.gov>

Wednesday, January 20, 2021 4:22 PM

Ferraro, Alexandra (HSEMA); SRR (MPD); Newman, William J. (WF) (FBI);
Phillips, Steve; michael.ebey@usss.dhs.gov; richard.rogers@usss.dhs.gov;
christina.fabac@usss.dhs.gov; matthew.n.phillips@usss.dhs.gov;
adam.kirkwood@usss.dhs.gov; Rosanna.donaghey@usss.dhs.gov; Barmonde, Thomas
(WF) (DET); Cook, James A.; Chite, Mark; DAMON.C.EDWARDS@cbp.dhs.gov; Hawkins,
Derron (FEMS); Jackson, Keishea (FEMS); Mccray, Jonice; amanda.s.mason4.mil@mail.mil;
anh-chi.p.murphy.mil@mail.mil; jonathan.s.ebbert.mil@mail.mil;
benjamin.goldberg@dot.gov; gerrityd @state.gov; zurburgkinghm@state.gov;
herrerama@state.gov; CeasarDN@state.gov; Andres, Alyse; Tu, Raymond H. (BA) (FBI);
Wightman, Michael C. (BA) (FBI); Ellis, Loren M. (CIRG) (FBI); Erlendson, Jennifer J. (CIRG)
(FBI); Louryk, John B. (WF) (TFO); Marc.L.Bosley@fps.dhs.gov;
Ed.Wojciechowski@mail.house.gov; Lauren_Eagan@saa.senate.gov;
George.Adams@oig.hhs.gov; James.Lehman@oig.hhs.gov;
mark.a.rasmussen.civ@mail.mil; andrew.d.hasser.mil@mail.mil;
wanda.c.squirewell.civ@mail.mil; marvin.c.solomon.civ@mail.mil;
william.c.furmanski.civ@mail.mil; jonathan.m.morgenstein.mil@mail.mil;
jessica.curtis@mcac.maryland.gov; Cardella, Alex; Janczyk, Jeffrey P. (WF) (TFO); Barbieri,
Michael (MPD); Alvarez, Daniel (WF) (OGA); ADonald@wmata.com;
MASalata@wmata.com; EMoscoulLewis@wmata.com; Marcenelle, Madeline (HSEMA);
Mein, John; Donell, Harvin; stephebj@nctc.gov; PATRIOM®@nctc.gov; Gilliard, Darrell K;;
William.grice@ncis.navy.mil; lillian.fata@ncis.navy.mil;
Roosevelt.Glover@NCIS.NAVY.MIL; kristoffer.carlson@NCIS.NAVY.MIL;
KBahe@NCIS.NAVY.MIL; Waller, Markiest; paige.vandenheever@NCIS.NAVY.MIL;
isaiah.cooper@NCIS.NAVY.MIL; nicholas.suszan@NCIS.NAVY.MIL; Alexander, Eryn R.
(I0D) (FBI); samuel.g.gross.mil@mail.mil; Lay, Amy L.; jeremy.roush@fairfaxcounty.gov;
Miller, Michael T. (WF) (OGA); douglas.m.trippany.mil@mail.mil; Thorward, Brent C. (WF)
(DET); catherine.taylor43.mil@mail.mil; John.Erickson@uscp.gov;
marilyn.guzman@uscp.gov; Delegan, John; David.Millard@uscp.gov;
Usman.Saleem@uscp.gov; john.nugent@uscp.gov; ryan.mccamley@uscp.gov;
john.donohue@uscp.gov; julie.farnam@uscp.gov; Dillon, Joseph;
CGINTELPLOT@uscg.mil; ronald.mcgarvey@usmc.mil; Smith, Johnnie (USMS); Madagu,
Jonathan (USMS); Rose, Michael (HQ-JSD) (USMS); Knutson, Brett (WF) (DET); Rossi,
Michael A. (CTD) (CON); Dingeldein, James E. (WF) (DET); mark_varanelli@nps.gov;
Michael_Libby@nps.gov; elizabeth.adams@vdem.virginia.gov;
Gene.E.Roddy@whmo.mil; Douglas.R.Reedy@whmo.mil; Jeffrey.W.Kuck@whmo.mil;
Gary.Halton@whmo.mil; ‘Hessling, Paul E COL USARMY NG NGB (USA)'

Stapleton, Hope T. (WF) (FBI); Morris, Tiffany (WF) (FBI); Loftus, Ashlea (WF) (FBI);
Kukowski, Jed (WF) (FBI); WF-CT-4

Social media disinformation and extremist activity for 20/01/2021

image001.png; Daily_Ethnographic_Monitoring_Brief_-_20.01.2021.pdf
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CAUTION: This email originated from outside of the DC Government. Do not click on links or open attachments unless you recognize
the sender and know that the content is safe. If you believe that this email is suspicious, please forward to phishing@dc.gov for
additional analysis by OCTO Security Operations Center (SOC).
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Sacco, Cristina (EOM)

From: Snyder, Marc R. (OPE) (FBI) <MRSnyder@fbi.gov>
Sent: Wednesday, January 20, 2021 4:10 PM
To: HQ-DIV15-FUSION-CENTER-POCs; HQ-DIV15-FUSION-CENTER-DIRECTORS; HQ-DIV15-

FUSION-CENTER-DEPUTY-DIRECTORS; HQ-DIV15-FUSION-CENTER-PARTNERS; HQ-
DIV15-FUSION-CENTER-MGMT; HQ-DIV15-ASSOC-PARTNERS

Subject: Product on TTPs used during Capitol breach prepared by the Joint Regional Intelligence
Center (JRIC)

Attachments: JRIC Capitol_210119.pdf

Categories: Green

CAUTION: This email originated from outside of the DC Government. Do not click on links or open attachments unless you recognize
the sender and know that the content is safe. If you believe that this email is suspicious, please forward to phishing@dc.gov for
additional analysis by OCTO Security Operations Center (SOC).

Good afternoon,

Please see the attached UNCLASS//LES report that was prepared by the Joint Regional Intelligence Center (JRIC) in
California. This publication is titled: “Violent Opportunist TTP Catalog on the US Capitol Riot"

Please review and share this U//LES product with your peers and partners within the relevant communities or sectors
accordingly.

Thank you,

FBI Office of Partner Engagement
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Sacco, Cristina (EOM)

From:

Sent:
To:

Cc:

Subject:
Attachments:

Categories:

Ferraro, Alexandra (HSEMA) </O=DC GOVERNMENT/OU=EXCHANGE ADMINISTRATIVE
GROUP
(FYDIBOHF23SPDLT)/CN=RECIPIENTS/CN=AA04E9A90A014BE29A48AD566D9D0015-
ALEXANDRA>

Wednesday, January 20, 2021 3:42 PM

Ripley, Patricia L. (WF) (DET); NSRRI (MPD); Newman, William J. (WF) (FBI);
Phillips, Steve; michael.ebey@usss.dhs.gov; richard.rogers@usss.dhs.gov;
christina.fabac@usss.dhs.gov; matthew.n.phillips@usss.dhs.gov;
adam.kirkwood@usss.dhs.gov; Rosanna.donaghey@usss.dhs.gov; Barmonde, Thomas
(WF) (DET); Cook, James A.; Chite, Mark; DAMON.C.EDWARDS@cbp.dhs.gov; Hawkins,
Derron (FEMS); Jackson, Keishea (FEMS); Mccray, Jonice; amanda.s.mason4.mil@mail.mil;
anh-chi.p.murphy.mil@mail.mil; jonathan.s.ebbert.mil@mail.mil;
benjamin.goldberg@dot.gov; gerrityd @state.gov; zurburgkinghm@state.gov;
herrerama@state.gov; CeasarDN@state.gov; Andres, Alyse; Tu, Raymond H. (BA) (FBI);
Wightman, Michael C. (BA) (FBI); Ellis, Loren M. (CIRG) (FBI); Erlendson, Jennifer J. (CIRG)
(FBI); Louryk, John B. (WF) (TFO); Marc.L.Bosley@fps.dhs.gov;
Ed.Wojciechowski@mail.house.gov; Lauren_Eagan@saa.senate.gov;
George.Adams@oig.hhs.gov; James.Lehman@oig.hhs.gov;
mark.a.rasmussen.civ@mail.mil; andrew.d.hasser.mil@mail.mil;
wanda.c.squirewell.civ@mail.mil; marvin.c.solomon.civ@mail.mil;
william.c.furmanski.civ@mail.mil; jonathan.m.morgenstein.mil@mail.mil;
jessica.curtis@mcac.maryland.gov; Cardella, Alex; Janczyk, Jeffrey P. (WF) (TFO); Barbieri,
Michael (MPD); Alvarez, Daniel (WF) (OGA); ADonald@wmata.com;
MASalata@wmata.com; EMoscoulLewis@wmata.com; Marcenelle, Madeline (HSEMA);
Mein, John (EOM); Harvin, Donell (HSEMA); stephebj@nctc.gov; PATRIOM®@nctc.gov;
Gilliard, Darrell K.; William.grice@ncis.navy.mil; lillian.fata@ncis.navy.mil;
Roosevelt.Glover@NCIS.NAVY.MIL; kristoffer.carlson@NCIS.NAVY.MIL;
KBahe@NCIS.NAVY.MIL; Waller, Markiest; paige.vandenheever@NCIS.NAVY.MIL;
isaiah.cooper@NCIS.NAVY.MIL; nicholas.suszan@NCIS.NAVY.MIL; Alexander, Eryn R.
(I0D) (FBI); samuel.g.gross.mil@mail.mil; Lay, Amy L.; jeremy.roush@fairfaxcounty.gov;
Miller, Michael T. (WF) (OGA); douglas.m.trippany.mil@mail.mil; Thorward, Brent C. (WF)
(DET); catherine.taylor43.mil@mail.mil; John.Erickson@uscp.gov;
marilyn.guzman@uscp.gov; Delegan, John; David.Millard@uscp.gov;
Usman.Saleem@uscp.gov; john.nugent@uscp.gov; ryan.mccamley@uscp.gov;
john.donohue@uscp.gov; julie.farnam@uscp.gov; Dillon, Joseph;
CGINTELPLOT@uscg.mil; ronald.mcgarvey@usmc.mil; Smith, Johnnie (USMS); Madagu,
Jonathan (USMS); Rose, Michael (HQ-JSD) (USMS); Knutson, Brett (WF) (DET); Rossi,
Michael A. (CTD) (CON); Dingeldein, James E. (WF) (DET); mark_varanelli@nps.gov;
Michael_Libby@nps.gov; elizabeth.adams@vdem.virginia.gov;
Gene.E.Roddy@whmo.mil; Douglas.R.Reedy@whmo.mil; Jeffrey.W.Kuck@whmo.mil;
Gary.Halton@whmo.mil; ‘Hessling, Paul E COL USARMY NG NGB (USA)'

Stapleton, Hope T. (WF) (FBI); tmorris@fbi.gov; Loftus, Ashlea (WF) (FBI); Kukowski, Jed
(WF) (FBI)

Roll-Up of SARS and Sitrep

image001.png; (U--LES) 1300 SITREP 20 Jan 2021.pdf; TrapWire NCR Bulletin - Fraudlent
Credentials and Probing Checkpoints.pdf

Green
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Please see the attached rollup of Suspicious Activity Reports involving fraudulent credentials and probing security
between 15 and 18 January, as well as NTIC’s 1300 SitRep for those who have not yet received it.

Thank you,

Alexandra Ferraro

Intelligence Analyst

National Capital Region Threat Intelligence Consortium

DC Homeland Security and Emergency Management Agency
2720 Martin Luther King, Jr. Avenue, SE,

Washington, DC 20032

Mobile: (202) 255-2013
alexandra.ferraro@dc.gov
NTIC Mainline: (202) 481-3075

NTIC@dc.gov

From: Ripley, Patricia L. (WF) (DET) <PLRIPLEY @fbi.gov>

Sent: Wednesday, January 20, 2021 1:19 PM

To: Ferraro, Alexandra (HSEMA) <a|exandra.ferraro@dc.gov>;_(MPD) c.gov>;
Newman, William J. (WF) (FBI) <wjnewman@fbi.gov>; Phillips, Steve <hphillips@usss.dhs.gov>;
michael.ebey@usss.dhs.gov; richard.rogers@usss.dhs.gov; christina.fabac@usss.dhs.gov;
matthew.n.phillips@usss.dhs.gov; adam.kirkwood@usss.dhs.gov; Rosanna.donaghey@usss.dhs.gov; Barmonde, Thomas
(WF) (DET) <TBARMONDE@fbi.gov>; Cook, James A. <cookjam@amtrak.com>; Chite, Mark <Mark.Chite@amtrak.com>;
DAMON.C.EDWARDS@cbp.dhs.gov; Hawkins, Derron (FEMS) <derron.hawkins@dc.gov>; Jackson, Keishea (FEMS)
<keishea.jackson@dc.gov>; Mccray, Jonice <jonice.t.mccray.nfg@mail.mil>; amanda.s.mason4.mil@mail.mil; anh-
chi.p.murphy.mil@mail.mil; jonathan.s.ebbert.mil@mail.mil; benjamin.goldberg@dot.gov; gerrityd@state.gov;
zurburgkinghm @state.gov; herrerama@state.gov; CeasarDN@state.gov; Andres, Alyse <andrewsav@state.gov>; Tu,
Raymond H. (BA) (FBI) <rhtu@fbi.gov>; Wightman, Michael C. (BA) (FBI) <mcwightman@fbi.gov>; Ellis, Loren M. (CIRG)
(FBI) <Imellis@fbi.gov>; Erlendson, Jennifer J. (CIRG) (FBI) <jjerlendson@fbi.gov>; Louryk, John B. (WF) (TFO)
<jblouryk@fbi.gov>; Marc.L.Bosley@fps.dhs.gov; Ed.Wojciechowski@mail.house.gov; Lauren_Eagan@saa.senate.gov;
George.Adams@oig.hhs.gov; James.Lehman@oig.hhs.gov; mark.a.rasmussen.civ@mail.mil;
andrew.d.hasser.mil@mail.mil; wanda.c.squirewell.civ@mail.mil; marvin.c.solomon.civ@mail.mil;
william.c.furmanski.civ@mail.mil; jonathan.m.morgenstein.mil@mail.mil; jessica.curtis@mcac.maryland.gov; Cardella,
Alex <alex.cardella@mcac.maryland.gov>; Janczyk, Jeffrey P. (WF) (TFO) <jpjanczyk@fbi.gov>; Barbieri, Michael (MPD)
<michael.barbieri@dc.gov>; Alvarez, Daniel (WF) (OGA) <DALVAREZ2 @fbi.gov>; ADonald@wmata.com;
MASalata@wmata.com; EMoscoulewis@wmata.com; Marcenelle, Madeline (HSEMA) <madeline.marcenelle@dc.gov>;
Mein, John (EOM) <John.Mein@dc.gov>; Harvin, Donell (HSEMA) <Donell.Harvin@dc.gov>; stephebj@nctc.gov;
PATRJOM@nctc.gov; Gilliard, Darrell K. <darrell.k.gilliard.civ@mail.mil>; William.grice@ncis.navy.mil;
lillian.fata@ncis.navy.mil; Roosevelt.Glover@NCIS.NAVY.MIL; kristoffer.carlson@NCIS.NAVY.MIL;

KBahe @NCIS.NAVY.MIL; Waller, Markiest <Markiest.Waller@ncis.navy.mil>; paige.vandenheever@NCIS.NAVY.MIL;
isaiah.cooper@NCIS.NAVY.MIL; nicholas.suszan@NCIS.NAVY.MIL; Alexander, Eryn R. (I0D) (FBI)
<ERALEXANDER@FBI.GOV>; samuel.g.gross.mil@mail.mil; Lay, Amy L. <Amy.Lay@vsp.virginia.gov>;
jeremy.roush@fairfaxcounty.gov; Miller, Michael T. (WF) (OGA) <MTMILLER3 @fbi.gov>;
douglas.m.trippany.mil@mail.mil; Thorward, Brent C. (WF) (DET) <BCTHORWARD @fbi.gov>;
catherine.taylor43.mil@mail.mil; John.Erickson@uscp.gov; marilyn.guzman@uscp.gov; Delegan, John
<john.delegan@uscp.gov>; David.Millard@uscp.gov; Usman.Saleem@uscp.gov; john.nugent@uscp.gov;
ryan.mccamley@uscp.gov; john.donohue@uscp.gov; julie.farnam@uscp.gov; Dillon, Joseph <joseph.r.dillon@uscg.mil>;
CGINTELPLOT@uscg.mil; ronald.mcgarvey@usmc.mil; Smith, Johnnie (USMS) <Johnnie.Smith@usdoj.gov>; Madagu,
Jonathan (USMS) <Jonathan.Madagu@usdoj.gov>; Rose, Michael (HQ-JSD) (USMS) <Michael.Rose2 @usdoj.gov>;
Knutson, Brett (WF) (DET) <BKNUTSON@fbi.gov>; Rossi, Michael A. (CTD) (CON) <marossi@fbi.gov>; Dingeldein, James
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E. (WF) (DET) <JEDINGELDEIN@fbi.gov>; mark_varanelli@nps.gov; Michael_Libby@nps.gov;
elizabeth.adams@vdem.virginia.gov; Gene.E.Roddy@whmo.mil; Douglas.R.Reedy@whmo.mil;
Jeffrey.W.Kuck@whmo.mil; Gary.Halton@whmo.mil; 'Hessling, Paul E COL USARMY NG NGB (USA)'
<paul.e.hessling.mil@mail.mil>

Cc: Stapleton, Hope T. (WF) (FBI) <htstapleton@fbi.gov>; tmorris@fbi.gov; Loftus, Ashlea (WF) (FBI)
<ALOFTUS@fbi.gov>; Kukowski, Jed (WF) (FBI) <jkukowski@fbi.gov>

Subject: JRIC product on TTPs used during Capitol breach

CAUTION: This email originated from outside of the DC Government. Do not click on links or open attachments unless you recognize
the sender and know that the content is safe. If you believe that this email is suspicious, please forward to phishing@dc.gov for
additional analysis by OCTO Security Operations Center (SOC).

LES product by JRIC on TTPs used during Capitol breach

From: Ferraro, Alexandra (HSEMA) <alexandra.ferraro@dc.gov>

Sent: Wednesday, January 20, 2021 7:19 AM

To: Ripley, Patricia L. (WF) (DET) <PLRIPLEY @fbi.gov>; FESRIEIE (VPD) G c.cov>; Newman,
William J. (WF) (FBI) <wjnewman@fbi.gov>; Phillips, Steve <hphillips@usss.dhs.gov>; michael.ebey@usss.dhs.gov
<michael.ebey@usss.dhs.gov>; richard.rogers@usss.dhs.gov <richard.rogers@usss.dhs.gov>;
christina.fabac@usss.dhs.gov <christina.fabac@usss.dhs.gov>; matthew.n.phillips@usss.dhs.gov
<matthew.n.phillips@usss.dhs.gov>; adam.kirkwood@usss.dhs.gov <adam.kirkwood@usss.dhs.gov>;
Rosanna.donaghey@usss.dhs.gov <Rosanna.donaghey@usss.dhs.gov>; Barmonde, Thomas (WF) (DET)
<TBARMONDE@fbi.gov>; Cook, James A. <cookjam@amtrak.com>; Chite, Mark <Mark.Chite@amtrak.com>;
DAMON.C.EDWARDS@cbp.dhs.gov <DAMON.C.EDWARDS@cbp.dhs.gov>; Hawkins, Derron (FEMS)
<derron.hawkins@dc.gov>; Jackson, Keishea (FEMS) <keishea.jackson@dc.gov>; Mccray, Jonice
<jonice.t.mccray.nfg@mail.mil>; amanda.s.mason4.mil@mail.mil <amanda.s.mason4.mil@mail.mil>; anh-
chi.p.murphy.mil@mail.mil <anh-chi.p.murphy.mil@mail.mil>; jonathan.s.ebbert.mil@mail.mil
<jonathan.s.ebbert.mil@mail.mil>; benjamin.goldberg@dot.gov <benjamin.goldberg@dot.gov>; gerrityd @state.gov
<gerrityd@state.gov>; zurburgkinghm @state.gov <zurburgkinghm @state.gov>; herrerama@state.gov
<herrerama@state.gov>; CeasarDN@state.gov <CeasarDN@state.gov>; Andres, Alyse <andrewsav@state.gov>; Tu,
Raymond H. (BA) (FBI) <rhtu@fbi.gov>; Wightman, Michael C. (BA) (FBI) <mcwightman@fbi.gov>; Ellis, Loren M. (CIRG)
(FBI) <Imellis@fbi.gov>; Erlendson, Jennifer J. (CIRG) (FBI) <jjerlendson@fbi.gov>; Louryk, John B. (WF) (TFO)
<jblouryk@fbi.gov>; Marc.L.Bosley@fps.dhs.gov <Marc.L.Bosley@fps.dhs.gov>; Ed.Wojciechowski@mail.house.gov
<Ed.Wojciechowski@mail.house.gov>; Lauren Eagan@saa.senate.gov <Lauren Eagan@saa.senate.gov>;
George.Adams@oig.hhs.gov <George.Adams@oig.hhs.gov>; James.Lehman@oig.hhs.gov
<James.Lehman@oig.hhs.gov>; mark.a.rasmussen.civ@mail.mil <mark.a.rasmussen.civ@mail.mil>;
andrew.d.hasser.mil@mail.mil <andrew.d.hasser.mil@mail.mil>; wanda.c.squirewell.civ@mail.mil
<wanda.c.squirewell.civ@mail.mil>; marvin.c.solomon.civ@mail.mil <marvin.c.solomon.civ@mail.mil>;
william.c.furmanski.civ@mail.mil <william.c.furmanski.civ@mail.mil>; jonathan.m.morgenstein.mil@mail.mil
<jonathan.m.morgenstein.mil@mail.mil>; jessica.curtis@mcac.maryland.gov <jessica.curtis@mcac.maryland.gov>;
Cardella, Alex <alex.cardella@mcac.maryland.gov>; Janczyk, Jeffrey P. (WF) (TFO) <jpjanczyk@fbi.gov>; Barbieri, Michael
(MPD) <michael.barbieri@dc.gov>; Alvarez, Daniel (WF) (OGA) <DALVAREZ2 @fbi.gov>; ADonald@wmata.com
<ADonald@wmata.com>; MASalata@wmata.com <MASalata@wmata.com>; EMoscoulLewis@wmata.com
<EMoscoulewis@wmata.com>; Marcenelle, Madeline (HSEMA) <madeline.marcenelle@dc.gov>; Mein, John
<john.mein@dc.gov>; Donell, Harvin <donell.harvin@dc.gov>; stephebj@nctc.gov <stephebj@nctc.gov>;
PATRJOM@nctc.gov <PATRJIOM@nctc.gov>; Gilliard, Darrell K. <darrell.k.gilliard.civ@mail.mil>;
William.grice@ncis.navy.mil <William.grice@ncis.navy.mil>; lillian.fata@ncis.navy.mil <lillian.fata@ncis.navy.mil>;
Roosevelt.Glover@NCIS.NAVY.MIL <Roosevelt.Glover@NCIS.NAVY.MIL>; kristoffer.carlson@NCIS.NAVY.MIL
<kristoffer.carlson@NCIS.NAVY.MIL>; KBahe @NCIS.NAVY.MIL <KBahe@NCIS.NAVY.MIL>; Waller, Markiest
<Markiest.Waller@ncis.navy.mil>; paige.vandenheever@NCIS.NAVY.MIL <paige.vandenheever@NCIS.NAVY.MIL>;
isaiah.cooper@NCIS.NAVY.MIL <isaiah.cooper@NCIS.NAVY.MIL>; nicholas.suszan@NCIS.NAVY.MIL
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<nicholas.suszan@NCIS.NAVY.MIL>; Alexander, Eryn R. (I0D) (FBI) <ERALEXANDER@FBI.GOV>;
samuel.g.gross.mil@mail.mil <samuel.g.gross.mil@mail.mil>; Lay, Amy L. <Amy.Lay@vsp.virginia.gov>;
jeremy.roush@fairfaxcounty.gov <jeremy.roush@fairfaxcounty.gov>; Miller, Michael T. (WF) (OGA)

<MTMILLER3 @fbi.gov>; douglas.m.trippany.mil@mail.mil <douglas.m.trippany.mil@mail.mil>; Thorward, Brent C. (WF)
(DET) <BCTHORWARD @fbi.gov>; catherine.taylor43.mil@mail.mil <catherine.taylor43.mil@mail.mil>;
John.Erickson@uscp.gov <John.Erickson@uscp.gov>; marilyn.guzman@uscp.gov <marilyn.guzman@uscp.gov>; Delegan,
John <john.delegan@uscp.gov>; David.Millard@uscp.gov <David.Millard@uscp.gov>; Usman.Saleem@uscp.gov
<Usman.Saleem@uscp.gov>; john.nugent@uscp.gov <john.nugent@uscp.gov>; ryan.mccamley@uscp.gov
<ryan.mccamley@uscp.gov>; john.donohue@uscp.gov <john.donohue@uscp.gov>; julie.farnam@uscp.gov
<julie.farnam@uscp.gov>; Dillon, Joseph <joseph.r.dillon@uscg.mil>; CGINTELPLOT @uscg.mil
<CGINTELPLOT@uscg.mil>; ronald.mcgarvey@usmc.mil <ronald.mcgarvey@usmc.mil>; Smith, Johnnie (USMS)
<Johnnie.Smith@usdoj.gov>; Madagu, Jonathan (USMS) <Jonathan.Madagu@usdoj.gov>; Rose, Michael (HQ-JSD)
(USMS) <Michael.Rose2 @usdoj.gov>; Knutson, Brett (WF) (DET) <BKNUTSON@fbi.gov>; Rossi, Michael A. (CTD) (CON)
<marossi@fbi.gov>; Dingeldein, James E. (WF) (DET) <JEDINGELDEIN@fbi.gov>; mark varanelli@nps.gov

<mark varanelli@nps.gov>; Michael Libby@nps.gov <Michael Libby@nps.gov>; elizabeth.adams@vdem.virginia.gov
<elizabeth.adams@vdem.virginia.gov>; Gene.E.Roddy@whmo.mil <Gene.E.Roddy@whmo.mil>;
Douglas.R.Reedy@whmo.mil <Douglas.R.Reedy@whmo.mil>; Jeffrey.W.Kuck@whmo.mil <Jeffrey.W.Kuck@whmo.mil>;
Gary.Halton@whmo.mil <Gary.Halton@whmo.mil>; 'Hessling, Paul E COL USARMY NG NGB (USA)'
<paul.e.hessling.mil@mail.mil>

Cc: Stapleton, Hope T. (WF) (FBI) <htstapleton@fbi.gov>; Morris, Tiffany (WF) (FBI) <tmorris@fbi.gov>; Loftus, Ashlea
(WF) (FBI) <ALOFTUS@fbi.gov>; Kukowski, Jed (WF) (FBI) <jkukowski@fbi.gov>

Subject: [EXTERNAL EMAIL] - (U//FOUOQ//LES) NTIC Sitrep 2100 01-19

Good morning all,
Please see the attached NTIC SITREP from 01-19.

Thank you!

Alexandra Ferraro

Intelligence Analyst

National Capital Region Threat Intelligence Consortium

DC Homeland Security and Emergency Management Agency
2720 Martin Luther King, Jr. Avenue, SE,

Washington, DC 20032

Mobile: (202) 255-2013
alexandra.ferraro@dc.gov
NTIC Mainline: (202) 481-3075

NTIC@dc.gov

From: Ferraro, Alexandra (HSEMA)

Sent: Tuesday, January 19, 2021 1:08 PM

To: Ripley, Patricia L. (WF) (DET) <PLRIPLEY @fbi.gov>; FESRIEIE (VPD) G c.cov>; Newman,
William J. (WF) (FBI) <wjnewman@fbi.gov>; Phillips, Steve <hphillips@usss.dhs.gov>; michael.ebey@usss.dhs.gov;
richard.rogers@usss.dhs.gov; christina.fabac@usss.dhs.gov; matthew.n.phillips@usss.dhs.gov;
adam.kirkwood@usss.dhs.gov; Rosanna.donaghey@usss.dhs.gov; Barmonde, Thomas (WF) (DET)
<TBARMONDE@fbi.gov>; Cook, James A. <cookjam@amtrak.com>; Chite, Mark <Mark.Chite@amtrak.com>;
DAMON.C.EDWARDS@cbp.dhs.gov; Hawkins, Derron (FEMS) <derron.hawkins@dc.gov>; Jackson, Keishea (FEMS)
<keishea.jackson@dc.gov>; Mccray, Jonice <jonice.t.mccray.nfg@mail.mil>; amanda.s.mason4.mil@mail.mil; anh-
chi.p.murphy.mil@mail.mil; jonathan.s.ebbert.mil@mail.mil; benjamin.goldberg@dot.gov; gerrityd @state.gov;
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zurburgkinghm@state.gov; herrerama@state.gov; CeasarDN@state.gov; Andres, Alyse <andrewsav@state.gov>; Tu,
Raymond H. (BA) (FBI) <rhtu@fbi.gov>; Wightman, Michael C. (BA) (FBI) <mcwightman@fbi.gov>; Ellis, Loren M. (CIRG)
(FBI) <Imellis@fbi.gov>; Erlendson, Jennifer J. (CIRG) (FBI) <jjerlendson@fbi.gov>; Louryk, John B. (WF) (TFO)
<jblouryk@fbi.gov>; Marc.L.Bosley@fps.dhs.gov; Ed.Wojciechowski@mail.house.gov; Lauren Eagan@saa.senate.gov;
George.Adams@oig.hhs.gov; James.Lehman@oig.hhs.gov; mark.a.rasmussen.civ@mail.mil;
andrew.d.hasser.mil@mail.mil; wanda.c.squirewell.civ@mail.mil; marvin.c.solomon.civ@mail.mil;
william.c.furmanski.civ@mail.mil; jonathan.m.morgenstein.mil@mail.mil; jessica.curtis@mcac.maryland.gov; Cardella,
Alex <alex.cardella@mecac.maryland.gov>; Janczyk, Jeffrey P. (WF) (TFO) <jpjanczyk@fbi.gov>; Barbieri, Michael (MPD)
<michael.barbieri@dc.gov>; Alvarez, Daniel (WF) (OGA) <DALVAREZ2 @fbi.gov>; ADonald@wmata.com;
MASalata@wmata.com; EMoscoulLewis@wmata.com; Marcenelle, Madeline (HSEMA) <madeline.marcenelle@dc.gov>;
Mein, John (EOM) <John.Mein@dc.gov>; Harvin, Donell (HSEMA) <Donell.Harvin@dc.gov>; stephebj@nctc.gov;
PATRJOM@nctc.gov; Gilliard, Darrell K. <darrell.k.gilliard.civ@mail.mil>; William.grice@ncis.navy.mil;
lillian.fata@ncis.navy.mil; Roosevelt.Glover@NCIS.NAVY.MIL; kristoffer.carlson@NCIS.NAVY.MIL;
KBahe@NCIS.NAVY.MIL; Waller, Markiest <Markiest.Waller@ncis.navy.mil>; paige.vandenheever@NCIS.NAVY.MIL;
isaiah.cooper@NCIS.NAVY.MIL; nicholas.suszan@NCIS.NAVY.MIL; Alexander, Eryn R. (I0OD) (FBI)
<ERALEXANDER@FBI.GOV>; samuel.g.gross.mil@mail.mil; Lay, Amy L. <Amy.Lay@vsp.virginia.gov>;
jeremy.roush@fairfaxcounty.gov; Miller, Michael T. (WF) (OGA) <MTMILLER3@fbi.gov>;
douglas.m.trippany.mil@mail.mil; Thorward, Brent C. (WF) (DET) <BCTHORWARD @fbi.gov>;
catherine.taylor43.mil@mail.mil; John.Erickson@uscp.gov; marilyn.guzman@uscp.gov; Delegan, John
<john.delegan@uscp.gov>; David.Millard@uscp.gov; Usman.Saleem@uscp.gov; john.nugent@uscp.gov;
ryan.mccamley@uscp.gov; john.donohue@uscp.gov; julie.farnam@uscp.gov; Dillon, Joseph <joseph.r.dillon@uscg.mil>;
CGINTELPLOT@uscg.mil; ronald.mcgarvey@usmc.mil; Smith, Johnnie (USMS) <Johnnie.Smith@usdoj.gov>; Madagu,
Jonathan (USMS) <Jonathan.Madagu@usdoj.gov>; Rose, Michael (HQ-JSD) (USMS) <Michael.Rose2 @usdoj.gov>;
Knutson, Brett (WF) (DET) <BKNUTSON@fbi.gov>; Rossi, Michael A. (CTD) (CON) <marossi@fbi.gov>; Dingeldein, James
E. (WF) (DET) <JEDINGELDEIN@fbi.gov>; mark varanelli@nps.gov; Michael Libby@nps.gov;
elizabeth.adams@vdem.virginia.gov; Gene.E.Roddy@whmo.mil; Douglas.R.Reedy@whmo.mil;
Jeffrey.W.Kuck@whmo.mil; Gary.Halton@whmo.mil; 'Hessling, Paul E COL USARMY NG NGB (USA)'
<paul.e.hessling.mil@mail.mil>

Cc: Stapleton, Hope T. (WF) (FBI) <htstapleton@fbi.gov>; tmorris@fbi.gov; Loftus, Ashlea (WF) (FBI)
<ALOFTUS@fbi.gov>; Kukowski, Jed (WF) (FBI) <jkukowski@fbi.gov>

Subject: (U//FOUOQ//LES) January 19 Officer Awareness Inauguration Information

Please see the attached Officer Awareness Information from the NTIC on 01-19.

Alexandra Ferraro

Intelligence Analyst

National Capital Region Threat Intelligence Consortium

DC Homeland Security and Emergency Management Agency
2720 Martin Luther King, Jr. Avenue, SE,

Washington, DC 20032

Mobile: (202) 255-2013
alexandra.ferraro@dc.gov
NTIC Mainline: (202) 481-3075
NTIC@dc.gov

From: Ripley, Patricia L. (WF) (DET) <PLRIPLEY @fbi.gov>
Sent: Tuesday, January 19, 2021 12:41 PM
To:ﬁ(MPD) m>; Newman, William J. (WF) (FBI) <wjnewman@fbi.gov>; Phillips,
Steve <hphillips@usss.dhs.gov>; michael.ebey@usss.dhs.gov; richard.rogers@usss.dhs.gov;
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christina.fabac@usss.dhs.gov; matthew.n.phillips@usss.dhs.gov; adam.kirkwood@usss.dhs.gov;
Rosanna.donaghey@usss.dhs.gov; Barmonde, Thomas (WF) (DET) <TBARMONDE@fbi.gov>; Cook, James A.
<cookjam@amtrak.com>; Chite, Mark <Mark.Chite@amtrak.com>; DAMON.C.EDWARDS@cbp.dhs.gov; Hawkins, Derron
(FEMS) <derron.hawkins@dc.gov>; Jackson, Keishea (FEMS) <keishea.jackson@dc.gov>; Mccray, Jonice
<jonice.t.mccray.nfg@mail.mil>; amanda.s.mason4.mil@mail.mil; anh-chi.p.murphy.mil@mail.mil;
jonathan.s.ebbert.mil@mail.mil; benjamin.goldberg@dot.gov; gerrityd@state.gov; zurburgkinghm @state.gov;
herrerama@state.gov; CeasarDN@state.gov; Andres, Alyse <andrewsav@state.gov>; Tu, Raymond H. (BA) (FBI)
<rhtu@fbi.gov>; Wightman, Michael C. (BA) (FBI) <mcwightman@fbi.gov>; Ellis, Loren M. (CIRG) (FBI) <Imellis@fbi.gov>;
Erlendson, Jennifer J. (CIRG) (FBI) <jjerlendson@fbi.gov>; Louryk, John B. (WF) (TFO) <jblouryk@fbi.gov>;
Marc.L.Bosley@fps.dhs.gov; Ed.Wojciechowski@mail.house.gov; Lauren Eagan@saa.senate.gov;
George.Adams@oig.hhs.gov; James.Lehman@oig.hhs.gov; mark.a.rasmussen.civ@mail.mil;
andrew.d.hasser.mil@mail.mil; wanda.c.squirewell.civ@mail.mil; marvin.c.solomon.civ@mail.mil;
william.c.furmanski.civ@mail.mil; jonathan.m.morgenstein.mil@mail.mil; jessica.curtis@mcac.maryland.gov; Cardella,
Alex <alex.cardella@mecac.maryland.gov>; Janczyk, Jeffrey P. (WF) (TFO) <jpjanczyk@fbi.gov>; Barbieri, Michael (MPD)
<michael.barbieri@dc.gov>; Alvarez, Daniel (WF) (OGA) <DALVAREZ2 @fbi.gov>; ADonald@wmata.com;
MASalata@wmata.com; EMoscoulewis@wmata.com; Ferraro, Alexandra (HSEMA) <alexandra.ferraro@dc.gov>;
Marcenelle, Madeline (HSEMA) <madeline.marcenelle@dc.gov>; Mein, John (EOM) <John.Mein@dc.gov>; Harvin,
Donell (HSEMA) <Donell.Harvin@dc.gov>; stephebj@nctc.gov; PATRIOM@nctc.gov; Gilliard, Darrell K.
<darrell.k.gilliard.civ@mail.mil>; William.grice@ncis.navy.mil; lillian.fata@ncis.navy.mil;
Roosevelt.Glover@NCIS.NAVY.MIL; kristoffer.carlson@NCIS.NAVY.MIL; KBahe @NCIS.NAVY.MIL; Waller, Markiest
<Markiest.Waller@ncis.navy.mil>; paige.vandenheever@NCIS.NAVY.MIL; isaiah.cooper@NCIS.NAVY.MIL;
nicholas.suszan@NCIS.NAVY.MIL; Alexander, Eryn R. (I0OD) (FBI) <ERALEXANDER@FBI.GOV>;
samuel.g.gross.mil@mail.mil; Lay, Amy L. <Amy.Lay@vsp.virginia.gov>; jeremy.roush@fairfaxcounty.gov; Miller, Michael
T. (WF) (OGA) <MTMILLER3 @fbi.gov>; douglas.m.trippany.mil@mail.mil; Thorward, Brent C. (WF) (DET)
<BCTHORWARD @fbi.gov>; catherine.taylor43.mil@mail.mil; John.Erickson@uscp.gov; marilyn.guzman@uscp.gov;
Delegan, John <john.delegan@uscp.gov>; David.Millard@uscp.gov; Usman.Saleem@uscp.gov; john.nugent@uscp.gov;
ryan.mccamley@uscp.gov; john.donohue@uscp.gov; julie.farnam@uscp.gov; Dillon, Joseph <joseph.r.dillon@uscg.mil>;
CGINTELPLOT@uscg.mil; ronald.mcgarvey@usmc.mil; Smith, Johnnie (USMS) <Johnnie.Smith@usdoj.gov>; Madagu,
Jonathan (USMS) <Jonathan.Madagu@usdoj.gov>; Rose, Michael (HQ-JSD) (USMS) <Michael.Rose2 @usdoj.gov>;
Knutson, Brett (WF) (DET) <BKNUTSON @fbi.gov>; Rossi, Michael A. (CTD) (CON) <marossi@fbi.gov>; Dingeldein, James
E. (WF) (DET) <JEDINGELDEIN @fbi.gov>; mark varanelli@nps.gov; Michael Libby@nps.gov;
elizabeth.adams@vdem.virginia.gov; Gene.E.Roddy@whmo.mil; Douglas.R.Reedy@whmo.mil;
Jeffrey.W.Kuck@whmo.mil; Gary.Halton@whmo.mil; 'Hessling, Paul E COL USARMY NG NGB (USA)'
<paul.e.hessling.mil@mail.mil>

Cc: Stapleton, Hope T. (WF) (FBI) <htstapleton@fbi.gov>; tmorris@fbi.gov

Subject: DHS Reports

CAUTION: This email originated from outside of the DC Government. Do not click on links or open attachments unless you recognize
the sender and know that the content is safe. If you believe that this email is suspicious, please forward to phishing@dc.gov for
additional analysis by OCTO Security Operations Center (SOC).
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Sacco, Cristina (EOM)

From:
Sent:
To:

Cc:

Subject:
Attachments:

Categories:

Ripley, Patricia L. (WF) (DET) <PLRIPLEY @fbi.gov>

Wednesday, January 20, 2021 1:19 PM

Ferraro, Alexandra (HSEMA); SRR (MPD); Newman, William J. (WF) (FBI);
Phillips, Steve; michael.ebey@usss.dhs.gov; richard.rogers@usss.dhs.gov;
christina.fabac@usss.dhs.gov; matthew.n.phillips@usss.dhs.gov;
adam.kirkwood@usss.dhs.gov; Rosanna.donaghey@usss.dhs.gov; Barmonde, Thomas
(WF) (DET); Cook, James A.; Chite, Mark; DAMON.C.EDWARDS@cbp.dhs.gov; Hawkins,
Derron (FEMS); Jackson, Keishea (FEMS); Mccray, Jonice; amanda.s.mason4.mil@mail.mil;
anh-chi.p.murphy.mil@mail.mil; jonathan.s.ebbert.mil@mail.mil;
benjamin.goldberg@dot.gov; gerrityd @state.gov; zurburgkinghm@state.gov;
herrerama@state.gov; CeasarDN@state.gov; Andres, Alyse; Tu, Raymond H. (BA) (FBI);
Wightman, Michael C. (BA) (FBI); Ellis, Loren M. (CIRG) (FBI); Erlendson, Jennifer J. (CIRG)
(FBI); Louryk, John B. (WF) (TFO); Marc.L.Bosley@fps.dhs.gov;
Ed.Wojciechowski@mail.house.gov; Lauren_Eagan@saa.senate.gov;
George.Adams@oig.hhs.gov; James.Lehman@oig.hhs.gov;
mark.a.rasmussen.civ@mail.mil; andrew.d.hasser.mil@mail.mil;
wanda.c.squirewell.civ@mail.mil; marvin.c.solomon.civ@mail.mil;
william.c.furmanski.civ@mail.mil; jonathan.m.morgenstein.mil@mail.mil;
jessica.curtis@mcac.maryland.gov; Cardella, Alex; Janczyk, Jeffrey P. (WF) (TFO); Barbieri,
Michael (MPD); Alvarez, Daniel (WF) (OGA); ADonald@wmata.com;
MASalata@wmata.com; EMoscoulLewis@wmata.com; Marcenelle, Madeline (HSEMA);
Mein, John; Donell, Harvin; stephebj@nctc.gov; PATRIOM®@nctc.gov; Gilliard, Darrell K;;
William.grice@ncis.navy.mil; lillian.fata@ncis.navy.mil;
Roosevelt.Glover@NCIS.NAVY.MIL; kristoffer.carlson@NCIS.NAVY.MIL;
KBahe@NCIS.NAVY.MIL; Waller, Markiest; paige.vandenheever@NCIS.NAVY.MIL;
isaiah.cooper@NCIS.NAVY.MIL; nicholas.suszan@NCIS.NAVY.MIL; Alexander, Eryn R.
(I0D) (FBI); samuel.g.gross.mil@mail.mil; Lay, Amy L.; jeremy.roush@fairfaxcounty.gov;
Miller, Michael T. (WF) (OGA); douglas.m.trippany.mil@mail.mil; Thorward, Brent C. (WF)
(DET); catherine.taylor43.mil@mail.mil; John.Erickson@uscp.gov;
marilyn.guzman@uscp.gov; Delegan, John; David.Millard@uscp.gov;
Usman.Saleem@uscp.gov; john.nugent@uscp.gov; ryan.mccamley@uscp.gov;
john.donohue@uscp.gov; julie.farnam@uscp.gov; Dillon, Joseph;
CGINTELPLOT@uscg.mil; ronald.mcgarvey@usmc.mil; Smith, Johnnie (USMS); Madagu,
Jonathan (USMS); Rose, Michael (HQ-JSD) (USMS); Knutson, Brett (WF) (DET); Rossi,
Michael A. (CTD) (CON); Dingeldein, James E. (WF) (DET); mark_varanelli@nps.gov;
Michael_Libby@nps.gov; elizabeth.adams@vdem.virginia.gov;
Gene.E.Roddy@whmo.mil; Douglas.R.Reedy@whmo.mil; Jeffrey.W.Kuck@whmo.mil;
Gary.Halton@whmo.mil; ‘Hessling, Paul E COL USARMY NG NGB (USA)'

Stapleton, Hope T. (WF) (FBI); Morris, Tiffany (WF) (FBI); Loftus, Ashlea (WF) (FBI);
Kukowski, Jed (WF) (FBI)

JRIC product on TTPs used during Capitol breach

image001.png; JRIC Capitol_210119.pdf

Green

CAUTION: This email originated from outside of the DC Government. Do not click on links or open attachments unless you recognize
the sender and know that the content is safe. If you believe that this email is suspicious, please forward to phishing@dc.gov for
additional analysis by OCTO Security Operations Center (SOC).
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LES product by JRIC on TTPs used during Capitol breach

From: Ferraro, Alexandra (HSEMA) <alexandra.ferraro@dc.gov>

Sent: Wednesday, January 20, 2021 7:19 AM

To: Ripley, Patricia L. (WF) (DET) <PLRIPLEY @fbi.gov>; FESREEE (MPD) -Gl < sov>; Newman,
William J. (WF) (FBI) <wjnewman@fbi.gov>; Phillips, Steve <hphillips@usss.dhs.gov>; michael.ebey@usss.dhs.gov
<michael.ebey@usss.dhs.gov>; richard.rogers@usss.dhs.gov <richard.rogers@usss.dhs.gov>;
christina.fabac@usss.dhs.gov <christina.fabac@usss.dhs.gov>; matthew.n.phillips@usss.dhs.gov
<matthew.n.phillips@usss.dhs.gov>; adam.kirkwood@usss.dhs.gov <adam.kirkwood@usss.dhs.gov>;
Rosanna.donaghey@usss.dhs.gov <Rosanna.donaghey@usss.dhs.gov>; Barmonde, Thomas (WF) (DET)
<TBARMONDE@fbi.gov>; Cook, James A. <cookjam@amtrak.com>; Chite, Mark <Mark.Chite@amtrak.com>;
DAMON.C.EDWARDS@cbp.dhs.gov <DAMON.C.EDWARDS@cbp.dhs.gov>; Hawkins, Derron (FEMS)
<derron.hawkins@dc.gov>; Jackson, Keishea (FEMS) <keishea.jackson@dc.gov>; Mccray, Jonice
<jonice.t.mccray.nfg@mail.mil>; amanda.s.mason4.mil@mail.mil <amanda.s.mason4.mil@mail.mil>; anh-
chi.p.murphy.mil@mail.mil <anh-chi.p.murphy.mil@mail.mil>; jonathan.s.ebbert.mil@mail.mil
<jonathan.s.ebbert.mil@mail.mil>; benjamin.goldberg@dot.gov <benjamin.goldberg@dot.gov>; gerrityd @state.gov
<gerrityd@state.gov>; zurburgkinghm @state.gov <zurburgkinghm@state.gov>; herrerama@state.gov
<herrerama@state.gov>; CeasarDN@state.gov <CeasarDN@state.gov>; Andres, Alyse <andrewsav@state.gov>; Tu,
Raymond H. (BA) (FBI) <rhtu@fbi.gov>; Wightman, Michael C. (BA) (FBI) <mcwightman@fbi.gov>; Ellis, Loren M. (CIRG)
(FBI) <Imellis@fbi.gov>; Erlendson, Jennifer J. (CIRG) (FBI) <jjerlendson@fbi.gov>; Louryk, John B. (WF) (TFO)
<jblouryk@fbi.gov>; Marc.L.Bosley @fps.dhs.gov <Marc.L.Bosley@fps.dhs.gov>; Ed.Wojciechowski@mail.house.gov
<Ed.Wojciechowski@mail.house.gov>; Lauren_Eagan@saa.senate.gov <Lauren_Eagan@saa.senate.gov>;
George.Adams@oig.hhs.gov <George.Adams@oig.hhs.gov>; James.Lehman@oig.hhs.gov
<James.Lehman@oig.hhs.gov>; mark.a.rasmussen.civ@mail.mil <mark.a.rasmussen.civ@mail.mil>;
andrew.d.hasser.mil@mail.mil <andrew.d.hasser.mil@mail.mil>; wanda.c.squirewell.civ@mail.mil
<wanda.c.squirewell.civ@mail.mil>; marvin.c.solomon.civ@mail.mil <marvin.c.solomon.civ@mail.mil>;
william.c.furmanski.civ@mail.mil <william.c.furmanski.civ@mail.mil>; jonathan.m.morgenstein.mil@mail.mil
<jonathan.m.morgenstein.mil@mail.mil>; jessica.curtis@mcac.maryland.gov <jessica.curtis@mcac.maryland.gov>;
Cardella, Alex <alex.cardella@mcac.maryland.gov>; Janczyk, Jeffrey P. (WF) (TFO) <jpjanczyk@fbi.gov>; Barbieri, Michael
(MPD) <michael.barbieri@dc.gov>; Alvarez, Daniel (WF) (OGA) <DALVAREZ2 @fbi.gov>; ADonald@wmata.com
<ADonald@wmata.com>; MASalata@wmata.com <MASalata@wmata.com>; EMoscoulewis@wmata.com
<EMoscoulewis@wmata.com>; Marcenelle, Madeline (HSEMA) <madeline.marcenelle@dc.gov>; Mein, John
<john.mein@dc.gov>; Donell, Harvin <donell.harvin@dc.gov>; stephebj@nctc.gov <stephebj@nctc.gov>;
PATRJOM@nctc.gov <PATRIOM@nctc.gov>; Gilliard, Darrell K. <darrell.k.gilliard.civ@mail.mil>;
William.grice@ncis.navy.mil <William.grice@ncis.navy.mil>; lillian.fata@ncis.navy.mil <lillian.fata@ncis.navy.mil>;
Roosevelt.Glover@NCIS.NAVY.MIL <Roosevelt.Glover@NCIS.NAVY.MIL>; kristoffer.carlson@NCIS.NAVY.MIL
<kristoffer.carlson@NCIS.NAVY.MIL>; KBahe @NCIS.NAVY.MIL <KBahe @NCIS.NAVY.MIL>; Waller, Markiest
<Markiest.Waller@ncis.navy.mil>; paige.vandenheever@NCIS.NAVY.MIL <paige.vandenheever@NCIS.NAVY.MIL>;
isaiah.cooper@NCIS.NAVY.MIL <isaiah.cooper@NCIS.NAVY.MIL>; nicholas.suszan@NCIS.NAVY.MIL
<nicholas.suszan@NCIS.NAVY.MIL>; Alexander, Eryn R. (I0D) (FBI) <ERALEXANDER@FBI.GOV>;
samuel.g.gross.mil@mail.mil <samuel.g.gross.mil@mail.mil>; Lay, Amy L. <Amy.Lay@vsp.virginia.gov>;
jeremy.roush@fairfaxcounty.gov <jeremy.roush@fairfaxcounty.gov>; Miller, Michael T. (WF) (OGA)

<MTMILLER3 @fbi.gov>; douglas.m.trippany.mil@mail.mil <douglas.m.trippany.mil@mail.mil>; Thorward, Brent C. (WF)
(DET) <BCTHORWARD @fbi.gov>; catherine.taylor43.mil@mail.mil <catherine.taylor43.mil@mail.mil>;
John.Erickson@uscp.gov <John.Erickson@uscp.gov>; marilyn.guzman@uscp.gov <marilyn.guzman@uscp.gov>; Delegan,
John <john.delegan@uscp.gov>; David.Millard@uscp.gov <David.Millard@uscp.gov>; Usman.Saleem@uscp.gov
<Usman.Saleem@uscp.gov>; john.nugent@uscp.gov <john.nugent@uscp.gov>; ryan.mccamley@uscp.gov
<ryan.mccamley@uscp.gov>; john.donohue@uscp.gov <john.donohue@uscp.gov>; julie.farnam@uscp.gov
<julie.farnam@uscp.gov>; Dillon, Joseph <joseph.r.dillon@uscg.mil>; CGINTELPLOT@uscg.mil
<CGINTELPLOT@uscg.mil>; ronald.mcgarvey@usmc.mil <ronald.mcgarvey@usmc.mil>; Smith, Johnnie (USMS)
<Johnnie.Smith@usdoj.gov>; Madagu, Jonathan (USMS) <Jonathan.Madagu@usdoj.gov>; Rose, Michael (HQ-JSD)
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(USMS) <Michael.Rose2 @usdoj.gov>; Knutson, Brett (WF) (DET) <BKNUTSON@fbi.gov>; Rossi, Michael A. (CTD) (CON)
<marossi@fbi.gov>; Dingeldein, James E. (WF) (DET) <JEDINGELDEIN@fbi.gov>; mark_varanelli@nps.gov
<mark_varanelli@nps.gov>; Michael_Libby@nps.gov <Michael_Libby@nps.gov>; elizabeth.adams@vdem.virginia.gov
<elizabeth.adams@vdem.virginia.gov>; Gene.E.Roddy@whmo.mil <Gene.E.Roddy@whmo.mil>;
Douglas.R.Reedy@whmo.mil <Douglas.R.Reedy@whmo.mil>; Jeffrey.W.Kuck@whmo.mil <Jeffrey.W.Kuck@whmo.mil>;
Gary.Halton@whmo.mil <Gary.Halton@whmo.mil>; 'Hessling, Paul E COL USARMY NG NGB (USA)'
<paul.e.hessling.mil@mail.mil>

Cc: Stapleton, Hope T. (WF) (FBI) <htstapleton@fbi.gov>; Morris, Tiffany (WF) (FBI) <tmorris@fbi.gov>; Loftus, Ashlea
(WF) (FBI) <ALOFTUS@fbi.gov>; Kukowski, Jed (WF) (FBI) <jkukowski@fbi.gov>

Subject: [EXTERNAL EMAIL] - (U//FOUOQ//LES) NTIC Sitrep 2100 01-19

Good morning all,
Please see the attached NTIC SITREP from 01-19.

Thank you!

Alexandra Ferraro

Intelligence Analyst

National Capital Region Threat Intelligence Consortium

DC Homeland Security and Emergency Management Agency
2720 Martin Luther King, Jr. Avenue, SE,

Washington, DC 20032

Mobile: (202) 255-2013
alexandra.ferraro@dc.gov
NTIC Mainline: (202) 481-3075
NTIC@dc.gov

From: Ferraro, Alexandra (HSEMA)

Sent: Tuesday, January 19, 2021 1:08 PM

To: Ripley, Patricia L. (WF) (DET) <PLRIPLEY @fbi.gov>; NSRRI (V' PD) SRl c cov>; Newman,
William J. (WF) (FBI) <wjnewman@fbi.gov>; Phillips, Steve <hphillips@usss.dhs.gov>; michael.ebey@usss.dhs.gov;
richard.rogers@usss.dhs.gov; christina.fabac@usss.dhs.gov; matthew.n.phillips@usss.dhs.gov;
adam.kirkwood@usss.dhs.gov; Rosanna.donaghey@usss.dhs.gov; Barmonde, Thomas (WF) (DET)
<TBARMONDE@fbi.gov>; Cook, James A. <cookjam@amtrak.com>; Chite, Mark <Mark.Chite@amtrak.com>;
DAMON.C.EDWARDS@cbp.dhs.gov; Hawkins, Derron (FEMS) <derron.hawkins@dc.gov>; Jackson, Keishea (FEMS)
<keishea.jackson@dc.gov>; Mccray, Jonice <jonice.t.mccray.nfg@mail.mil>; amanda.s.mason4.mil@mail.mil; anh-
chi.p.murphy.mil@mail.mil; jonathan.s.ebbert.mil@mail.mil; benjamin.goldberg@dot.gov; gerrityd @state.gov;
zurburgkinghm @state.gov; herrerama@state.gov; CeasarDN@state.gov; Andres, Alyse <andrewsav@state.gov>; Tu,
Raymond H. (BA) (FBI) <rhtu@fbi.gov>; Wightman, Michael C. (BA) (FBI) <mcwightman@fbi.gov>; Ellis, Loren M. (CIRG)
(FBI) <Imellis@fbi.gov>; Erlendson, Jennifer J. (CIRG) (FBI) <jjerlendson@fbi.gov>; Louryk, John B. (WF) (TFO)
<jblouryk@fbi.gov>; Marc.L.Bosley@fps.dhs.gov; Ed.Wojciechowski@mail.house.gov; Lauren_Eagan@saa.senate.gov;
George.Adams@oig.hhs.gov; James.Lehman@oig.hhs.gov; mark.a.rasmussen.civ@mail.mil;
andrew.d.hasser.mil@mail.mil; wanda.c.squirewell.civ@mail.mil; marvin.c.solomon.civ@mail.mil;
william.c.furmanski.civ@mail.mil; jonathan.m.morgenstein.mil@mail.mil; jessica.curtis@mcac.maryland.gov; Cardella,
Alex <alex.cardella@mcac.maryland.gov>; Janczyk, Jeffrey P. (WF) (TFO) <jpjanczyk@fbi.gov>; Barbieri, Michael (MPD)
<michael.barbieri@dc.gov>; Alvarez, Daniel (WF) (OGA) <DALVAREZ2 @fbi.gov>; ADonald@wmata.com;
MASalata@wmata.com; EMoscoulewis@wmata.com; Marcenelle, Madeline (HSEMA) <madeline.marcenelle@dc.gov>;
Mein, John (EOM) <John.Mein@dc.gov>; Harvin, Donell (HSEMA) <Donell.Harvin@dc.gov>; stephebj@nctc.gov;
PATRJOM@nctc.gov; Gilliard, Darrell K. <darrell.k.gilliard.civ@mail.mil>; William.grice@ncis.navy.mil;
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lillian.fata@ncis.navy.mil; Roosevelt.Glover@NCIS.NAVY.MIL; kristoffer.carlson@NCIS.NAVY.MIL;

KBahe @NCIS.NAVY.MIL; Waller, Markiest <Markiest.Waller@ncis.navy.mil>; paige.vandenheever@NCIS.NAVY.MIL;
isaiah.cooper@NCIS.NAVY.MIL; nicholas.suszan@NCIS.NAVY.MIL; Alexander, Eryn R. (I0D) (FBI)
<ERALEXANDER@FBI.GOV>; samuel.g.gross.mil@mail.mil; Lay, Amy L. <Amy.Lay@vsp.virginia.gov>;
jeremy.roush@fairfaxcounty.gov; Miller, Michael T. (WF) (OGA) <MTMILLER3 @fbi.gov>;
douglas.m.trippany.mil@mail.mil; Thorward, Brent C. (WF) (DET) <BCTHORWARD @fbi.gov>;
catherine.taylor43.mil@mail.mil; John.Erickson@uscp.gov; marilyn.guzman@uscp.gov; Delegan, John
<john.delegan@uscp.gov>; David.Millard@uscp.gov; Usman.Saleem@uscp.gov; john.nugent@uscp.gov;
ryan.mccamley@uscp.gov; john.donohue@uscp.gov; julie.farnam@uscp.gov; Dillon, Joseph <joseph.r.dillon@uscg.mil>;
CGINTELPLOT@uscg.mil; ronald.mcgarvey@usmc.mil; Smith, Johnnie (USMS) <Johnnie.Smith@usdoj.gov>; Madagu,
Jonathan (USMS) <Jonathan.Madagu@usdoj.gov>; Rose, Michael (HQ-JSD) (USMS) <Michael.Rose2 @usdoj.gov>;
Knutson, Brett (WF) (DET) <BKNUTSON@fbi.gov>; Rossi, Michael A. (CTD) (CON) <marossi@fbi.gov>; Dingeldein, James
E. (WF) (DET) <JEDINGELDEIN @fbi.gov>; mark_varanelli@nps.gov; Michael_Libby@nps.gov;
elizabeth.adams@vdem.virginia.gov; Gene.E.Roddy@whmo.mil; Douglas.R.Reedy@whmo.mil;
Jeffrey.W.Kuck@whmo.mil; Gary.Halton@whmo.mil; 'Hessling, Paul E COL USARMY NG NGB (USA)'
<paul.e.hessling.mil@mail.mil>

Cc: Stapleton, Hope T. (WF) (FBI) <htstapleton@fbi.gov>; tmorris@fbi.gov; Loftus, Ashlea (WF) (FBI)
<ALOFTUS@fbi.gov>; Kukowski, Jed (WF) (FBI) <jkukowski@fbi.gov>

Subject: (U//FOUO//LES) January 19 Officer Awareness Inauguration Information

Please see the attached Officer Awareness Information from the NTIC on 01-19.

Alexandra Ferraro

Intelligence Analyst

National Capital Region Threat Intelligence Consortium

DC Homeland Security and Emergency Management Agency
2720 Martin Luther King, Jr. Avenue, SE,

Washington, DC 20032

Mobile: (202) 255-2013
alexandra.ferraro@dc.gov
NTIC Mainline: (202) 481-3075
NTIC@dc.gov

From: Ripley, Patricia L. (WF) (DET) <PLRIPLEY @fbi.gov>

Sent: Tuesday, January 19, 2021 12:41 PM

To:_(MPD) m>; Newman, William J. (WF) (FBI) <wjnewman@fbi.gov>; Phillips,
Steve <hphillips@usss.dhs.gov>; michael.ebey@usss.dhs.gov; richard.rogers@usss.dhs.gov;
christina.fabac@usss.dhs.gov; matthew.n.phillips@usss.dhs.gov; adam.kirkwood@usss.dhs.gov;
Rosanna.donaghey@usss.dhs.gov; Barmonde, Thomas (WF) (DET) <TBARMONDE@fbi.gov>; Cook, James A.
<cookjam@amtrak.com>; Chite, Mark <Mark.Chite@amtrak.com>; DAMON.C.EDWARDS@cbp.dhs.gov; Hawkins, Derron
(FEMS) <derron.hawkins@dc.gov>; Jackson, Keishea (FEMS) <keishea.jackson@dc.gov>; Mccray, Jonice
<jonice.t.mccray.nfg@mail.mil>; amanda.s.mason4.mil@mail.mil; anh-chi.p.murphy.mil@mail.mil;
jonathan.s.ebbert.mil@mail.mil; benjamin.goldberg@dot.gov; gerrityd@state.gov; zurburgkinghm @state.gov;
herrerama@state.gov; CeasarDN@state.gov; Andres, Alyse <andrewsav@state.gov>; Tu, Raymond H. (BA) (FBI)
<rhtu@fbi.gov>; Wightman, Michael C. (BA) (FBI) <mcwightman@fbi.gov>; Ellis, Loren M. (CIRG) (FBI) <Imellis@fbi.gov>;
Erlendson, Jennifer J. (CIRG) (FBI) <jjerlendson@fbi.gov>; Louryk, John B. (WF) (TFO) <jblouryk@fbi.gov>;
Marc.L.Bosley@fps.dhs.gov; Ed.Wojciechowski@mail.house.gov; Lauren Eagan@saa.senate.gov;
George.Adams@oig.hhs.gov; James.Lehman@oig.hhs.gov; mark.a.rasmussen.civ@mail.mil;
andrew.d.hasser.mil@mail.mil; wanda.c.squirewell.civ@mail.mil; marvin.c.solomon.civ@mail.mil;
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william.c.furmanski.civ@mail.mil; jonathan.m.morgenstein.mil@mail.mil; jessica.curtis@mcac.maryland.gov; Cardella,
Alex <alex.cardella@mcac.maryland.gov>; Janczyk, Jeffrey P. (WF) (TFO) <jpjanczyk@fbi.gov>; Barbieri, Michael (MPD)
<michael.barbieri@dc.gov>; Alvarez, Daniel (WF) (OGA) <DALVAREZ2 @fbi.gov>; ADonald@wmata.com;
MASalata@wmata.com; EMoscoulewis@wmata.com; Ferraro, Alexandra (HSEMA) <alexandra.ferraro@dc.gov>;
Marcenelle, Madeline (HSEMA) <madeline.marcenelle@dc.gov>; Mein, John (EOM) <John.Mein@dc.gov>; Harvin,
Donell (HSEMA) <Donell.Harvin@dc.gov>; stephebj@nctc.gov; PATRIOM@nctc.gov; Gilliard, Darrell K.
<darrell.k.gilliard.civ@mail.mil>; William.grice@ncis.navy.mil; lillian.fata@ncis.navy.mil;
Roosevelt.Glover@NCIS.NAVY.MIL; kristoffer.carlson@NCIS.NAVY.MIL; KBahe @NCIS.NAVY.MIL; Waller, Markiest
<Markiest.Waller@ncis.navy.mil>; paige.vandenheever@NCIS.NAVY.MIL; isaiah.cooper@NCIS.NAVY.MIL;
nicholas.suszan@NCIS.NAVY.MIL; Alexander, Eryn R. (I0OD) (FBI) <ERALEXANDER@FBI.GOV>;
samuel.g.gross.mil@mail.mil; Lay, Amy L. <Amy.Lay@vsp.virginia.gov>; jeremy.roush@fairfaxcounty.gov; Miller, Michael
T. (WF) (OGA) <MTMILLER3 @fbi.gov>; douglas.m.trippany.mil@mail.mil; Thorward, Brent C. (WF) (DET)
<BCTHORWARD @fbi.gov>; catherine.taylor43.mil@mail.mil; John.Erickson@uscp.gov; marilyn.guzman@uscp.gov;
Delegan, John <john.delegan@uscp.gov>; David.Millard@uscp.gov; Usman.Saleem@uscp.gov; john.nugent@uscp.gov;
ryan.mccamley@uscp.gov; john.donohue@uscp.gov; julie.farnam@uscp.gov; Dillon, Joseph <joseph.r.dillon@uscg.mil>;
CGINTELPLOT@uscg.mil; ronald.mcgarvey@usmc.mil; Smith, Johnnie (USMS) <Johnnie.Smith@usdoj.gov>; Madagu,
Jonathan (USMS) <Jonathan.Madagu@usdoj.gov>; Rose, Michael (HQ-JSD) (USMS) <Michael.Rose2 @usdoj.gov>;
Knutson, Brett (WF) (DET) <BKNUTSON@fbi.gov>; Rossi, Michael A. (CTD) (CON) <marossi@fbi.gov>; Dingeldein, James
E. (WF) (DET) <JEDINGELDEIN@fbi.gov>; mark varanelli@nps.gov; Michael Libby@nps.gov;
elizabeth.adams@vdem.virginia.gov; Gene.E.Roddy@whmo.mil; Douglas.R.Reedy@whmo.mil;
Jeffrey.W.Kuck@whmo.mil; Gary.Halton@whmo.mil; 'Hessling, Paul E COL USARMY NG NGB (USA)'

<paul.e.hessling. mil@mail.mil>

Cc: Stapleton, Hope T. (WF) (FBI) <htstapleton@fbi.gov>; tmorris@fbi.gov

Subject: DHS Reports

CAUTION: This email originated from outside of the DC Government. Do not click on links or open attachments unless you recognize
the sender and know that the content is safe. If you believe that this email is suspicious, please forward to phishing@dc.gov for
additional analysis by OCTO Security Operations Center (SOC).







Please see attached bulletin from Anne Arundel County PD regarding stolen military uniforms for your awareness.

E2-534(a)(2) ]
Lieutenant, Intelligence Branch
Homeland Security Bureau

D.C. Metropolitan Police Department
Cell
Email; c.gov

Get important updates on the 59th Presidential Inauguration from DC Government. Text INAUG2021 to 888-
777 for updates on public safety, street closures, weather alerts, and more.
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Sacco, Cristina (EOM)

From: Graves, David L CIV DTRA Ol (USA) <david.l.graves6.civ@mail.mil>

Sent: Wednesday, January 20, 2021 1:15 PM

To: Graves, David L CIV DTRA OI (USA)

Subject: LE-5 [MAY CONTAIN USPER INFO]

Attachments: DSR (0020-21) 20 Jan 21 Final.pdf; MDPD HSB-2021-012 Wanted by FBI - Samuel
Camargo CANCEL - IN CUSTODY.pdf; MSP Bulletin Officer Safety HUNT Milton 21-
MSP-002437 ARRESTED.pdf; NYSIC CL Q4 2020.pdf; NOAA Daily Weather Briefing -
January 20, 2021.pdf; NYSIC OMG Events 01.20.21.pdf; CISA Daily Clips 1-20-2021.pdf;
(LES) NVRIC-VFC SITREP 21-25 Impacts to Northern Virginia from Civil Unrest and the
2021 Inauguration.pdf

Categories: Green
CAUTION: This email originated from outside of the DC Government. Do not click on links or open attachments unless you recognize

the sender and know that the content is safe. If you believe that this email is suspicious, please forward to phishing@dc.gov for
additional analysis by OCTO Security Operations Center (SOC).
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UNCLASSIFIED//LAW ENFORCEMENT SENSITIVE

This is LAW ENFORCEMENT SENSITIVE information and is protected by Code of Virginia Title 52-48 and 52-49. Further distribution of this document

roval shall be obtained from NVRIC prior to dissemination to other agencies. NO REPORT OR
SEGMENT THEREOF MAY BE RELEASED TO ANY MEDIA SOURCES. Please contact the NVRIC at [N ECN| / Vou have any
questions or need additional information.
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Graves, David L CIV DTRA Ol (USA)

To: Graves, David L CIV DTRA Ol (USA)
Subject: FW: CISA Daily Clips

From: Hart, David
Sent: Wednesday, January 20, 2021 7:44 AM
Subject: CISA Daily Clips

DAILY CLIPS
January 20", 2021

CISA

SolarWinds Provides Update on Major Hack Amid New CISA Venture < Caution-
https://governmentciomedia.com/solarwinds-provides-update-major-hack-amid-new-cisa-venture > (01/19)
GovernmentClOMedia

In a new blog post, SolarWinds said the company first noticed “suspicious activity” on its Orion platform in September
2019 — more than a year before discovering the malicious code now referred to as SUNBURST, which induced the
December 2020 cyberattack. According to SolarWinds, the SUNSPOT malware inserted the SUNBURST backdoor "into
software builds of the SolarWinds Orion IT management product.” In other words, the malware mimicked SolarWinds’
own IT product, slipping in during the development process.

CISA’s Kolasky unveils ‘Systemic Cyber Risk Reduction Venture’ for critical infrastructure < Caution-
https://insidecybersecurity.com/daily-news/cisa%E2%80%99s-kolasky-unveils-%E2%80%98systemic-cyber-risk-
reduction-venture%E2%80%99-critical-infrastructure > (01/19) Inside Cybersecurity

CISA’s National Risk Management Center is launching a multifaceted “risk reduction venture” to help organize efforts
around analyzing, measuring and providing tools to address cybersecurity risks faced by critical infrastructure. “Using
enterprise risk management best practices will be a focus for CISA in 2021, and today the National Risk Management
Center (NRMC) is launching a Systemic Cyber Risk Reduction Venture to organize our work to reduce shared risk to the
Nation’s security and economic security,” NRMC Director Bob Kolasky said Thursday in a blog post.

SolarWinds Hack Costs ‘Growing Every Day,’ CISA Official Says < Caution-
https://www.meritalk.com/articles/solarwinds-hack-costs-growing-cisa-orion/ > (01/19) MeriTalk

The costs and consequences of the Russia-backed hack of government and private sector networks via a breach of
SolarWinds Orion products are continuing to grow more than a month after the exploit was publicly disclosed, a senior
official with the Cybersecurity and Infrastructure Security Agency (CISA) said today. “There is no bigger risk” facing
critical infrastructure sectors than attacks on their supply chains, said Bob Kolasky, who heads the National Risk
Management Center (NRMC) at CISA, at an online event organized by FCW. “We are all living and dealing with the



consequences of perhaps the most significant software supply chain attack” in history, Kolasky said referring to the
SolarWinds breach.

COovID-19

Pfizer responds to Cuomo, says HHS approval needed to sell COVID vaccine to NY < Caution-
https://nypost.com/2021/01/19/pfizer-hhs-approval-needed-to-sell-covid-19-vaccine-to-ny/ > (01/19) The New York
Post

Pfizer says it would need federal approval to sell its coronavirus vaccine to New York, dashing Gov. Andrew Cuomo’s
hopes of buying the shots directly. Cuomo asked the Manhattan-based drugmaker about placing a COVID-19 vaccine
order on Monday as he complained that the feds had left the state facing a shortage. But Pfizer said the US Department
of Health and Human Services would have to approve such an arrangement based on the emergency use authorization
that the Food and Drug Administration granted for the groundbreaking vaccine.

CRITICAL INFRASTRUCTURE

Can Joe Biden Get Infrastructure Done In 2021? < Caution-
https://www.benzinga.com/government/21/01/19213829/can-joe-biden-get-infrastructure-done-in-2021 > (01/19)
Benzinga

Next month before a joint session of Congress, President-elect Joe Biden plans to lay out his Build Back Better recovery
plan that he claims will make "historic" investments in infrastructure. "It's time to stop talking about infrastructure and
finally start building infrastructure," Biden said while unveiling his $1.9 trillion COVID relief plan Thursday. "Millions of
good-paying jobs putting Americans to work rebuilding our roads, our bridges, our ports to make them more climate
resilient, to make them faster, cheaper, cleaner to transport American-made goods across our country and around the
world, that's how we compete. Failure to do so will cost us dearly," Biden said.

SOLARWINDS

Fourth malware strain discovered in SolarWinds incident < Caution-https://www.zdnet.com/article/fourth-
malware-strain-discovered-in-solarwinds-incident/ > (01/19) ZD Net

Cyber-security firm Symantec said it identified another malware strain that was used during the SolarWinds supply chain
attack, bringing the total number to four, after the likes of Sunspot, Sunburst (Solorigate), and Teardrop. Named
Raindrop, Symantec said the malware was used only during the very last stages of an intrusion, deployed only on the
networks of very few selected targets.

New Raindrop Tool Tied to SolarWinds Attackers < Caution-https://duo.com/decipher/new-raindrop-tool-tied-to-
solarwinds-attackers > (01/19)Duo

Researchers have uncovered another piece of malware used by the SolarWinds attackers to help them move across
networks after an initial compromise. The tool is known as Raindrop and while it shares a number of similarities with the
Teardrop malware used by the same group, it has some unique capabilities and has only been found on a small number
of computers.

Biden DHS, Intel picks stress need to prioritize cybersecurity after SolarWinds Hack < Caution-
https://thehill.com/policy/cybersecurity/534889-biden-dhs-intel-nominees-stress-need-to-prioritize-cybersecurity-
after > (01/19) The Hill

President-elect Joe Biden’s nominees to serve as secretary of the Department of Homeland Security (DHS) and as
director of national intelligence (DNI) both said Tuesday that if confirmed they will make a priority out of bolstering the
nation’s cybersecurity. DHS nominee Alejandro Mayorkas and DNI nominee Avril Haines each pointed to the specific
need to secure the federal government against cyber threats following the recently discovered Russian hack of IT group
SolarWinds, which compromised many key federal agencies and potentially thousands of businesses.



SolarWinds hack blights the Trump administration’s cybersecurity record < Caution-
https://fcw.com/articles/2021/01/19/trump-mixed-cyber-legacy.aspx > (01/19) FCW

The SolarWinds hack, first detected in December 2020, colors any assessment of the cybersecurity legacy of the
administration of President Donald Trump. During Trump's last days in office, as the president pressed to overturn the
results of the November election, the federal government scrambled to contain the fallout from an ongoing intelligence
operation believed to be the worst intrusion in the country's history.

Symantec connects another hacking tool to SolarWinds campaign < Caution-
https://www.cyberscoop.com/solarwinds-symantec-raindrop-russia-hacking/ > (01/19) CyberScoop

Private sector analysts uncovered a new hacking tool thought to be used in a suspected Russian spying operation in the
latest example of how, as the investigation into the SolarWinds breach continues, the plot only thickens. Security firm
Symantec on Tuesday said it had found previously undocumented malicious code that the attackers used to move
through victim networks and then transmit additional malware onto specific computers. The attackers installed the
malicious code, dubbed Raindrop, on a handful of carefully chosen computers in an effort to spy on them, according to
the latest findings.

FireEye releases tool for auditing networks for techniques used by SolarWinds hackers < Caution-
https://www.zdnet.com/article/fireeye-releases-tool-for-auditing-networks-for-techniques-used-by-solarwinds-
hackers/ > (01/19) ZDNet

Cybersecurity firm FireEye has released today a report detailing the techniques used by the SolarWinds hackers inside
the networks of companies they breached. Together with the report, FireEye researchers have also released a free tool
on GitHub named Azure AD Investigator that they say can help companies determine if the SolarWinds hackers (also
known as UNC2452) used any of these techniques inside their networks.

The big cyber issues Joe Biden will face his first day in office < Caution-https://www.cyberscoop.com/biden-
cybersecurity-russia-solarwinds/ > (01/19) Cyberscoop

Joe Biden has his work cut out for him. Biden will be sworn into office on Jan. 20 with a long list of challenges ranging
from the coronavirus pandemic to re-considering America’s place on the world stage. There’s also the fallout from a far-
reaching hacking campaign that the U.S. has suggested is the work of the Russian government.Yet the next American
president has also chosen top advisers, including his picks to lead the Department of Homeland Security and the CIA,
who appear to view digital security as an integral part of policymaking. Their thinking on these issues, and whether they
succeed or fail in the face of deep-seated challenges to internet security, could affect the trajectory of Biden’s
presidency.

CYBERSECURITY

Protective DNS aims to protect remote workers from malware attack < Caution-
https://www.zdnet.com/article/protective-dns-aims-to-protect-remote-workers-from-malware-attack/ > (01/19)
ZDNet

Remote working has put people at risk of being targeted by cyber criminals because home networks are rarely set up
with enterprise-level security in mind. But a new tool could give home workers the same protections against
cyberattacks as they're used to in the office. The UK's National Cyber Security Centre's (NCSC) Protective Domain Name
Service (PDNS) has been active since 2017, helping to keep public sector workers as safe as possible from cyberattacks —
and now there's a version for remote workers.

Mayorkas calls for review of Einstein, CDM < Caution-https://fcw.com/articles/2021/01/19/mayorkas-dhs-confirm-
cyber.aspx > (01/19) FCW

Alejandro Mayorkas, at his Senate confirmation hearing to lead the Department of Homeland Security, said he will
review the federal government's two major cybersecurity programs in the wake of the SolarWinds breach. Mayorkas
said he would conduct "a thorough review of Einstein and Continuous Diagnostics and Mitigation [programs] to
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understand whether Einstein and CDM ... are appropriately designed and appropriately and effectively executed" to stop
a threat such as SolarWinds. "And if not, what other defenses need we develop in the federal government to best
protect our very valuable equities and resources?" he added in response to a question from Sen. Maggie Hassan (D-N.H.)
during his confirmation hearing before the Homeland Security and Governmental Affairs Committee.

Healthcare security challenge: How cyberattacks are evolving < Caution-
https://www.securitymagazine.com/articles/94381-healthcare-security-challenge-how-cyberattacks-are-

evolving > (01/19) Security Magazine

First, it goes without saying that hospitals and frontline workers should be applauded for doing their utmost to ensure
staff and patient safety under extraordinary circumstances. Hospitals are under unprecedented stress — and, sadly, it
appears that the pandemic will get worse before it gets better. The vaccines are a light at the end of the tunnel, but until
they have been widely distributed, hospitals will remain over-extended, making them even more vulnerable to
cyberattacks.

Michael Sulmeyer, who held cyber posts under Trump and Obama, gets Biden White House gig < Caution-
https://www.cyberscoop.com/michael-sulmeyer-senior-director-cyber-biden/ > (01/19) CyberScoop

Michael Sulmeyer, a senior adviser to National Security Agency and U.S. Cyber Command leader Gen. Paul Nakasone,
will take the position of senior director for cyber in the Biden White House. Sulmeyer’s selection came with no formal
announcement. Instead, the transition website posted his position Monday evening. Sulmeyer is a cybersecurity veteran
with broad experience, one of many to join the Biden administration. He’s also one of several whose tenures have
included roles in the Trump administration.

Will Your Airliner Get Hacked? < Caution-https://urldefense.us/v3/__https:/Caution-www.airspacemag.com/flight-
today/will-your-airliner-get-hacked-180976752/ _;!!BCIRUOV5cvtbuNI!Weh9VpUbtPWdaUH1UIsnfryZwdSogd2E3TiG-
ZoETT1n-8ny_c__ Xtz97Q4_lleUYMITgiUS > (01/19) AirSpaceMag

Modern aircraft have sometimes been called computers with wings, and as far back as 1994, long before hacking
became high on society’s list of everyday worries, Boeing engineers were having discussions about how to keep
malicious software from being introduced into the data network of their newest marvel, the 777 airliner. So far, the
protections devised by those engineers—and the ones who came after them—have worked. No hacker has ever
penetrated the computers of an airliner’s flight control system or any part of its avionics. The not-so-shocking news is
that hackers have tried. Mike Vanguardia is one of an army of engineers who work to keep them out.

Microsoft Additional Steps to Address Zerologon Flaw < Caution-https://www.govinfosecurity.com/microsoft-
taking-additional-steps-to-address-zerologon-flaw-a-15796 > (01/19) GovinfoSecurity

Microsoft is alerting customers that starting Feb. 9, it will enforce domain controller settings within Active Directory to
block connections that could exploit the unpatched Zerologon vulnerability in Windows Server. The software giant,
along with the U.S. Cybersecurity and Infrastructure Security Agency, has been warning about the urgency of patching
the Zerologon vulnerability, which is tracked as CVE-2020-1472, for months. The flaw affects Windows Server's Netlogon
Remote Protocol, or MS-NRPC - an authentication component of Active Directory that organizations deploy to manage
user accounts, including authentication and access (see: Microsoft Issues Updated Patching Directions for 'Zerologon').

ELECTION SECURITY

Democrats race to push Biden's agenda after transition delays, GOP infighting < Caution-
https://www.nbcnews.com/politics/congress/democrats-race-push-biden-s-agenda-after-transition-delays-gop-
n1254692 > (01/19) NBC News

WASHINGTON — After weeks of Republican infighting over President-elect Joe Biden's victory, which culminated in the
deadly siege of the Capitol two weeks ago by supporters of President Donald Trump, Democrats are now racing to help
Biden get to work on day one. Democrats will officially capture the Senate on Wednesday when, according to two
sources, three new members will be sworn in during the afternoon: Georgia winners Jon Ossoff and Raphael Warnock,
and California's Alex Padilla, the appointee to replace Kamala Harris, who resigned on Monday two days before her vice
presidential inauguration.




"MyPillow guy" Mike Lindell says he'd welcome suit from voting machines maker Dominion < Caution-
https://www.cbsnews.com/news/mike-lindell-dominion-lawsuit-mypillow-ceo/ > (01/19) CBS News

MyPillow CEO Mike Lindell — an ardent supporter of President Trump — says he would "welcome" a threatened lawsuit
from voting machines manufacturer Dominion. Lindell told CBS News a suit would enable him to show the world the
recent presidential election was rigged. However, the Justice Department found no evidence of widespread voter fraud
and Trump administration national security and election officials have called it the "most secure election in American
history." In a letter dated December 23, attorneys for Dominion asserted that Lindell has "participated in the vast and
concerted misinformation campaign to slander Dominion."

CONGRESSIONAL ACTION

Congress Highlights Agencies' 2020 Cyber Struggles and Need for Reform < Caution-
https://governmentciomedia.com/congress-highlights-agencies-2020-cyber-struggles-and-need-reform > (01/19)
GovernmentClOMedia

Legislators are calling for Congress to push IT modernization efforts across federal agencies following the 2020 spike in
cybercrime due to the COVID-19 pandemic. Republicans on the House Financial Services Committee say cybercrime
increased with the shift to remote work since March 2020 and also with the passage of the CARES Act in April. “Financial
institutions were put in a position to balance the government’s interest in disbursing money quickly against their long-
standing interest in implementing a robust system to prevent cyberattacks and scams,” according to the committee's
report.

5G SECURITY

NTIA releases national strategy to secure 5G implementation plan < Caution-
https://www.securitymagazine.com/articles/94379-ntia-releases-national-strategy-to-secure-5g-implementation-
plan > (01/19) Security Magazine

Fifth generation wireless technology, or 5G, will be a primary driver of the U.S. prosperity and security in the 21st
century, says the National Telecommunications and Information Administration (NTIA), the agency that is principally
responsible for advising the President on telecommunications and information policy issues. The newly released
National Strategy to Secure 5G plan by the NTIA details how the United States will lead global development,
deployment, and management of secure and reliable 5G infrastructure.

RANSOMWARE

560 Healthcare Providers Fell Victim to Ransomware Attacks in 2020 < Caution-
https://healthitsecurity.com/news/560-healthcare-providers-fell-victim-to-ransomware-attacks-in-2020 > (01/19)
HealthITSecurity

January 19, 2021 - In the midst of responding to COVID-19, the healthcare sector faced a significant number of
ransomware attacks in 2020 with 560 healthcare provider facilities falling victim to the malware variant, according to the
latest Emsisoft State of Ransomware report. The last quarter of 2019 saw an unprecedented number of ransomware
incidents in the healthcare sector. And while the number of reported successful attacks petered off during the first half
of 2020, those numbers drastically increased through a coordinated ransomware wave that began in September.

Scottish Environmental Protection Agency confirms ‘ongoing’ ransomware attack < Caution-
https://www.computing.co.uk/news/4025963/sepa-ongoing-ransomware-attack > (01/19) Computing UK

The Scottish Environmental Protection Agency (SEPA) is still responding to an ongoing ransomware attack it identified on
Christmas Eve, which has knocked many of its critical IT systems offline. According to SEPA, an initial investigation
suggests that a highly organised, international cyber-crime group is behind the attack, intending to disrupt SEPA's public
services and extort public funds. The Agency's email system is still down almost a month after the initial attack, and
some internal systems and external data products will remain offline in the short term.
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SUPPLY CHAIN

Rising Supply Chain Risk Requires Proactive Management (Opinion < Caution-https://www.infosecurity-
magazine.com/opinions/rising-supply-chain-risk-proactive/ > ) (01/19) Infosecurity-Magazine

As the roughly 18,000 organizations, government agencies and educational institutions continue to recover from last
year’s SolarWinds nation-state attack, one of the biggest takeaways from this event is that organizations need to be
better educated on how to manage their third-party cyber-risks. Currently, the SolarWinds victims are experiencing the
effects of what is known as a “supply chain” attack, which means that the attacker targeted a supplier (or “third-party”)
of an organization instead of directly attacking their target(s). Supply chain attacks are becoming more prevalent
because they are an effective way of distributing malware to a large group of targets.

EMERGENCY COMMUNICATIONS
DHS Awards $1.5M to Small Business for First Responder Emergency Alerts Technology
Development < Caution-https://www.newswise.com/articles/dhs-awards-1-5m-to-small-business-for-first-responder-

emergency-alerts-technology-development > (01/19) Newswise

Newswise — WASHINGTON — As emergency communications technologies adapt to an increasingly interconnected
nation, the Department of Homeland Security (DHS) Science and Technology Directorate (S&T) today announced it
awarded more than $1.5 million to develop an Alerts, Warnings, and Notifications (AWN) Guidance Tool. The program
planning app, which will be available through a portal at FEMA's website, is expected to provide customized resources,
best practices and program templates to address the most pressing challenges of alert originators, helping public safety
agencies at the federal, state, local, tribal and territorial levels disseminate emergency and life-saving information.

Motorola (MSI) Teams Up with PRP to Revamp Public Safety in Canada < Caution-
https://www.nasdag.com/articles/motorola-msi-teams-up-with-prp-to-revamp-public-safety-in-canada-2021-01-

19 > (01/19) Nasdaq

In a dedicated effort to strengthen the public safety infrastructure, Motorola Solutions, Inc. MSI recently collaborated
with Canada’s third largest municipal police service — Peel Regional Police (“PRP”). Notably, the policing services
provider has been sharing an active working relationship with Motorola for quite some time now on the back of the
latter’s integrated software technologies, such as LTE data communications and public safety radio. As part of the recent
deal, PRP will capitalize on Motorola’s avant-garde CommandCentral software, which will enhance the overall public
safety ecosystem with centralized data access and render fast response times to mitigate operating risks.
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Space Weather Observations
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LAW ENFORCEMENT SENSITIVE
(Not for public release. This document is for official use only. Limit dissemination to law enforcement personnel and designated state, federal, tribal and military officials with a need to know.)




Alert Bulletins are a service of the Maryland State Police. The content of this document is LAW ENFORCEMENT SENSITIVE. Any
request for disclosure of this document or the information contained herein should be referred to the originator of the bulletin.

UNCLASSIFIED//LAW ENFORCEMENT SENSITIVE
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Sacco, Cristina (EOM)

From: Graves, David L CIV DTRA Ol (USA) <david.l.graves6.civ@mail.mil>

Sent: Wednesday, January 20, 2021 11:11 AM

To: Graves, David L CIV DTRA Ol (USA)

Subject: LE-4 [MAY CONTAIN USPER INFO]

Attachments: DHS S&T CSAC Chemical Current News Report 20 January 2021.pdf; (U--FOUO) 20

January 2021 NCTC CT Weekly .pdf; TLPAMBER 2021-4569 - NHIAC Pass-Through - OPS
2021 Inauguration Daily Sitrep-20210120_TLP-AMBER.pdf; (LES) NVRIC-VFC SITREP
21-24 Impacts to Northern Virginia from Civil Unrest and the 2021 Inauguration.pdf; At
least two dead after blast brings down building in central Madrid - Reuters.pdf; Money-
laundering gang with links to South American cartels busted in Spain - Europol.pdf; EU -
Review of dual-use export controls.pdf; USFA National Operations Brief - January 20,
2021.pdf; OSAC Morning Newsletter 1-20-2021.pdf; [SEFFC] FFC Situational Awareness -
Potential Protests at Florida Correctional Facilities.pdf

Categories: Green

CAUTION: This email originated from outside of the DC Government. Do not click on links or open attachments unless you recognize
the sender and know that the content is safe. If you believe that this email is suspicious, please forward to phishing@dc.gov for
additional analysis by OCTO Security Operations Center (SOC).

Wed 1/20/2021 10:06 AM

Information contained in this report is not actionable - it is simply provided for situational awareness. Recipients are
reminded content is UNCLASSIFIED//CONTROLLED UNCLASSIFIED INFORMATION//FOR OFFICIAL USE ONLY//LAW
ENFORCEMENT SENSITIVE//NO FOREIGN DISSEMINATION W/O THE ORIGINATOR'S APPROVAL.

Unauthorized distribution (Outside of DoD or Federal Law Enforcement/ Antiterrorism/Force Protection, State Law
Enforcement, or Local Law Enforcement channels) of LES information could seriously jeopardize the conduct of on-going
investigations and/or the safety of law enforcement personnel. NOTHING IN THIS SUMMARY CAN BE DISTRIBUTED TO
THE PUBLIC OR MEDIA. Furthermore, this document may contain information that may be exempt from public release
under the Freedom of information Act (5 USC 552).

(U//FOUO) This product contains information concerning U.S. person(s) that has been deemed necessary for the
intended recipient to understand, assess, or act on the information provided, in accordance with the DoD Manual
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5240.01 and Executive Order 12333. It should be handled IAW recipient’s intelligence oversight and/or information
handling procedures.

Intelligence Oversight policy applies to the information contained within the summary. Dissemination of this summary
to authorized personnel (those responsible for antiterrorism, force protection and/or law enforcement) is permissible.

36



This is LAW ENFORCEMENT SENSITIVE information and is protected by Code of Virginia Title 52-48 and 52-49. Further distribution of this document

roval shall be obtained from NVRIC prior to dissemination to other agencies. NO REPORT OR
SEGMENT THEREOF MAY BE RELEASED TO ANY MEDIA SOURCES. Please contact the NVRIC at [ R  You have any
questions or need additional information.
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Graves, David L CIV DTRA Ol (USA)

To: Graves, David L CIV DTRA Ol (USA)
Subject: FW: [SEFFC] FFC Situational Awareness - Potential Protests at Florida Correctional
Facilities

From: Southeast Florida Fusion Center
Sent: Wednesday, January 20, 2021 9:44 AM
Subject: FFC Situational Awareness - Potential Protests at Florida Correctional Facilities

Situational Awareness - Potential Protests at Florida Correctional Facilities

*SPECIAL ATTENTION LAW ENFORCEMENT & CORRECTIONS PERSONNEL*

The Southeast Florida Fusion Center (SEFFC) is forwarding the below information received by
theFlorida Fusion Center. Please share with the appropriate personnel. If you have any questions,
please contact the originating agency for more information.
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1/20/2021 At least two dead after blast brings down building in central Madrid | Reuters

WORLD NEWS
/ UPDATED

At least two dead after blast brings down building in central
Madrid

By Nathan Allen, Michael Gore f ¥

Slideshow ( 3 images )

MADRID (Reuters) - At least two people died and several were injured when a building in a
central Madrid belonging to the Catholic Church collapsed on Wednesday after an explosion,

Mayor Jose Luis Martinez-Almeida told reporters.

Initial investigations suggested that the blast in Calle de Toledo, a street leading out from the

city centre, had been caused by a gas leak, he said.

https://www.reuters.com/article/us-spain-blast/building-collapses-in-central-madrid-explosion-one-missing-idUSKBN29P 1SU 1/2



1/20/2021 At least two dead after blast brings down building in central Madrid | Reuters
Smoke billowed out of the collapsed building and rescue workers evacuated elderly people
from a nearby nursing home.

A Church official said one church volunteer was missing.

The building was a complex that provided residential training for priests and also gave meals

to homeless people, a neighbour said.

Reporting by Nathan Allen, Inti Landauro, Belen Carreno, Jesus Aguado, Emma Pinedo, Andrei Khalip;
Writing by Ingrid Melander; Editing by Kevin Liffey

Our Standards: The Thomson Reuters Trust Principles.

Apps Newsletters Advertise with Us Advertising Guidelines Cookies Terms of Use Privacy

f v

All quotes delayed a minimum of 15 minutes. See here for a complete list of exchanges and delays.

© O Reuters. All Rights Reserved.
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1. Photos: 500 pounds of meth, 9 pounds fentanyl, $450K, guns seized in South Carolina bust; 2
arrested. January 16, 2021 (WBTW 13). Cherokee County, SC-The Cherokee County Sheriff’s Office
announced its largest methamphetamine seizures in the county’s history Friday. Investigators said officers
from numerous local and federal agencies executed three search warrants on the properties close to the
North Carolina state line. According to the sheriff’s office, more than 500 pounds of methamphetamine
was found in properties on Ross Road in Blacksburg during searches Thursday afternoon. In addition to
the methamphetamine, officers also found nine pounds of fentanyl, pills, marijuana, cocaine, several
weapons, and more than $415,000 in cash. The street value of the drugs is estimated to be around $8
million, according to the Cherokee County Sheriff’s Office. Deputies said two people were arrested
during the bust: 22-year-old Christian Eduerdo Tinejero Pena and 37-year-old Jairo Martinez
Covarrobias. Both are charged with Trafficking Methamphetamine more than 400 grams, Trafficking
Fentanyl more than 1500 Grams, Possession of a Weapon During a Violent Crime and Possession of a
Firearm by an Illegal Alien. https://www.wbtw.com/news/photos-500-pounds-of-meth-9-pounds-

fentanyl-450k-guns-seized-in-south-carolina-bust-2-arrested/




DHS S&T Chemical Security Analysis Center Chemical Current News Report 20 January 2021

2. Nanofiber technology unveiled at CES can detect a variety of chemicals, including explosives,
drugs, toxic industrial chemicals. January 12, 2020 (Security Infowatch). Zeeland, Mich. Gentex today
announced the acquisition of the Utah-based startup, VVaporsens, which was founded by University of
Utah professor Dr. Ling Zang. Gentex’s new nanofiber technology can detect a wide variety of chemicals,
including explosives, drugs, VOCs, toxic industrial chemicals, amines, and more. The technology and

patents were included in Gentex’s 2020 acquisition of Vaporsens. The core of
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Vaporsens’ chemical sensor technology is a net of nanofibers
approximately one thousand times smaller in size than human
hair. Large surface areas and highly porous structures enable
nanofiber sensors to deliver rapid response (seconds) and high
sensitivity, in the parts per billion and parts per trillion ranges. A
sensor array of different nanofibers creates a fingerprint for
target chemicals of interest. By customizing the rapid-response
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sensor arrays to detect specific chemical targets. Vaporsens can
provide highly sensitive and selective chemical sensor capable
of detecting a wide variety of chemicals, including industrial chemicals, explosives, drugs, VOCs, TICs,
amines and more. https://www.securityinfowatch.com/perimeter-security/threat-detection-imaging-
inspection/product/21205750/gentex-corporation-vaporsens-from-gentex
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3. Canadian doctor rescues 29 people with carbon monoxide poisoning. January 17, 2021(Daily
News). According to the CBC, Mark Wahba, an emergency room doctor at Royal University Hospital in
Saskatoon, was treating a patient on Thursday night and became concerned they had carbon monoxide
poisoning. Dr. Wahba called the fire department to report his suspicion so they would check the patient’s
residence. When firefighters arrived at the patient’s apartment building, they found dangerous levels of
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DHS S&T Chemical Security Analysis Center Chemical Current News Report 20 January 2021

carbon monoxide and began hurriedly evacuating the building. More than two dozen people needed to be
transported to nearby hospitals, but none of the residents died. An inspection later found that the building
did not have a carbon monoxide detector and the boiler was most likely the source of the leak. At least
430 people die in the U.S. from accidental carbon monoxide poisoning every year, according to the
Centers for Disease Control and Prevention. Additionally, approximately 50,000 people in the U.S. are
hospitalized every year because of accidental carbon monoxide exposure.
https://www.nydailynews.com/news/world/ny-canada-doctor-rescue-carbon-monoxide-poisoning-
20210117-e6mdj7ggvrbojcéxgclzsj3wage-story.html

4. Contaminated corn flour used in making ‘sour soup’ behind 9 deaths in China. January 16, 2020
(Food Safety News). In October 2020, nine people in Jidong County, Heilongjiang Province died after

consuming a homemade
¢ Breakfast @ Onsetof symptoms i Not hospitalized i Hospitalization A Transfer to another hospital 3 Death fermented corn ﬂour pI’OdUCt
. o' 2300 17:20 i called sour soup for b_reakfast.
, 10:50 1700 0400, 060 The food was gontamlnated
5 11200 I'-,“\'ucl time unknown !‘.xzcl time unknown IT:xE(] by BUrkhOIde”a i
5 I1:00  Exact time unknown  08:30 cocovenenans, WhICh can
2 4 ¢ o @ % produce bongkrekic acid. In
z 11:00 17:00 12:00 13:20 H H
= . A % China, B. cocovenenans is
E P L e iy often called Pseudomonas
" o e Llsi00 ' cocovenenans. Bongkrekic
12:00 21:00 17:20 21:00 acid was detected in food and
: e un A % biological samples at 330
& ¢ = i milligrams per Kilogram
e e ok ok n e ey ey | (Mo/kg) and 3 milligrams per

liter (mg/L), respectively. The
amount of bongkrekic acid consumed by the cases was 22 to 33 times the lethal dose for humans,
according to the study published in China CDC Weekly.
https://www.foodsafetynews.com/2021/01/contaminated-corn-flour-used-in-making-sour-soup-behind-9-
deaths-in-china/?utm_source=Food+Safety+News&utm campaign=b9a077796c-
RSS_EMAIL_CAMPAIGN&utm_medium=email&utm_term=0_f46cc10150-b9a077796¢-40371579
Bongkrekic acid (BA), is a mitochondrial toxin produced by the bacterium Burkholderia gladioli. Human
p— illness from BA results from consumption of contaminated food,

N S TN particularly fermented coconut and corn products. Toxicity arises due to its
HOC bonglrekio acid \°°“3 .| inhibition of ADP/ATP translocase, a transporter protein that shuttles ATP

"] out of the mitochondria and into the cytoplasm. ATP is our body’s energy

currency, and bongkrekic acid is literally robbing it of fuel. In a previous case in Mozambique, analyses
performed by the US Food and Drug Administration on samples of the beer, fatal concentrations of
bongkrekic acid was confirmed. Analysis of the corn flour used to prepare the beer found the bacteria
Burkholderia cocovenenans, suggesting the mechanism by which the bongkrekic acid made its way into
the beer. The intriguing thing about this mass poisoning in Mozambique is that prior, intoxications were
isolated to south-east Asia. The arrival in Africa is new and likely the result of increased trade world-
wide, allowing microorganisms to be jet setters. https://naturespoisons.com/2018/03/15/crocodile-bile-
pombe-bongkrekic-acid-death/
See also: Forensic Sci Int. 2017 Jan; 270:e5-e11. doi: 10.1016/j.forsciint.2016.10.015. Epub 2016 Oct 23.
https://www.ncbi.nlm.nih.gov/pubmed/27823840

5. 600 Fuel Cell Buses To Be Powered With Green Hydrogen In Germany. January 18, 2021 (Clean
Technica). Last week the Linde Group announced that it will build, own, and operate the “world’s
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largest” electrolyzer for renewable hydrogen, at the Leuna Chemical Complex in Germany. The 24
megawatt facility is capable of fueling 600 fuel cell electric buses for a year as Linde estimates. Linde
will distribute liquefied green hydrogen to refueling stations and other industrial customers in the region,
explains the company. On a per-bus basis, they hit pretty close to the average annual mileage for a transit
bus in the US. Until recently it looked like battery technology would hold exclusive title to decarbonizing
the transportation sector. However, hydrogen fuel cells have been getting a foothold in heavy-duty
applications such as long-haul trucking. Companies like Linde also see application in buses and local
delivery, at least in areas where routes and scheduling give the advantage to fuel cells. In terms of
accelerating global decarbonization, a thriving green hydrogen transportation sector would help offset any
bottlenecks in the battery supply chain, and vice versa. https://cleantechnica.com/2021/01/18/600-fuel-
cell-buses-to-be-powered-with-green-hydrogen-in-germany/

DHS S&T CSAC provides a robust and reliable 24/7 science-based technical assistance capability,
addressing traditional warfare agents and emerging chemical threats. CSAC will also extend to the
accidental or intentional release of chemicals. Contact information for CSAC is below.

Technical Assistance Contact Information
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Review of dual-use export controls

OVERVIEW

Certain goods and technologies have legitimate civilian applications but can also be used for
military purposes; so-called 'dual-use' goods are subject to the European Union's export control
regime. The regime has just been revised, mainly to take account of significant technological
developments, increase transparency and create a more level playing field among EU Member
States. The proposed regulation will recast the regulation in force since 2009. Among other
elements, the proposal explicitly defines cyber-surveillance technology as dual-use technology and
introduces human rights violations as an explicit justification for export control. It also includes
provisions to control emerging technologies. The proposed regulation introduces greater
transparency into dual-use export control by increasing the level of detail Member States will have
to provide on exports, licences, licence denials and prohibitions.

On 17 January 2018, based on the INTA committee's report on the legislative proposal, the European
Parliament adopted its position for trilogue negotiations. For its part, the Council adopted its
negotiating mandate on 5 June 2019, and on the basis of this mandate, the Council Presidency
began negotiations with the European Parliament's delegation on 21 October 2019. Trilogue
negotiations ended on 9 November 2020, with agreement on a final compromise text. Endorsed by
the INTA committee on 30 November, the Parliament is expected to vote in plenary on the text in
early 2021.
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Introduction

The high-tech nature of dual-use goods and technologies, and the sizeable volume of trade in them,
means that the dual-use sector is a very important part of the EU economy. When controlling exports
in these goods and technologies, careful attention needs to be paid to striking the right balance
between security considerations and imposing unnecessary restrictions on business activities. This
close link between security and trade is at the core of dual-use export controls. It also creates
particular challenges for implementation within the European Union. On 28 September 2016, the
European Commission published a proposal for a regulation setting up a Union regime for the
control of exports, transfer, brokering, technical assistance and transit of dual-use items (‘the
proposed regulation’) (and its Annexes), to replace Regulation (EC) No 428/2009 setting up a
Community regime for the control of exports, transfer, brokering and transit of dual-use items
(Regulation 428/2009), which came into force in 2009.

Parliament, Council and Commission joint statement (2014)

In April 2014, the European Parliament, the Council and the Commission published a joint statement
on the review of the dual-use export control regime, which recognised the importance of
'continuously enhancing the effectiveness and coherence of the EU's strategic export controls
regime, while ensuring a high level of security and adequate transparency without impeding
competitiveness and legitimate trade in dual-use items'. The three institutions considered that
modernisation and further convergence of the system were needed in order to keep up with new
threats and rapid technological changes, to reduce distortions and to create a genuine common
market for dual-use items. The statement recognised that controls were needed on the export of
certain information and communication technologies (ICT) that can be used in connection with
human rights violations and to undermine the EU's security.

Context

The EU export control system was set up in the 1990s under Regulation (EC) No 3381/94, setting up
a Community regime for the control of exports of dual-use goods, and Council Decision
94/942/CESP, concerning the control of exports of dual-use goods, and was considerably
strengthened with the adoption of Regulation (EC) No 1334/2000 setting up a Community regime
for the control of exports of dual-use items and technology. Regulation 428/2009 introduced
significant improvements to the EU export control regime, in particular in response to the EU
strategy against the proliferation of weapons of mass destruction of December 2003 and in light of
reports from exporters and industry. Regulation 428/2009 provides for the free circulation of dual-
use items — with some exceptions — within the single market and lays down basic principles and
common rules for the control of the export, brokering, transit and transfer of dual-use items, in the
framework of common commercial policy. It also provides for administrative cooperation and
harmonised policies and tools for implementation and enforcement. The regulation is directly
applicable to exporters but requires some additional implementing measures by EU Member States
under a mixed system under which national competent authorities are responsible for licensing
decisions, for instance.

Existing situation

International level

Regulation 428/2009 implements international commitments under United Nations Security
Council Resolution (UNSCR) 1540 (2004), international agreements such as the Chemical Weapons
Convention (CWC) and the Nuclear Non-Proliferation Treaty (NPT), and multilateral export control
regimes such as the Wassenaar Arrangement, the Nuclear Suppliers Group (NSG), the Australia
Group and the Missile Technology Control Regime (MTCR).
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European level

The impact assessment that was published alongside the proposal on 28 September 2016 noted
that the current EU export control system was not fully geared up to keep up with 'today's evolving
and new security risks, rapid technological and scientific developments as well as transformations
in trade and economic processes'. The current system is described as not taking clearly into
consideration the emerging trade in cyber-surveillance technology and the risks it creates for
international security and human rights. From an economic perspective, the system is seen as
imposing a heavy administrative burden on industry and authorities alike, and as occasionally
lacking legal clarity. It is seen as problematic that divergent interpretations and applications among
Member States result in asymmetrical implementation and distort competition within the Single
Market. The problem is believed to affect a variety of economic operators across numerous
industries, including SMEs.

The changes the Commission’s proposal would bring

Human rights and cyber-surveillance items

Traditionally, export control seeks to mitigate military risks, especially the proliferation of weapons
of mass destruction. The Commission proposal marks a fundamental shift in this respect, as it
introduces the protection of human rights as a 'normative justification' for export control.
Moreover, the proposal seeks to set new standards for the control of cyber-surveillance items that
go beyond existing multilateral controls.? In doing so, the Commission responds to calls from the
European Parliament and Council to address concerns about the proliferation of cyber-surveillance
technologies and software that have in the past been misused in violation of human rights and
could threaten the EU's digital infrastructure.

Cyber-surveillance items

First, the Commission proposes to expand the definition of dual-use items to include 'cyber-
surveillance technologies'. By explicitly including the term 'cyber-surveillance technology' in the
definition of dual-use items, the Commission proposal would bring any such item within the catch-
all controls, even if it is not explicitly listed among the items subject to control (Annex I).

Second, the Commission is proposing to create a new EU autonomous list of cyber-surveillance
technology subject to export control. Three types of cyber-surveillance technologies - namely
mobile telecommunications interception or jamming equipment, intrusion software, and internet
protocol (IP) network communications surveillance systems — are already covered by internationally
agreed dual-use controls and already appear in Annex IA of the existing regulation. The Commission
is proposing to create a new category of controlled items, entitled 'Other items of cyber-surveillance
technology', that would comprise two additional items of cyber-surveillance technology, namely
monitoring centres and data retention systems or devices. These two types of cyber-surveillance
technology are not yet covered by internationally agreed dual-use controls. However, one EU
Member State - Germany — has made those two types of surveillance technology subject to export
control under national legislation.

Human rights considerations

The EU has a record of invoking human rights as a ground for restricting exports of technologies,
including cyber-surveillance technologies. Nevertheless, according to experts, the Commission
proposal still marks a significant change, situating considerations of human rights 'not as a marginal
consideration, but as one of the key normative grounds for controlling the export of sensitive
items'.?
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The Commission is proposing to expand the catch-all provision and make it obligatory to obtain an
authorisation for the export of dual-use items not included in the control list destined 'for use by
persons complicit in or responsible for directing or committing serious violations of human rights
or international humanitarian law in situations of armed conflict or internal repression in the country
of final destination' (Article 4(1)(d)). In October 2012, the European Parliament already proposed a
similar catch-all provision, but this was not reflected in the final legislative act adopted at the time.

The obligation to discover whether items are intended for abuse in the manner described above is
to be shared by both the competent authorities and'the exporter. The latter's obligation to conduct
'due diligence' is stated explicitly in the proposal (Article 4(2)).

Moreover, in deciding whether or not to grant an individual or global export authorisation,
competent authorities are henceforth to take into account 'respect for human rights in the country
of final destination, as well as respect by that country of international humanitarian law
(Article 14(1)(b))", 'the internal situation in the country of final destination' (Article 14(1)(c)),
'preservation of regional peace, security and stability' (Article 14(1)(d)), 'considerations of national
foreign and security policy, including security of Member States' (Article 14(1)(e)) and
'considerations about intended end use and the risk of diversion' (Article 14(1)(f)).

It should be noted that Article 8 of the current regulation already allows Member States to prohibit
or impose an authorisation requirement on the export of non-listed dual use items for reasons of
public security or for human rights considerations. It should also be noted in this context that
Article 12 of the existing Regulation 428/2009 already requires competent authorities to take into
account 'considerations of national foreign and security policy, including those covered by Council
Common Position 2008/944/CESP defining common rules governing control of exports of military
technology and equipment. Criterion Two of Council Common Position 2008/944/CFSP requires EU
Member States to deny an export licence if the country of final destination fails to respect human
rights and international humanitarian law, including if the technology or equipment to be exported
might be used for internal repression.

Nevertheless, fears have been voiced that the Commission's proposal to expand the catch-all
provision to include human-rights considerations could lead to a greater administrative burden for
operators and authorities, at both national and EU level, since a new layer of control is added to the
export of such items. This could imply several additional licensing procedures, owing in particular
to the lack of experience in implementing these provisions. Critics of the provision also argue that it
may also to give rise to distortions of competition at global level, as it cannot be ensured that other
key technology suppliers (China, US) would introduce similar controls.*

Addition of controls on brokering and technical assistance and harmonisation at
EU level

The proposal seeks to amend certain control provisions relating to technology transfer, in order to
provide greater clarity with regard to the application of controls on software and technology. In
doing so, the Commission is addressing confusion that has arisen in the past over how controls
apply when technology is stored and shared via cloud computing, for example. The provision of
"technical assistance' involving a cross-border movement became an EU competence with the entry
into force of the Lisbon Treaty. Therefore, the proposal adds a definition for 'technical assistance'
and clarifies applicable controls. The proposal also provides clarification on 'brokering' and
'brokering services', by extending the definition of 'broker' to subsidiaries of EU companies located
outside the EU, and to 'brokering services' supplied by third-country nationals from within the EU
territory. The proposal also extends the application of brokering to non-listed items and military
end-uses, and extends their violation to terrorism and human rights violations. Controls on
brokering and technical assistance are to apply throughout the EU jurisdiction, thus establishing an
EU-wide legal basis for the prosecution of export control violations. EU persons located in third
countries will become subject to control, and the proposal introduces anti-circumvention clauses.
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Optimisation of the EU licensing architecture

The proposal seeks further harmonisation of the licensing processes with the aim of reducing the
administrative burden associated with obtaining export licences. Importantly, the draft regulation
proposes to introduce new EU general export authorisations (EUGEA) for encryption, low value
shipments and intra-company transmissions of software and technology and for 'other dual-use
items' on an ad-hoc, as-needed basis. As a pre-requisite fora more harmonised approach, it attempts
to harmonise the definitions of a number of the regulation's key concepts, such as, for instance,
those of 'exporter’, 'export' and 'broker'. The proposal also introduces a new authorisation for 'large
projects’, where one licence covers export operations related to one project, e.g. the construction of
a nuclear power plant, for the entire duration of the project. The Commission also proposes to
further harmonise the validity period of licences and to promote e-licensing systems by Member
States. Enhancing the exchange of information on licensing decisions, notably denials, is another
important element of the Commission proposal.

Intra-EU transfers

In order to take account of technological and commercial developments, the proposal revises the
list of items that are subject to control within the EU. Controls are limited to the most sensitive items,
in order to minimise the administrative burden and disruption of EU trade.

Enhanced cooperation on implementation and enforcement

In an effort to improve the exchange of information between national authorities and the
Commission, the proposal envisages the introduction of electronic licensing systems that are
interconnected through the dual-use electronic system (DUES). The proposal also calls for the
setting up of 'technical expert groups', bringing together key industry and government experts to
determine the technical parameters for controls. The Commission also proposed to develop
guidance to support interagency cooperation between licensing and customs authorities. Most
importantly, the Commission proposes to create an Enforcement Coordination Mechanism with a
view to establishing direct cooperation and exchange of information between competent licensing
and enforcement authorities.

Catch-all controls

Catch-all controls allow for the control of exports of non-listed dual-use items or technologies in
certain situations, where there is evidence that they may be misused. The proposal clarifies and
harmonises the definition and scope of catch-all controls to ensure their uniform application across
the EU (Article 4).

Anti-circumvention clause

The Commission proposes to make it illegal to participate 'knowingly and intentionally' in activities
the object or effect is to circumvent the licensing and/or catch-all provisions set out in Articles 4 to
7 of the regulation.

Legislative process

European Parliament

The legislative proposal was submitted to the European Parliament on 6 October 2016. The
Committee for International Trade (INTA), which is responsible for the file, appointed Klaus Buchner
(Greens/EFA, Germany) as rapporteur on 12 October 2016. The rapporteur published his draft report
on 4 April 2017. Following adoption of the report by the INTA committee on 23 November 2017, the
Parliament voted in plenary on 17 January 2018 to adopt amendments to the proposal, with an




EPRS | European Parliamentary Research Service

overwhelming majority in favour of the positions set out in the INTA report. 571 MEPs voted in
favour, 29 against, and 29 abstained. Parliament also voted to open interinstitutional negotiations
with the Council.

Cyber-surveillance technology

Parliament supports the Commission's proposal to classify certain cyber-surveillance technology as
'dual-use items'. However, Parliament's definition of the kind of cyber-surveillance technology to be
covered by the regulation is slightly more comprehensive than that proposed by the Commission
(additions in italics). The European Parliament's definition comprises 'cyber-surveillance items
including hardware, software and technology, which are specially designed to enable the covert
intrusion into information and telecommunication systems and/or the monitoring, exfiltrating,
collecting and analysing of data and/or incapacitating or damaging the targeted system without
the specific, informed and unambiguous authorisation of the owner of the data, and which can be
used in connection with the violation of human rights, including the right to privacy, the right to
free speech and the freedom of assembly and association, orwhich can be used for the commission
of serious violations of human rights /aw or international humanitarian law, or can pose a threat to
international security or the essential security of the Union and its Members (Article 2(1)(1)(b)).

Human rights

Parliament also supports the Commission's proposal to include a 'catch-all' provision that would
require an authorisation for the export of dual-use items not included in the control list destined for
use in connection with human rights violations (Article 4(1)d)). However, as a compromise,
Parliament suggested limiting the human rights catch-all provision to cyber-surveillance items.

The Commission's proposal expanded the list of criteria that competent authorities have to take into
account in deciding whether or not to grant an individual or global export authorisation. Parliament
proposes to strengthen further the requirement to check the human rights situation in the country
of final destination by adding a list of further elements to be taken into account in the licensing
decision as assessment criteria (Article 14(1)(ba). These comprise looking at 'the behaviour of the
country of destination with regard to the international community, as regards in particular its
attitude to terrorism, the nature of its alliances and respect for international law’ (Article 14(1)(da),
and looking at ‘the compatibility of the exports of the items with regard to the technical and
economic capacity of the recipient country (Article 14(1)(db).

Guidance

Parliament has called on the Commission to publish a handbook before the entry into force of the
new rules, to assist EU businesses with the interpretation of the new rules, especially more guidance
for companies on how to go through the process of due-diligence. Parliament is also calling for
better acknowledgment of fundamental rights as licensing criteria, notably for cyber-surveillance.

A level playing field

MEPs are also calling for the creation of a level playing field among Member States, by, for example,
introducing similar penalties for non-compliance, along with greater transparency of national
authorities' export control decisions.

Encryption

MEPs voted to delete encryption technologies from the list of cyber-surveillance products, as they
consider these vital for the self-defence of human rights defenders.
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Council

The Council adopted its negotiating mandate on 5 July 2019. The Council rejected many of the
amendments to the regulation proposed by the Commission and endorsed by Parliament, reflecting
a desire for a rather limited update to the existing Dual Use Regulation.

Human rights and cyber surveillance technology

Essentially, the Council mandate sought to remove the substantive provisions relating to cyber-
surveillance technology and human rights. Notably, it rejected the idea of an EU-autonomous list
for controlling cyber-surveillance technology, and did not want to add any explicit references to
human rights (while leaving the implicit human rights catch-all through the reference to the Council
Common Position 2008/944/CFSP of 8 December intact).

Cyber-surveillance technology

Council was opposed to the idea of introducing unilateral dual use controls for cyber-surveillance
technology at EU level. Currently, Member States can take national measures to introduce such
controls, and one EU Member State — Germany - is already controlling the cyber-surveillance items
that the Commission has proposed for an EU autonomous control list.

The Council advocated that the EU simply revert to transposing the control lists of international
regimes into EU legislation, and forgoing the opportunity to set up EU-wide control for certain
additional cyber-surveillance items.

The Council mandate dropped 'cyber-surveillance technology' from the definition of 'dual use
items'. By explicitly including the term 'cyber-surveillance technology' in the definition of dual-use
items, the Commission proposal would have brought any such item - even if it was not explicitly on
the list of dual-use items subject to control — within the catch-all controls (see below). As such, the
Council removed 'cyber-surveillance technology' from the list of technologies that the regulation
explicitly defines as 'dual-use items' in Article 2(1)(b) of the Commission's proposal. The Council also
removed the list of technologies that the Commission proposed to define specifically as 'cyber-
surveillance technology' for the purpose of the regulation, namely mobile telecommunications
interception equipment; intrusion software; monitoring centres; lawful interception systems and
data-retention systems; and digital forensics (Article 2(21)).

Moreover, the Council mandate removed the suggested Category 10 to Annex | (‘other items of
cyber-surveillance technology') covering surveillance systems, equipment, and components for
information and communication technology. The Council thus rejected the proposal to create an
EU autonomous list that would have added 'monitoring centres' and 'retention systems' to the list
of dual-use items subject to control.

Human rights

The Council mandate also disagrees with adding new categories to expand the catch-all provision
contained in Article 4, which applies to non-listed dual use items. The Council removed a 'catch-all’
provision that would require an authorisation for the export of dual-use items destined for use in
connection with human rights or international law violations (no Article 4(1)d)).

The Council does not agree with the Commission's proposal to expand the list of criteria that
competent authorities have to take into account in deciding whether or not to grant an individual
or global export authorisation (which are listed in Article 14 of the Commission proposal). Instead,
the Council refers to the common rules already governing control of exports of military technology
and equipment laid down in Council Common Position 2008/944/CFSP, and proposing an Article
14(2) that requires Member States to take into consideration the implementation by the exporter of
an internal compliance programme when assessing an application for a global export authorisation.
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Addition of controls on brokering and technical assistance and harmonisation at
EU level

The Council mandate would limit the harmonisation of brokering and technical assistance controls
to listed-items (Article 7).

Optimisation of the EU licensing architecture

The Council mandate proposes to drop two out of four EUGEAs, namely those for 'low value
shipments' and 'other dual use items'. Moreover, the Council mandate proposes to introduce stricter
licensing conditions with respect to the EUGEA for encryption. It also reduces the number of
permitted countries under the 'intra-company' EUGEA. The Council mandate keeps the concept of
a 'large project authorisation' (LPA), but dilutes the definition.

Enhanced cooperation on implementation and enforcement

The Council mandate calls only for voluntary exchange of information on enforcement and
implementation (Article 20(2)). Moreover, the Council mandate proposes not to require national
authorities to share information with the Commission on the average times for processing
applications for authorisations. (Article 10(5)). As regards the Commission's proposal to develop
guidance on interagency cooperation, the Council mandate asks for this to remain voluntary
(Article 18.5).

Anti-circumvention clause

The Council mandate deletes the anti-circumvention clause that the Commission proposed in a new
Article 23.°

Trilogue agreement

In October 2019, following the European elections, the INTA committee voted to open negotiations
with the Council on the basis of the previous Parliament's position. Following trilogue negotiations,
the Council and Parliament negotiators agreed on a compromise text, on 9 November 2020. The
Ambassadors of the Member States meeting in Coreper endorsed it on 18 November, and the INTA
committee did so on 30 November. Parliament is expected to vote in plenary on adopting the
agreed text at first reading early in 2021.

Cyber-surveillance items

The Commission's and Parliament's views on the importance of further limiting the export of cyber-
surveillance items prevailed during trilogue negotiations. Parliament and Council agreed to expand
the definition of dual-use items to include 'cyber-surveillance items' (Article 2.21). By explicitly
including the term 'cyber-surveillance items' in the definition of dual-use items, the proposed
regulation brings any such item within the catch-all controls, even if it is not explicitly listed among
the items subject to control (which appear in Annex | to the regulation). There is no agreed definition
of 'cyber-surveillance items', but experts have in the past defined these 'as lying at the intersection
of the information and communications technology (ICT) sector and the surveillance sector. Hence,
cyber-surveillance goods, services and technologies are ICTs that are specifically designed, in whole
or in part, for surveillance purposes'.

The proposed regulation notes that cyber-surveillance items that are particularly problematic
include those that are 'specially designed to enable intrusion or deep packet inspection into
information and telecommunications systems in order to conduct covert surveillance of natural
persons by monitoring, extracting, collecting or analysing data, including biometrics data, from
these systems' (Recital 5). The proposed regulation does not change the list of cyber-surveillance
items listed in Annex IA, and does not add any additional items to this list (beyond the regular
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update that brings the EU control list into line with the decisions taken within the framework of the
international non-proliferation regimes and export control arrangements). The Commission had
originally proposed to create a new category of controlled items, entitled 'Other items of cyber-
surveillance technology', that would have comprised two additional items of cyber-surveillance
technology, namely monitoring centres and data retention systems or devices. The compromise
text agreed between the European Parliament and the Council did not retain this proposition.

Human rights considerations

The Commission's and Parliament's views on strengthening human rights considerations also
prevailed over the Council's reluctance to do so. As previously stated, the EU has a record of invoking
human rights as a ground for controlling the export of technologies, including cyber-surveillance
technologies. However, the proposed regulation expands the catch-all provision and makes it
obligatory to obtain an authorisation for the export of dual-use items not included in the control list
'if the items in question are or may be intended ... for use in connection with internal repression
and/or the commission of serious violations of international human rights and international
humanitarian law (Article 4(a)(1)). In doing so, the proposed regulation explicitly introduces specific
human-rights related end-use controls for non-listed cyber-surveillance items.

The obligation to discover whether items are intended for abuse in the manner described above is
to be shared by both the competent authorities and'the exporter. The latter's obligation to conduct
'due diligence' is stated explicitly in the proposal (Article 4(a)(2)). Accordingly, an exporter’s internal
compliance programme, intended to verify end-use and end-user, has to include human rights
considerations and a risk assessment to that effect.

Introducing a coordination mechanism at EU level for controls of non-listed
cyber-surveillance items

Parliament and Council agreed to introduce a formal procedure that Member States can invoke to
maintain an EU level playing field in the trade of specific non-listed cyber-surveillance items that
give rise to concerns (Article 4(a)(4)-(11). A Member State that identifies and places under control
the export of a non-listed cyber-surveillance item can now, under the new mechanism, initiate
formal proceedings that aim to make the export of this item subject to licensing requirements across
the EU. All other Member States are asked, within a defined time frame, to assess the information
and provide their position. If all Member States agree that an authorisation requirement should be
imposed for essentially identical transactions, the Commission is to publish in the Official Journal of
the European Union information regarding the cyber-surveillance items and, where appropriate,
destinations subject to authorisation requirements as notified by the Member States for this
purpose. This procedure allows the Member States to create an autonomous list of cyber-
surveillance items that are not covered by the international non-proliferation regimes or export
control arrangements, with a view to their inclusion in such regimes and arrangements in due
course.

Emerging technologies

An issue of increasing importance for dual-use export controls are emerging technologies such as
biotechnology, advanced surveillance technologies, position, timing and navigation technology
(PNT), additive manufacturing, artificial intelligence and robotics. Competition in technology has
become a crucial element of the relationship between powerful international actors. One of the
most visible manifestations of this is the rising relevance of technological supremacy in the
competition between the USA and China. China's ambition to be a world leader in certain
technologies, as laid out in its Made in China 2025 (MIC2025) industrial policy and its civil-military
fusion policy, has led to concerns, including about the potential erosion of Western norms
governing the use of emerging technologies.
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Regulation 428/2009 already granted Member States the right to introduce national legislation to
control the export of any non-listed dual-use item for reasons of public security or for human rights
considerations. The proposed regulation maintains this possibility, but adds a new legal basis for all
other Member States to implement equal controls on the basis of the first Member State’s national
legislation (Article 8(a) read in combination with Article 8). Referred to as 'a system of transmissible
application of national measures', the new mechanism is designed to maintain a level playing field
among Member States in an area of technology that is evolving very rapidly. National control lists
that control items that do not feature on the EU’s control list will be published in the Official Journal
of the EU.

Increasing transparency

Parliament and Council agreed to introduce greater transparency as regards the export of dual-use
goods, by increasing Member States’ reporting obligations (Article 24). Since 2013, the European
Commission has compiled an annual report on the implementation of Regulation 428/2009, which
it submits to the European Parliament and the Council. The report is public. According to the 2019
report, in 2018, the Regulation primarily applied to the export of about 1 846 dual-use 'items' listed
in Annex | (the 'EU Control List) and classified in 10 categories (Figure 1).

The proposed regulation introduces additional reporting requirements, including on authorisations
(in particular number and value by types of items and by destinations at EU and Member State
levels), denials and prohibitions, as well as on the administration (in particular staffing, compliance
and outreach activities, dedicated licensing or classification tools), and on the enforcement of
controls (in particular number of infringements and penalties) (Article 24(2)).

Moreover, with regard to cyber-surveillance items, Member States will be required to provide
dedicated information per ‘item', including on authorisations, in particular the number of
applications received by items, the issuing Member State and the destinations concerned by these
applications, and on the decisions taken on these applications. By requiring information at the 'items
level', the proposed regulation is following the example of the 2019 Anti-Torture Regulation
(Regulation (EU) 2019/125 of the European Parliament and of the Council of 16 January 2019
concerning trade in certain goods which could be used for capital punishment, torture or other
cruel, inhuman or degrading treatment or punishment).

Terrorism

Despite initial reservations, Parliament and Council agreed to follow the Commission's proposal to
extend the catch-all provision to prohibit or impose an authorisation requirement on the export of
dual-use items for reasons of public security, 'including the prevention of acts of terrorism'
(Article 8(1)).

Addition of controls on brokering and technical assistance and harmonisation at
EU level

Parliament and Council agreed to follow the Commission's proposal to amend certain control
provisions relating to technology transfer, to provide greater clarity with regard to the application
of controls on software and technology. Confusion arose in the past over how controls apply when
technology is stored and shared via cloud computing, for example. Therefore, the proposed
regulation adds a definition for 'technical assistance' and clarifies applicable controls (Article 2(8)
and Article 7). The proposal also provides clarification on 'brokering' and 'brokering services', by
extending the definition of 'broker' to subsidiaries of EU companies located outside the EU, and to
'brokering services' supplied by third-country nationals from within the EU territory. The proposal
also extends the application of brokering to non-listed items and military end-uses, and extends
their violation to terrorism and human rights violations. Controls on brokering and technical
assistance are to apply throughout the EU jurisdiction, thus establishing an EU-wide legal basis for
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the prosecution of export control violations. EU persons located in third countries will become
subject to control, and the proposal introduces anti-circumvention clauses.

Optimisation of the EU licensing architecture

Parliament and Council agreed to introduce new EU general export authorisations (EUGEA) for
'intra-group exports of software and technology' (Annex Il G) and for 'encryption’. As a pre-requisite
for a more streamlined approach, the proposed regulation attempts to harmonise the definitions of
a number of the regulation's key concepts, such as, for instance, those of 'exporter’, 'export' and
'broker'. The proposal also introduces a new individual export authorisation for 'large projects’,
where one licence covers export operations related to one project, e.g. the construction of a nuclear
power plant, for the entire duration of the project. Enhancing the exchange of information on
licensing decisions, notably denials and prohibitions, is another important element of the proposed
regulation.

Enhanced cooperation on implementation and enforcement

Parliament and Council agreed to the Commission’s proposal to introduce electronic licensing
systems that are interconnected through the dual-use electronic system (Article 20(5)), to improve
the exchange of information between national authorities and, where appropriate, the Commission.
They also agreed that the regulation would include provisions for setting up 'technical expert
groups', bringing together key industry and government experts to determine the technical
parameters for controls. They also retained the Commission proposal to develop guidance to
support inter-agency cooperation between licensing and customs authorities. Most importantly,
the Commission proposes to create an Enforcement Coordination Mechanism with a view to
establishing direct cooperation and exchange of information between competent licensing and
enforcement authorities, and the Commission.

Guidelines

Following calls by Parliament for greater assistance for EU businesses with the interpretation of the
new rules, Parliament and Council agreed that the proposed regulation would invite competent
authorities to issue guidelines for internal compliance programmes (ICPs), to contribute to the level
playing field between exporters and to enhance the effective application of controls. These
guidelines should take into account the differences in sizes, resources, fields of activity and other
features and conditions of exporters and subsidiaries such as intra-group compliance structures and
standards, thus helping each exporter to find its own solutions for compliance and competitiveness.
Exporters using global export authorisations should implement an ICP unless that is considered
unnecessary by the competent authority due to other circumstances it has taken into account when
processing the application for a global export authorisation submitted by the exporter.
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2 For a detailed description of the cyber-surveillance sector, see Final Report of the Data and information collection for
EU dual-use export control policy review, prepared by SIPRI and ECORYS for the Commission in November 2015.

3 Machiko Kanetake, 'The EU's Export Control of Cyber Surveillance Technology: Human Rights Approaches', Business
and Human Rights Journal, Vol 4(1), 2019, pp. 155-162.

4 However, it is worth noting in this context that on 9 October 2019, the US decided to restrict exports of certain cyber-
surveillance technologies to a number of specific Chinese companies (as end-users), on human rights grounds. These
companies will be barred from buying products from US companies without prior approval from the US administration.

For further details on the Council mandate, see EU Trade Mandate, International Trade Alert, 11 June 2019.
See also: Mark Bromley and Paul Gerharz, Revising the EU Dual-use Regulation: Challenges and opportunities for the
trilogue process, 7 October 2019.
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MONEY-LAUNDERING GANG WITH LINKS TO SOUTH
AMERICAN CARTELS BUSTED IN SPAIN

20 January 2021
Press Release

The criminal group was also involved in debt collection and contract killings

Europol supported the Spanish Civil Guard (Guardia Civil)
and the US Drug Enforcement Administration to dismantle
an organised crime group laundering money for major South
American cartels.

The criminal network was involved in debt collection and
laundering of money coming from drug trafficking. They also
provided so-called hitman services involving contract
killings, threats and violence targeted at other criminal
groups. The criminal organisation used the network of
hitmen to collect payments across Spain from other criminal
groups buying drugs from the South American cartels to
redistribute them locally. The investigation identified also a
number of ‘front men’ acquiring luxurious goods for the lifestyles of the group’s leaders. This was only a small part
of a large money-laundering scheme that traded high-end cars and used smurfing techniques to place criminal
profits into the financial system.

Results

4 suspects arrested (Colombian, Spanish and Venezuelan nationals)
7 suspects charged with criminal offences

1 company charged with a criminal offence

3 home searches in Spain

Seizures of high-end cars, luxury items, firearms and ammunition

Europol facilitated the information exchange and provided analytical support during the whole investigation.

Watch Video

Headquartered in The Hague, the Netherlands, we support the 27 EU Member States in their fight against
terrorism, cybercrime and other serious and organised forms of crime. We also work with many non-EU partner
states and international organisations. From its various threat assessments to its intelligence-gathering and
operational activities, Europol has the tools and resources it needs to do its part in making Europe safer.

https://www.europol.europa.eu/newsroom/news/money-laundering-gang-links-to-south-american-cartels-busted-in-spain 1/2
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“EMPACT

In 2010 the European Union set up a four-year Policy Cycle to ensure greater continuity in the fight
against serious international and organised crime. In 2017 the Council of the EU decided to continue the
EU Policy Cycle for the 2018 - 2021 period. It aims to tackle the most significant threats posed by
organised and serious international crime to the EU. This is achieved by improving and strengthening
cooperation between the relevant services of EU Member States, institutions and agencies, as well as
non-EU countries and organisations, including the private sector where relevant. Money laundering is one
of the priorities for the Policy Cycle.

CRIME AREAS

Economic Crime « Money Laundering

TARGET GROUPS

General Public « Law Enforcement « Academia - Professor . Students . Researcher . Press/Journalists e
Other

https://www.europol.europa.eu/newsroom/news/money-laundering-gang-links-to-south-american-cartels-busted-in-spain 2/2



Graves, David L CIV DTRA Ol (USA)

To: Graves, David L CIV DTRA Ol (USA)
Subject: FW: OSAC Morning Newsletter

From: OSAC Admin
Sent: Wednesday, January 20, 2021 9:01 AM
Subject: OSAC Morning Newsletter

‘Overseas Security Advisory Council
Research and Information Support

Center Morning Newsletter
Bureau of Diplomatic Security

U.S. Department of State

Dear David Graves,
Your Morning Newsletter is ready!

01-20-2021

OSAC Reports

Africa

Niger

OSAC Analysis
Deadly Attack in Niger Highlights Risks in Tri-Border Region

Rwanda

Health Alert: Kigali (Rwanda), Immediate Lockdown of Kigali, Other Updated COVID-19 Prevention
Measures

East Asia & Pacific

Vietnam

Security Alert: Vietnam, Rise in Crime Around Tet Holiday




Europe

Norway

Security Alert: Oslo (Norway), Suspicious Man in Ullern

Poland

Health Alert: Poland, Update on COVID-19 and Related Restrictions

South & Central Asia

India

OSAC Analysis
Travel Security Resources for Female Travelers in India

Western Hemisphere

Guatemala

Health Alert: Guatemala, Availability of COVID-19 Testing for Travelers to the United States

Haiti

Security Alert: Port-au-Prince (Haiti), Planned Demonstrations

Upcoming OSAC Events

East Asia & Pacific

China

VIRTUAL Country Chapter Meeting: Shanghai, China (January 28)

Europe

Hungary

VIRTUAL Country Chapter Meeting: Budapest, Hungary (January 26)




Global

Women in Security Webinar: Learning the Language of Business (January 27)

Europe Regional Committee Winter Webinar (January 28)

Private Sector Security Overseas Seminar (PSOS): VIRTUAL Arlington, VA (April 14-16, 2021)

International Organizations/Non-Governmental Organizations Security Overseas Seminar (IO/NGO
SOS):VIRTUAL (May 13-14)

Western Hemisphere

Venezuela

VIRTUAL Country Chapter Meeting: Caracas, Venezuela (January 21)

External News

Africa

Central African Republic

In war-weary CAR, humanitarian crisis deepens amid fresh violence

Sudan

IMF working “very intensively’ with Sudan for debt relief

Uganda

US ambassador blocked from visiting Bobi Wine as official warns 'don't cry for Ugandans'

Zimbabwe

Zimbabwe’s foreign minister dies of COVID-19 amid resurgence

East Asia & Pacific

China



China builds massive Covid-19 guarantine camp for 4,000 people as outbreak continues

Thailand

Thai royalists launch political party to protect monarchy

Europe

France

Coronavirus: French student protests highlight pandemic's mental health toll

Russia

6 suspected militants killed in Russia’s Chechnya

Middle East & North Africa

Libya

Fire, blast at ammunition warehouse in western Libya kills 3

Tunisia

Outreach by Tunisian leaders fails to quell youth unrest

South & Central Asia

India

4 soldiers injured in Pakistani firing along LoC in J&K's Akhnoor sector

Pakistan

Karachi's gas woes get worse as SSGC reports technical fault in gas field

Western Hemisphere

Guatemala

Large migrant caravan dissolves in Guatemala




Mexico

Oxygen thefts mount as Mexico reports record COVID-19 deaths today

Mexico

4 vaccine doses stolen in Mexico, oxygen tanks spark appeal

Suriname

Suriname Could Be Latest Big Oil Find as Industry Cuts Costs

To view the Morning Newsletter on OSAC.gov website, click HERE. Please note that you must be
logged in to view the content of the Morning Newsletter.

If you no longer wish to receive the Morning Newsletter please go to your user profile and update your
subscription preferences located under Notifications.

Thank you,
OSAC Administrator

Please note that all OSAC products are for internal U.S. private sector purposes only. Publishing or otherwise distributing OSAC-derived
information in a manner inconsistent with this policy may result in the discontinuation of OSAC support.

Please do not reply to this email. This message was automatically generated from an unmonitored system account. If you have questions or
comments please go to the OSAC.gov Contact Us < Caution-https://www.osac.gov\About\ContactUs > page.
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Sacco, Cristina (EOM)

From: Loftus, Ashlea (WF) (FBI) <ALOFTUS@fbi.gov>

Sent: Wednesday, January 20, 2021 11:11 AM

To: Marcenelle, Madeline (HSEMA); darrin.bovia@dc.gov; Donell, Harvin; Randolph, Sedley
(HSEMA)

Subject: Fwd: FBI OPS Inauguration Daily SitRep - 20 January 2021 TLP:AMBER

Attachments: OPS 2021 Inauguration Daily Sitrep-20210120_TLP-AMBER.pdf

Categories: Green

CAUTION: This email originated from outside of the DC Government. Do not click on links or open attachments unless you recognize
the sender and know that the content is safe. If you believe that this email is suspicious, please forward to phishing@dc.gov for
additional analysis by OCTO Security Operations Center (SOC).

Good morning,

Please see below regarding the attached SITREP from OPS. Note that the document is TLP: AMBER and
should be handled accordingly.

Vr,
Ashlea Loftus

Intelligence Analyst
FBI Washington

Liaison Officer to National Capital Region Threat Intelligence Consortium (NTIC)

---------- Forwarded message ----------

From: "Snyder, Marc R. (OPE) (FBI)" <MRSnyder@tbi.gov>

Date: Jan 20, 2021 10:05 AM

Subject: FBI OPS Inauguration Daily SitRep - 20 January 2021 TLP:AMBER
To:

Cc:

Good morning,

Please see the attached OPS Inauguration Daily SITREP for Wednesday, 01/20/2021.
This report is classified at the TLP: AMBER level and should be shared accordingly.

TLP: AMBER documents contain information that may be shared with members of your own organization, and with
clients or customers who need to know the information to protect themselves or prevent further harm.

Thank you,

FBI Office of Partner Engagement
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Sacco, Cristina (EOM)

From: Graves, David L CIV DTRA Ol (USA) <david.l.graves6.civ@mail.mil>

Sent: Wednesday, January 20, 2021 8:18 AM

To: Graves, David L CIV DTRA Ol (USA)

Subject: LE-2 [MAY CONTAIN USPER INFQ]

Attachments: CDC COVID-19 Guidelines - What's New 01-20-2021.pdf; USSS NCR BOLO -

CAMARGO.pdf; SECSTATE DSS-OSAC News 1-20-2021.pdf; DHS Morning Briefing -
January 20, 2021.pdf; Intelligence Assessment - Bioscience IP Theft_Final_Clean.pdf; 20
January 2021 CBP COVID-19 Update - Mexico and Latin America.pdf; 20 January 2021
CBP Indications and Warnings Daily.pdf; Morning Report 20 January 2021.pdf; MCAC
Daily Situation Awareness Report for 20 January 2021.pdf; 01-20-2021 DailyIntelBriefing
(FOUQ_LES).pdf

Categories: Green

CAUTION: This email originated from outside of the DC Government. Do not click on links or open attachments unless you recognize
the sender and know that the content is safe. If you believe that this email is suspicious, please forward to phishing@dc.gov for
additional analysis by OCTO Security Operations Center (SOC).

Information contained in this report is not actionable - it is simply provided for situational awareness. Recipients are
reminded content is UNCLASSIFIED//CONTROLLED UNCLASSIFIED INFORMATION//FOR OFFICIAL USE ONLY//LAW
ENFORCEMENT SENSITIVE//NO FOREIGN DISSEMINATION W/O THE ORIGINATOR'S APPROVAL.

Unauthorized distribution (Outside of DoD or Federal Law Enforcement/ Antiterrorism/Force Protection, State Law
Enforcement, or Local Law Enforcement channels) of LES information could seriously jeopardize the conduct of on-going
investigations and/or the safety of law enforcement personnel. NOTHING IN THIS SUMMARY CAN BE DISTRIBUTED TO
THE PUBLIC OR MEDIA. Furthermore, this document may contain information that may be exempt from public release
under the Freedom of information Act (5 USC 552).

(U//FOUO) This product contains information concerning U.S. person(s) that has been deemed necessary for the
intended recipient to understand, assess, or act on the information provided, in accordance with the DoD Manual
5240.01 and Executive Order 12333. It should be handled IAW recipient’s intelligence oversight and/or information
handling procedures.

Intelligence Oversight policy applies to the information contained within the summary. Dissemination of this summary
to authorized personnel (those responsible for antiterrorism, force protection and/or law enforcement) is permissible.
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New York State Joseph P. McGrann
Metropolitan Transportation Authority Acting Chief of Police

%\enermrism Task Force

Department of Justice
Office of Public Affairs

FOR IMMEDIATE RELEASE Tuesday, January 19, 2021

U.S. ARMY SOLDIER ARRESTED FOR ATTEMPTING TO ASSIST ISIS TO

CONDUCT DEADLY AMBUSH ON U.S. TROOPS

Provided Tactical Guidance in Attempt to Help ISIS to Attack U.S. Forces in the
Middle East

The Justice Department, along with the New York City Police Department (NYPD) and U.S. Army
Counterintelligence, announced today the arrest of a private first class in the U.S. Army, on federal terrorism
charges based on Bridges’ alleged efforts to assist ISIS to attack and kill U.S. soldiers in the Middle East.

Cole James Bridges, aka Cole Gonzales, 20, of Stowe, Ohio, was charged by complaint with attempting to provide
material support to a designated foreign terrorist organization and attempting to murder U.S. military service
members. The FBI and U.S. Army Counterintelligence arrested Bridges today, and he will be presented later
today in the U.S. District Court for the Southern District of Georgia.

“Bridges is charged with giving military advice and guidance on how to kill fellow soldiers to individuals he
thought were part of ISIS,” said Assistant Attorney General for National Security John C. Demers. “This alleged
personal and professional betrayal of comrades and country is terrible to contemplate, but fortunately, the FBI
was able to identify the threat posed by Bridges, and today's charges are the first step in holding him accountable
for his crimes. ISIS ideology continues to infect those who would threaten the nation's security from within and
without, and we will continue to fight this threat.”

“As alleged, Cole Bridges betrayed the oath he swore to defend the United States by attempting to provide ISIS
with tactical military advice to ambush and kill his fellow service members,” said Acting U.S. Attorney for the
Southern District of New York Audrey Strauss. “Our troops risk their lives for our country, but they should never
face such peril at the hands of one of their own. Today, thanks to the efforts of the agents and detectives of the
JTTF, and our partners in the Department of Defense, Bridges is in custody and facing federal terrorism charges

for his alleged crimes.”

“As we allege today, Bridges, a private in the U.S. Army, betrayed our country and his unit when he plotted with
someone he believed was an ISIS sympathizer to help ISIS attack and kill U.S. soldiers in the Middle East,” said
FBI Assistant Director in Charge of the New York Office William F. Sweeney Jr. “Fortunately, the person with

The agencies of the MTA,
MTA Bus Company MTA Bridges and Tunnels ~ MTA Capital Construction
MTA Long Island Rail Road MTA Metro-North Railroad MTA New York City Transit
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Metropolitan Transportation Authority Acting Chief of Police
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whom he communicated was an FBI employee, and we were able to prevent his evil desires from
coming to fruition. Bridges could have chosen a life of honorable service, but instead he traded it for the
possibility of life in prison. This case should serve as a reminder that the FBI’'s New York JTTF will never quit in

its commitment to protect our Nation from all those who seek to do it harm.”

“Army Counterintelligence’s top priority is protecting the force so it can remain committed to fighting and
winning our nation’s wars,” said Army Counterintelligence Coordinating Authority Director Roy T. Cochran. “The
results of this investigation show the efforts of Army Counterintelligence agents working alongside our partners in
the FBI. We are dedicated to protecting our soldiers, civilians, and families from terrorist acts and insider

threats.”
According to the criminal complaint charging Bridges, which was unsealed today in Manhattan federal court:

Bridges joined the U.S. Army in approximately September 2019 and was assigned as a cavalry scout in the 3rd
Infantry Division based in Fort Stewart, Georgia. Beginning in at least 2019, Bridges began researching and
consuming online propaganda promoting jihadists and their violent ideology. Bridges also expressed his support
for the Islamic State of Iraq and al-Sham (ISIS) and jihad on social media. In or about October 2020, Bridges
began communicating with an FBI online covert employee (the “OCE”), who was posing as an ISIS supporter in
contact with ISIS fighters in the Middle East. During these communications, Bridges expressed his frustration
with the U.S. military and his desire to aid ISIS. Bridges then provided training and guidance to purported ISIS
fighters who were planning attacks, including advice about potential targets in New York City, such as the 9/11
Memorial. Bridges also provided the OCE with portions of a U.S. Army training manual and guidance about
military combat tactics, for use by ISIS.

In or about December 2020, Bridges began to supply the OCE with instructions for the purported ISIS fighters on
how to attack U.S. forces in the Middle East. Among other things, Bridges diagrammed specific military
maneuvers intended to help ISIS fighters maximize the lethality of attacks on U.S. troops. Bridges further
provided advice about the best way to fortify an ISIS encampment to repel an attack by U.S. Special Forces,
including by wiring certain buildings with explosives to kill the U.S. troops. Then, in January 2021, Bridges
provided the OCE with a video of himself in body armor standing before a flag often used by ISIS fighters and
making a gesture symbolic of support for ISIS. Approximately a week later, Bridges sent a second video in which
Bridges, using a voice manipulator, narrated a propaganda speech in support of the anticipated ambush by ISIS

on U.S. troops.

Bridges is charged in the complaint with (1) attempting to provide material support to ISIS, in violation of 18
U.S.C. 8 2339B, which carries a maximum sentence of 20 years in prison; and (2) attempting to murder U.S.

military service members, in violation of 18 U.S.C. § 1114, which carries a maximum sentence of 20 years in
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prison. The statutory penalties are prescribed by Congress and are provided here for
informational purposes only, as any sentencing of the defendant would be determined by the judge.

The Justice Department praised the outstanding efforts of the FBI's New York Joint Terrorism Task Force (JTTF),
which consists of agents and analysts from the FBI, the NYPD, and over 50 other federal, state, and local agencies,
U.S. Army Counterintelligence, the FBI Washington Field Office, the FBI Atlanta Field Office and its Savannah
Resident Agency, the FBI Cleveland Field Office, the FBI’s Counterterrorism Division, the U.S. Attorney’s Office
for the Southern District of Georgia, the Air Force Office of Special Investigations, U.S. Army Criminal
Investigation Command, and the U.S. Army 3rd Infantry Division.

This prosecution is being handled by the Office’s Terrorism and International Narcotics Unit. Assistant U.S.
Attorneys Sam Adelsberg, Matthew Hellman, and Sidhardha Kamaraju are in charge of the prosecution, with
assistance from Trial Attorneys Michael Dittoe and Lauren Goddard of the Counterterrorism Section of the

Department of Justice’s National Security Division.

https://www.justice.gov/opa/pr/us-army-soldier-arrested-attempting-assist-isis-conduct-deadly-ambush-us-troops
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Regional News:
January 19, 2021
New York, NY

TSA officers at LaGuardia detect ammunition concealed in chewing gum case

Transportation Security Administration (TSA) officers at
LaGuardia Airport detected 13 bullets concealed inside a
container of chewing gum along with several pieces of gum at
one of the security checkpoints.

The incident happened on Jan. 14. Officials say the Miami-
bound traveler’s carry-on duffle bag contained two large
containers of chewing gum and upon closer examination, it
was determined that one container was filled with gum and
the other was mixed with gum and the ammunition.

The bullets were spotted by a TSA officer as the traveler’s

belongings passed through the checkpoint X-ray machine.

The man, a resident of the Bronx, told officials that the bag

belonged to his son, and he claimed he did not know that the

containers of gum were in the duffle bag.

TSA officers alerted Port Authority police who confiscated the bullets and cited the man.

https://hudsonvalley.news12.com/tsa-officers-at-laguardia-detect-ammunition-concealed-in-chewing-
gum-case

January 19, 2021
New York, NY

New York state court employee charged after allegedly threatening to kill several Democratic
Congress members

A New York state court employee was charged with threatening to murder a US official after he made
online posts threatening to kill several high-level Democratic members of Congress, according to a
complaint from the US Attorney's Office in the Eastern District of New York.
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Brendan Hunt, who goes by "X-Ray Ultra" on social media and his personal website,

posted several times on various social media sites since December saying that Speaker Nancy Pelosi, US
Sen. Charles Schumer and US Rep. Alexandria Ocasio-Cortez should be killed, and even called for a
public execution, according to the complaint.

"And if you dont do it, the citizenry will," Hunt allegedly said in a Facebook post on December 6.
"We're not voting in another rigged election. Start up the firing squads, mow down these commies, and
lets (sic) take america back!"

The complaint identifies Hunt as a part-time actor and filmmaker and a full-time employee of the New
York State Office of Court Administration.

New York State Unified Court spokesman Lucian Chalfen confirmed to CNN that Hunt worked as an
assistant court analyst in the Attorney Registration Unit. He will be suspended without pay pending
further administrative action, Chalfen said.

Hunt, of Queens, New York, is also the son of New York City Family Court Judge John M. Hunt,
Chalfen said.

The complaint does not say if Brendan Hunt attended the Capitol riot on January 6.
He was arrested Tuesday morning and in federal court was ordered to be detained until trial due to the
"nature and circumstance of the offense," a magistrate judge ruled.

The charge comes amid heightened security in Washington, DC and at state capitols across the country
as law enforcement officials have warned of the potential for violent unrest leading up to and on
Inauguration Day, particularly among some hard-right extremists who falsely believe Joe Biden's
election is illegitimate.

Hunt allegedly advocated for just that. On January 8, two days after the takeover at the Capitol, he
allegedly posted a video to the website BitChute titled "KILL YOUR SENATORS" that allegedly shows
him speaking to the camera.

"We need to go back to the U.S. Capitol when all of the Senators and a lot of the Representatives are
back there" and "slaughter these m*therf**kers," Hunt said, according to the complaint.

"[O]ur government at this point is basically a handful of traitors ... So what you need to do is take up
arms, get to D.C., probably the inauguration ... so called inauguration of this m*therf**king communist
Joe Biden ... [T]hat's probably the best time to do this, get your guns, show up to D.C., and literally just
spray these m*therf**kers ... like, that's the only option."

In federal court Tuesday, Assistant U.S. Attorney David Kessler argued as reasons for his detainment
that Hunt is a flight risk and has limited ties to the community, as well as a history of mental illness.
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His attorney Leticia Olivera said he has no criminal record and is not a member of any
militias or paramilitary groups.

"Without seeking to undermine the seriousness of the allegations in the complaint, there is no allegation
here that Mr. Hunt has a history of abuse or ownership of weapons," Olivera said. "He has no plans to
travel to Washington, DC, to purchase weapons or to actually even come into contact with any federal
officials much less anything that could cause them physical harm."

Olivera declined to comment any further to CNN on the case.

https://www.cnn.com/2021/01/19/politics/ny-charge-threat-inauguration/index.html

National News:
January 19, 2021
Washington, DC

FBI searching for seven rioters who savagely beat cop during insurrection on the Capitol

The FBI released photos Tuesday of seven men suspected of beating a Washington, D.C., officer during
the Jan. 6 raid on the nation’s Capitol.

Metropolitan Police Department Officer Michael Fanone was dragged out of the Capitol, slammed to the
ground, tased and stripped of his service weapon by a gang of pro-Trump rioters who threatened to leave

him for dead, the cop said in an interview on CNN.
Advertisement

“Some guys started getting a hold of my gun and they were screaming out, you know, ‘Kill him with his
own gun,’ ” said Fanone, 40.

“At that point, you know, it’s just self preservation — how do I survive this situation?”

Pleading for his life, the veteran cop said several people in the crowd responded to his cries for mercy
when he yelled that he had four children. They ultimately ushered his safe removal from the crowd of
bloodthirsty rioters.

“A lot of people have asked me my thoughts on the individuals in the crowd that helped me or tried to
offer some assistance. I think kind of the conclusion I’ve come to is, Thank you — but f--k you for

being there.”
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The seven suspects are accused of unlawful entry into the Capitol and assaulting law
enforcement personnel.

Anyone with information is asked to contact the FBI at 1-800-CALL-FBI (1-800-225-5324).

http://www.nydailynews.com/news/crime/ny-fbi-seven-rioters-mpd-officer-michael-fanone-20210119-
h7n75k27xnbkremjpepsSatimg4-story.html

January 19, 2021
Washington, DC

TWELVE National Guardsmen are removed from inauguration security over 'ties to fringe right
group militias or extremist online posts'

Twelve National Guardsmen have now been removed from the presidential inauguration security
mission after they were found to have ties with right-wing militia groups or posted extremist views
online, officials say.

The officials, a senior intelligence official and an Army official briefed on the matter, did not say which
fringe group the Guard members belonged to or what unit they served in.

They did say, however, that here was no threat to Joe Biden.
Neither the National Guard or Secret Service would comment on the removal of the Guardsmen.

Their removal from the massive security presence at the nation's capital comes as the FBI worked to vet
all of the 25,000 National Guard troops headed to the area for Biden's inauguration amid concerns of
insider threats in the wake of the Capitol riots.

It comes after the National Guard chief, General Daniel Hokanson, said earlier on Tuesday that the
25,000 armed troops protecting DC were 'trained and ready for anything' and he wasn't concerned about
the potential for insider threat.

The National Guard said troops from all 50 states are supporting law enforcement for the inauguration.

Gen. Hokanson said the vetting of his troops was standard practice but was heightened given the large
number of Guardsman brought in to fortify DC in the wake of the insurrection at Capitol by pro-Trump
rioters.

In addition to the 25,000 National Guardsman, the Pentagon also authorized 750 active-duty troops with
expertise in chemical, biological, nuclear, radiological and explosive weapons to provide additional
security in the capital.
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'We've done a lot of work. We're making sure that our folks are trained and ready for
anything they're going to be asked to do. Our folks are always trained in deescalation techniques,'
Gen Hokanson told NBC's Today on Tuesday.

He said the decision to arm his troops during the inauguration was made by the Secret Service amid the
ongoing threats.

National Guard General Daniel Hokanson said the 25,000 armed troops that are now protecting
Washington DC are 'trained and ready for anything'

Gen Hokanson said he wasn't concerned about the potential for an insider attack from service members
involved in securing the inauguration after defense officials raised concerns.

'It's not a threat for me, I'm not concerned about that at all. If you look at our National Guardsman, we
vet them throughout the process. We don't allow extremism of any type in our organization,' he said.

'As we look at this as a national special security event... this type of vetting is standard.'

Gen Hokanson has been meeting with Guard troops as they arrive in DC and as they gather
downtown. He said he believes there are good processes in place to identify any potential threats.

It comes after Army Secretary Ryan McCarthy told The Associated Press that officials are conscious of
the potential threat and he warned commanders to be on the lookout for any problems within their ranks
as the inauguration approaches.

So far, however, he and other leaders say they have seen no evidence of any threats, and officials said
the vetting hadn't flagged any issues that they were aware of.

'We're continually going through the process, and taking second, third looks at every one of the
individuals assigned to this operation,' McCarthy said.

He said Guard members are also getting training on how to identify potential insider threats.

About 25,000 members of the National Guard are streaming into Washington from across the country -
at least two and a half times the number for previous inaugurals.

While the military routinely reviews service members for extremist connections, the FBI screening is in
addition to any previous monitoring.

As security continues to intensify in DC ahead of the inauguration, defense officials told Politico that
750 active-duty troops had been deployed this week to the capital.

Those personnel are experts in handling chemical and nuclear weapons, as well as experience disposing
of explosives.
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Among the active-duty personnel are medical teams trained in responding to trauma.

It comes as the Capitol complex temporarily locked down on Monday during an inauguration rehearsal
after a fire in a homeless encampment roughly a mile away sent a plume of smoke into the air and
caused security concerns in the already on-edge city.

Military personnel and staffers could be seen running from the temporary seating on the Capitol
Building's West Front as an evacuation warning played in the background.

Law enforcement officials later confirmed there was no threat to the public and the fire was not believed
to be a threat to the inauguration.

The evacuation of some participants and the lockdown were ordered by the acting chief of Capitol
Police in an abundance of caution.

But the fast decision to lock down underscores the fear that has gripped Washington since the deadly
January 6 insurrection at the Capitol by pro-Trump rioters.

Attempts to fortify Washington have been ongoing ever since with the city now an armed fortress fenced
off with razor wire.

Armed protests planned for this past weekend around the country were mostly a bust, but anxiety is still
skyrocketing.

The major security concern for the inauguration is an attack by armed groups of individuals, as well as
planted explosives and other devices.

McCarthy said intelligence reports suggest that groups are organizing armed rallies leading up to
Inauguration Day and possibly after that.

https://www.dailymail.co.uk/news/article-9163527/National-Guard-General-says-troops-ready-
mnauguration.html

January 19, 2021
Florida
Florida deputy arrested after threatening to kill ‘the feds’

A Florida deputy who allegedly told a colleague he wanted to kill federal officials on the same day of
the US Capitol riot was arrested Tuesday.

Peter Heneen, a deputy with the Polk County Sheriff’s Office, sent explicit Facebook messages to a
coworker detailing how he would shoot and kill federal officials, the sheriff’s office said Tuesday.
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Heneen, 29, who has been with the department for more than six years, was suspended
pending his termination.

In the messages, Heneen says his goal was to shoot “the feds” and make sure “the streets of DC run red
with the blood of these tyrants,” according to the sheriff’s office.

Heneen also texted, “Should have [dragged] those tyrants out into the streets and executed them,” and “I
will slit their throats if they touch my family. I will make them suffer.”

Heneen’s co-worker reported him on Jan. 8 as the messages continued to get more violent, Polk Sheriff
Grady Judd said.

He’s been charged with making written threats to kill, conduct a mass shooting or an act of terrorism.

https://nypost.com/2021/01/19/florida-deputy-arrested-after-threatening-to-kill-the-feds/

January 19, 2021
Washington, DC
U.S. Classifies China's Policies toward Uighurs as “Genocide”

The United States Tuesday formally labeled the Chinese government’s policies targeting ethnic Uighur
Muslims and other minorities in the northwest region of Xinjiang as “genocide.” The United States has
for years criticized China’s detention and reeducation policies in Xinjiang but has held off formally
declaring the policies as a genocide.

In the final hours of the President Donald Trump’s administration, the United States Tuesday formally
labeled the Chinese government’s policies targeting ethnic Uighur Muslims and other minorities in the
northwest region of Xinjiang as “genocide.”

“After careful examination of the available facts, | have determined that the PRC [People’s Republic of

China], under the direction and control of the CCP [Chinese Communist Party], has committed genocide
against the predominantly Muslim Uyghurs and other ethnic and religious minority groups in Xinjiang,”
said Secretary of State Mike Pompeo in a statement Tuesday.

The United States has for years criticized China’s detention and reeducation policies in Xinjiang but has
held off formally declaring the policies as a genocide.

Reports from non-government organizations, journalists and former detainees have documented a wide-
ranging campaign of repression against Uighurs. The United Nations estimated at least one million
Muslim Uighurs are held in internment camps.

Chinese officials describe them as “vocational education centers” for job training, rejecting any claim
that authorities are engaged in human rights abuses in Xinjiang.
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try into the United States. It may also expand the number of Chinese Communist Party
(CCP) officials who have been targeted for visa sanctions and financial sanctions for taking part in the
human rights abuses in the region.

The U.S. could also prosecute Chinese officials linked to the genocide in U.S. courts, or bring the issue
of oppression against Uighurs before the United Nations Security Council and other human rights
bodies.

The U.S. government formally declared China’s repression of Uighurs as genocide only after a broad
review of evidence. In recent years, the U.S. government issued genocide determinations for atrocities in
Sudan’s Darfur region in 2004 and the Islamic State terror group’s targeted killings of ethnic Yazidis in
Iraq and Syria in 2016.

U.S. officials said exhaustive documentation of the PRC’s actions in Xinjiang confirms that since at
least March 2017, local authorities dramatically escalated their decades-long campaign of repression
against Uighur Muslims and members of other ethnic and religious minority groups, including ethnic
Kazakhs and ethnic Kyrgyz.

Tuesday’s determination comes just one day before the incoming administration of President-elect Joe
Biden, who has been critical of Beijing’s Xinjiang policies, is set to take office.

“The forced detention of over a million Uighur Muslims in western China is unconscionable. America
should speak out against the internment camps in Xinjiang and hold to account the people and
companies complicit in this appalling oppression,” Biden told the Council on Foreign Relations

in 2019.

Last year, a Biden campaign spokesperson declared the Chinese action against Muslims in the Xinjiang
region as “genocide.”

“The unspeakable oppression that Uighurs and other ethnic minorities have suffered at the hands of
China’s authoritarian government is genocide and Joe Biden stands against it in the strongest terms,”
Biden campaign spokesman Andrew Bates told Politico in a statement.

try into the United States. It may also expand the number of Chinese Communist Party (CCP) officials
who have been targeted for visa sanctions and financial sanctions for taking part in the human rights
abuses in the region.

The U.S. could also prosecute Chinese officials linked to the genocide in U.S. courts, or bring the issue
of oppression against Uighurs before the United Nations Security Council and other human rights
bodies.

The U.S. government formally declared China’s repression of Uighurs as genocide only after a broad
review of evidence. In recent years, the U.S. government issued genocide determinations for atrocities in
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Sudan’s Darfur region in 2004 and the Islamic State terror group’s targeted killings of
ethnic Yazidis in Iraq and Syria in 2016.

U.S. officials said exhaustive documentation of the PRC’s actions in Xinjiang confirms that since at
least March 2017, local authorities dramatically escalated their decades-long campaign of repression
against Uighur Muslims and members of other ethnic and religious minority groups, including ethnic
Kazakhs and ethnic Kyrgyz.

Tuesday’s determination comes just one day before the incoming administration of President-elect Joe
Biden, who has been critical of Beijing’s Xinjiang policies, is set to take office.

“The forced detention of over a million Uighur Muslims in western China is unconscionable. America
should speak out against the internment camps in Xinjiang and hold to account the people and
companies complicit in this appalling oppression,” Biden told the Council on Foreign Relations

in 2019.

Last year, a Biden campaign spokesperson declared the Chinese action against Muslims in the Xinjiang
region as “genocide.”

“The unspeakable oppression that Uighurs and other ethnic minorities have suffered at the hands of
China’s authoritarian government is genocide and Joe Biden stands against it in the strongest terms,”
Biden campaign spokesman Andrew Bates told Politico in a statement.

http://www.homelandsecuritynewswire.com/dr20210119-u-s-classifies-chinas-policies-toward-uighurs-
as-genocide

International News:
January 19, 2021
Afghanistan

40 Security Force Members Killed in Fighting in Past 24 Hours
Over 40 Afghan security force members have been killed in fighting with the Taliban over the past 24
hours, with the majority of casualties reported in volatile areas in Kunduz, Baghlan and Nimroz

province.

Meanwhile, the Afghan Ministry of Defense (MoD) said that the Afghan security forces have made
major advances against the Taliban in Kunduz province and have dealt a major human toll to the group.

Over 40 Taliban have been killed in recent clashes in Kunduz, according to the MoD.

The Dash-e-Arshi and Imam Sahib districts in Kunduz and some areas in the suburbs of Kunduz city
have seen fierce fighting in the past two days.
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In Baghlan province, the Baghlan-e-Markazi district and suburbs of the provincial capital
Pul-e-Khumri have seen a fresh spate of violence between the Afghan security forces and the Taliban.

In the southern province of Kandahar, Panjwai and Arghandab have witnessed recent battles between
the Afghan security forces and the Taliban.

Khashrud district in Nimroz province also witnessed deadly fighting.
“There is no government rule there,” said Ajmal, a resident in Baghlan.

“There is no good leadership, there is only brutality and oppression,” said Juma Khan, a resident in
Baghlan.

On Monday alone, over 10 security force members were killed in Baghlan during the battles.

“It's now two or three nights that ten or twelve of our soldiers are killed or become hostages,” said
Safdar Mohseni, the head of Baghlan's provincial council.

“The opponents have a clear address in Baghlan, if they increased their activities, there is fear that the
highway to the north will be closed,” said MP Atiq Ramin.

Meanwhile, in Kunduz, the local administration has said that over 20 security force members have been
killed in battles with the Taliban in Dasht-e-Archi district and other areas of the province in the past 24
hours.

“There 1s war every moment,” said Mohammad Daud, a resident in Imam Sahib district.

“The situation has become worse, Imam Sahib will fall if action not taken,” said Gulbuddin, a resident in
Imam Sahib.

“The Afghan Security and Defense Forces have dealt a major blow to the Taliban, their key
commanders have been eliminated,” said Fawad Aman, a deputy spokesman at the Ministry of Defense.

“The enemy launched some attacks on Kandahar city and some district of Kandahar, they wanted to take
over these areas,” said Farid Mashal, the head of the security department of the Kandahar police

department.

Typically fighting decreases in the the winter, but this year several provinces of the country have seen
continued fighting, and analysts say it is related to the peace talks in Doha.

https://tolonews.com/afehanistan-169360
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January 19, 2021
Central Africa

U.N. peacekeepers killed in Central African Republic; 2021 toll rises to 9

The United Nations said Tuesday that an armed group in the Central African Republic has killed two
peacekeepers, making January an even deadlier month for its forces.

The deaths were the eighth and ninth for U.N. peacekeepers so far in 2021. Officials said the new deaths
occurred following an ambush that was blamed on the militant group UPC and anti-Balaka members.

Stephane Dujarric, a spokesperson for U.N. Secretary-general Antonio Guterres, expressed sorrow for
the peacekeepers, who were from Gabon and Morocco.

"[Guterres] recalls that attacks against United Nations peacekeepers may constitute a war crime, and
appeals to national authorities to investigate these incidents and bring the perpetrators to justice,"
Dujarric said in a statement.

The ambush happened near the southeastern city of Bangassou. Violence in the Central African
Republic has increased since officials rejected the candidacy of former President Francois Bozize's for
national elections late last month.

Bozize took power in a 2003 coup and was removed in a 2013 rebellion. Militia groups, some
supporting Bozize, have attacked civilians and peacekeepers in the process.

"The secretary-general ... calls on all parties to immediately cease hostilities and engage in dialogue to
advance the political process, preserve fragile gains and fulfill the country's aspiration for lasting peace,"
Dujarric added.

https://www.upi.com/Top News/World-News/2021/01/19/UN-peacekeepers-killed-in-Central-African-
Republic-2021-toll-rises-t0-9/1081611077994/
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January 20, 1981
Teheran, Iran
Iran Hostage Crisis Ends

Brief Description: On this day in 1981, minutes after Ronald Reagan's inauguration as the 40th president
of the United States, the 52 U.S. captives held at the U.S. embassy in Teheran, Iran, are released, ending
the 444-day Iran Hostage Crisis.
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On November 4, 1979, the crisis began when militant Iranian students, outraged that the
U.S. government had allowed the ousted shah of Iran to travel to New York City for medical treatment,
seized the U.S. embassy in Teheran.

The Ayatollah Khomeini, Iran's political and religious leader, took over the hostage situation, refusing all
appeals to release the hostages, even after the U.N. Security Council demanded an end to the crisis in an
unanimous vote. However, two weeks after the storming of the embassy, the Ayatollah began to release
all non-U.S. captives, and all female and minority Americans, citing these groups as among the people
oppressed by the government of the United States. The remaining 52 captives remained at the mercy of
the Ayatollah for the next 14 months.

President Jimmy Carter was unable to diplomatically resolve the crisis, and on April 24, 1980, he ordered
a disastrous rescue mission in which eight U.S. military personnel were killed and no hostages rescued.

Three months later, the former shah died of cancer in Egypt, but the crisis continued. In November 1980,
Carter lost the presidential election to Republican Ronald Reagan.

Soon after, with the assistance of Algerian intermediaries, successful negotiations began between the
United States and Iran. On the day of Reagan's inauguration, the United States freed almost $8 billion in
frozen Iranian assets, and the hostages were released 444 days. The next day, Jimmy Carter flew to West
Germany to greet the Americans on their way home.

*************************Signiﬁcant Terrorist AttaCk Dates****************************

January 20, 2016
Attack at Bacha Khan University in Pakistan
On Wednesday, January 20, at least four gunmen attacked the Bacha Khan University in Charsadda,
Pakistan.
e The gunmen entered the University around 9:00 a.m. local time and opened fire, killing 22 and
wounding at least 19 others. Victims included students, guards, and faculty members.
e The attackers were wearing suicide vests, but were killed by security forces prior to detonating. A
senior leader of the Tehrik-e Taliban Pakistan (TTP) claimed responsibility for the attack

January 20, 2005
Boston, Massachusetts, United States
Radiological Bomb Plot Had Al-Qaeda Connection

Brief Description: The tip providing information of smuggled Mexican and Chinese nationals aiding in
the planning of a radiological terrorist attack in Boston, Massachusetts was dismissed; however, new
information links the aircraft used in the smuggling, to a person who owns a San Antonio flight school
used in the past by an Al-Qaeda terrorist, Abdul Hakim Murad. Type of Attack: Hoax Intended Target:
Boston, Massachusetts, United States Ultimate Target: none Killed: 0 Injured: 0 Attack Group
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Attribution (primary):Unknown Attack Group Attribution (secondary):None Attack

Group Attribution (tertiary): None External Aid: None Property Damaged: None Law
Enforcement Response: Governor Mitt Romney informed Massachusetts’ Emergency Management
Agency and other law enforcement agencies of the possible activity and suggested they remain at a
heightened state of alert. International Response: Chinese officials did not offer to verify or deny
involvement in the plot. Lessons Learned: None Terrorist Individuals Involved: None Victims: None
Resolution: Boston Mayor Thomas Menino specifically dismissed reports of a plot involving a
radiological "dirty bomb" or fuel tankers. He called on the public to remain calm amid "much
misinformation circulating." Among the 10 identified people wanted for questioning, FBI agents arrested
a Mexican national and four Chinese nationals on January 24 at an airport in San Antonio, Texas believed
to be linked with the radiological terrorist attack plot in Boston. Historical Implications: The 1985 single
engine Cessna plane owned by Hameed Afzal, the co-owner of the Alpha Tango Flying School in San
Antonio, is believed to have carried the smuggled aliens. The Alpha Tango Flying School was used by
Abdul Hakim Murad, a co-conspirator in the 1993 World Trade Center bombing and linked by US
intelligence to the Philippines-based Al-Qaeda plot to fly a bomb-filled aircraft into CIA headquarters.

Bibliography:
http://www.geostrategy-direct.com/geostrategy-direct/
http://www.cnn.com/2005/US/01/20/boston.threat/

January 20, 2004
Bacoor, Cavite province, Philippines
US businessman abducted

Brief Description: Alastair Joseph Onglingswan, a businessman from Los Angeles, was thinking of
investing in an IT venture in the Philippines when he was abducted in Manila, en route to a gym in a taxi.
His abductor posed as a taxi driver and issued a US$600,000 ransom to his family. His abduction was not
reported. Type of Attack: Kidnapping Intended Target: American citizen Ultimate Target: Alastair
Joseph Onglingswan Killed:0 Injured:0 Attack Group Attribution (primary): None Attack Group
Attribution (secondary):None Attack Group Attribution (tertiary):None External Aid: None
Property Damaged: None Law Enforcement Response: The lone kidnapper, a Hong Kong national
named George Yao, was arrested. Yao, confessing to participating in six other kidnappings, said that he
was paid by a group to care for Onglingswan. International Response: The US Embassy commented that
the resolution showed that the Philippine government could “enforce and maintain the country's internal
security...We commend the efforts of the (task force) and the Philippine national police, who worked
diligently, professionally and highly effectively not only in securing Mr. Onglingswan's rescue, but also
in apprehending a key suspect in this kidnap-for-ransom activity.” Lessons Learned: None Terrorist
Individuals Involved: George Yao Victims: Alastair Joseph Onglingswan, 35 Resolution: The
Philippine anti-kidnap forces and military intelligence agents rescued him on February 11, 2004. He had
been chained by his neck and feet for 22 days. Historical Implications: President Gloria Arroyo has
issued a hard crackdown on kidnappings in her country. Most are perpetrated by organized groups, like
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the Abu Sayyaf or the MILF, rather than lone actors. Arroyo has also lifted a moratorium
on the death penalty for convicted kidnappers.

Bibliography: http://news.yahoo.com/news

January 20, 2003
Umm al Fahm, Israel
Car bomb discovered and dismantled on Israeli border

Brief Description: Israeli border patrol spotted a suspicious car near Umm al Fahm. As they approached,
4 Palestinians escaped. Car was found to be loaded with explosives. Type of Attack: Failed attack
Intended Target: Isracli civilians Ultimate Target: Isracli government Killed: 0 Injured: 0 Attack
Group Attribution (primary): Unknown Attack Group Attribution (secondary): None Attack Group
Attribution (tertiary): None External Aid: None Property Damaged: None Law Enforcement
Response: Border Patrol spotted the car and thwarted the attack. They did, however, fail to capture any
of the 4 car bomb passengers. International Response: None Lessons Learned: None Terrorist
Individuals Involved: None Victims: None Resolution: Attack averted. Historical Implications: None
Bibliography: Explosives-laden car is seized near Umm al FahmBy Jalal Bana and Arnon Regular,
Haaretz Daily, Jan 21, 2003

http://www.haaretzdaily.com/hasen/pages/ShArt.jhtml?itemNo=254680&contrassID=2 &subContrassID
=]1&sbSubContrassID=0

Date: Jan 20, 2001 Organization: Unknown Attack Type: Bombing
Target Type: Civilian Location: Dhaka,  Casualties: Number of
Bangladesh Killed: 6 Terrorists
Injured: 50 Involved: 2

Details: At least six people were killed and some 50 others injured Saturday when a bomb exploded during a
rally of the Bangladeshi Communist Party (CPB). A second bomb detonated near the headquarters of the ruling
Awami League office, killing two men who were apparently preparing the bomb. According to the police,
there was no immediate indication the two blasts were related.

January 20, 2000

Long Island, New York

Long Island furriers vandalized

Fur stores vandalized (seven incidents): Garden City—Barbusul Furs—Store and van windows; Elwood—
Furs by Demitri—Paint and glue; Westbury—Fur Factory Outlet—Paint, glue, and vandalism; Jericho—
Furs by Franklin—Paint, glue, and electric panel smashed; Huntington—Bayshore Furriers—Logs thrown
through windows; Westbury—Two fur outlet billboards vandalized; and Cold Spring Hills—Furs of Cold
Spring Hills—windows broken.

Date: Jan 20, 1997 Organization: Unknown Attack Type: Bombing

The agencies of the MTA,
MTA Bus Company MTA Bridges and Tunnels ~ MTA Capital Construction
MTA Long Island Rail Road MTA Metro-North Railroad MTA New York City Transit



New York State Joseph P. McGrann
Metropolitan Transportation Authority Acting Chief of Police

%\enermrism Task Force

. Location: Bosnia and  Casualties:
Target Type: Businessperson

Herzegovina Killed: 1
Injured: 0

Details: A Bosnian-Croatian businessman died after he tripped a booby-trap explosive attached
to the front door of his apartment.

The agencies of the MTA,
MTA Bus Company MTA Bridges and Tunnels ~ MTA Capital Construction
MTA Long Island Rail Road MTA Metro-North Railroad MTA New York City Transit
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"' Centers for Disease
'I , D Control and Prevention

COVID-19

What's New

Print

You can also keep up with CDC updates on Coronavirus Disease 2019 by signing up for email updates, syndicating available
content, and subscribing to Coronavirus Disease 2019 RSS Feed.

EARLY RELEASE: Evaluation of Abbott BinaxNOW Rapid Antigen Test for SARS-CoV-2 Infection at Two Community-Based

Testing Sites - Pima County, Arizona, November 3-17, 2020
TUESDAY, JANUARY 19, 2021

Long-Term Care Facilities COVID-19 Vaccination
TUESDAY, JANUARY 19, 2021

COVID-19 Vaccine Communication Toolkit for Essential Workers: Getting Started
TUESDAY, JANUARY 19, 2021

COVIDTracer and COVIDTracer Advanced
TUESDAY, JANUARY 19, 2021

Winter Holidays
TUESDAY, JANUARY 19, 2021

Workplaces and Businesses
TUESDAY, JANUARY 19, 2021

Vaccines
TUESDAY, JANUARY 19, 2021

Ensuring the Safety of COVID-19 Vaccines in the United States
TUESDAY, JANUARY 19, 2021

Operational Considerations for Schools
TUESDAY, JANUARY 19, 2021

School Decision-Making Tool for Parents, Caregivers, and Guardians
TUESDAY, JANUARY 19, 2021

Alcohol and Substance Use
TUESDAY, JANUARY 19, 2021

Daily Activities and Going Out
TUESDAY, JANUARY 19, 2021

Staffing Resources
TUESDAY, JANUARY 19, 2021

Data Visualization
TUESDAY, JANUARY 19, 2021

COVID-19 Travel Recommendations by Country
TUESDAY, JANUARY 19, 2021

COVID-19 and Animals
TUESDAY, JANUARY 19, 2021

Travel
TUESDAY, JANUARY 19, 2021
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MONDAY, JANUARY 18, 2021

Cases in the U.S.
SUNDAY, JANUARY 17, 2021

Dialysis Facilities
SUNDAY, JANUARY 17, 2021

COVID-19 Vaccination Toolkits
SATURDAY, JANUARY 16, 2021

COVID-19 Vaccine Communication Toolkit for Community-Based Organizations: Getting Started
SATURDAY, JANUARY 16, 2021

EARLY RELEASE: Emergence of SARS-CoV-2 B.1.1.7 Lineage - United States, December 29, 2020-January 12, 2021
FRIDAY, JANUARY 15, 2021

COVID-19 Science Update released: Jaunary 15, 2021 Edition 72
FRIDAY, JANUARY 15, 2021

CDC Strategy for Global Response to COVID-19 (2020-2023)
FRIDAY, JANUARY 15, 2021

Requirement for Proof of Negative COVID-19 Test or Recovery from COVID-19 for All Air Passengers Arriving in the United

States
FRIDAY, JANUARY 15, 2021

Emerging SARS-CoV-2 Variants
FRIDAY, JANUARY 15, 2021

Requirement for Proof of Negative COVID-19 Test for All Air Passengers Arriving from the UK to the US
FRIDAY, JANUARY 15, 2021

New Variant of Virus that Causes COVID-19 Detected
FRIDAY, JANUARY 15, 2021

Toolkit for Childcare Programs
FRIDAY, JANUARY 15, 2021

Different COVID-19 Vaccines
FRIDAY, JANUARY 15, 2021

Healthcare Facilities That Have Implemented COVID-19 Electronic Case Reporting
FRIDAY, JANUARY 15, 2021

Frequently Asked Questions about COVID-19 Vaccination
FRIDAY, JANUARY 15, 2021

Global COVID-19
FRIDAY, JANUARY 15, 2021

COVIDView Weekly Summary
FRIDAY, JANUARY 15, 2021

Mitigation Policies and COVID-19-Associated Mortality - 37 European Countries, January 23-June 30, 2020
THURSDAY, JANUARY 14, 2021

Candida auris Outbreak in a COVID-19 Specialty Care Unit - Florida, July-August 2020
THURSDAY, JANUARY 14, 2021

Rates of COVID-19 Among Residents and Staff Members in Nursing Homes - United States, May 25-November 22, 2020
THURSDAY, JANUARY 14, 2021

Allergic Reactions Including Anaphylaxis After Receipt of the First Dose of Pfizer-BioNTech COVID-19 Vaccine - United States,

December 14-23, 2020
THURSDAY, JANUARY 14, 2021

K-12 Schools COVID-19 Mitigation Toolkit
THURSDAY, JANUARY 14, 2021

https://www.cdc.gov/coronavirus/2019-ncov/whats-new-all.html 2/46
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Participate in Outdoor and Indoor Activities
THURSDAY, JANUARY 14, 2021

Toolkit for People 15to 17
THURSDAY, JANUARY 14, 2021

Toolkit for People 18 to 24
THURSDAY, JANUARY 14, 2021

Toolkit for Summer Camps
THURSDAY, JANUARY 14, 2021

Holiday Celebrations
THURSDAY, JANUARY 14, 2021

Toolkit for People Experiencing Homelessness
THURSDAY, JANUARY 14, 2021

Toolkit for Retiremment Communities
THURSDAY, JANUARY 14, 2021

Toolkit for Tribal Communities
THURSDAY, JANUARY 14, 2021

Toolkit for Older Adults and People at Higher Risk
THURSDAY, JANUARY 14, 2021

Toolkit for Colleges and Universities
THURSDAY, JANUARY 14, 2021

Toolkit for Worker Safety & Support
THURSDAY, JANUARY 14, 2021

Toolkit for Parks & Recreational Facilities
THURSDAY, JANUARY 14, 2021

Toolkit for Youth Sports
THURSDAY, JANUARY 14, 2021

Toolkit for Shared and Congregate Housing
THURSDAY, JANUARY 14, 2021

Toolkit for K-12 Schools
THURSDAY, JANUARY 14, 2021

Toolkit for Domestic Travelers
THURSDAY, JANUARY 14, 2021

Toolkit for Community and Faith-Based Organizations
THURSDAY, JANUARY 14, 2021

Toolkit for Businesses and Workplaces
THURSDAY, JANUARY 14, 2021

RRT Composition: COVID-19 Considerations
THURSDAY, JANUARY 14, 2021

Coronavirus Disease 2019 (COVID-19)
THURSDAY, JANUARY 14, 2021

Public Service Announcements (PSAs)
THURSDAY, JANUARY 14, 2021

Frequently Asked Questions
THURSDAY, JANUARY 14, 2021

EARLY RELEASE: COVID-19 Trends Among Persons Aged 0-24 Years - United States, March 1-December 12, 2020
WEDNESDAY, JANUARY 13, 2021

CO\V/IN-19 \/arrinatinn
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WEDNESDAY, JANUARY 13, 2021

Testing and International Air Travel
WEDNESDAY, JANUARY 13, 2021

COVID-19 Information Metrics for Response Leadership's Decision Making
WEDNESDAY, JANUARY 13, 2021

Nursing Homes and Long-Term Care Facilities
WEDNESDAY, JANUARY 13, 2021

Previous COVID-19 Forecasts: Cases
WEDNESDAY, JANUARY 13, 2021

COVID-19 Forecasts: Cases
WEDNESDAY, JANUARY 13, 2021

Guidance on Integration of COVID-19 in Existing Acute Febrile lliness (AFI) Surveillance Systems
WEDNESDAY, JANUARY 13, 2021

Previous COVID-19 Forecasts: Hospitalizations
WEDNESDAY, JANUARY 13, 2021

COVID-19 Forecasts: Hospitalizations
WEDNESDAY, JANUARY 13, 2021

How to Select, Wear, and Clean Your Mask
WEDNESDAY, JANUARY 13, 2021

If You Have Pets
WEDNESDAY, JANUARY 13, 2021

Previous Forecasts of Total Deaths
WEDNESDAY, JANUARY 13, 2021

COVID-19 Forecasts: Deaths
WEDNESDAY, JANUARY 13, 2021

Retirement Communities and Independent Living
WEDNESDAY, JANUARY 13, 2021

Travel: Frequently Asked Questions and Answers
WEDNESDAY, JANUARY 13, 2021

Engaging Community Health Workers to Support Home-based care for people with COVID-19 in low-resource settings
TUESDAY, JANUARY 12, 2021

Clinical Mitigation (Non-US Settings)
TUESDAY, JANUARY 12, 2021

Toolkit for Correctional and Detention Facilities
TUESDAY, JANUARY 12, 2021

Maintaining Essential Services for Malaria in Low-Resource Countries
TUESDAY, JANUARY 12, 2021

Operational Considerations for Immunization Services during COVID-19 in Non-US Settings Focusing on Low-Middle Income

Countries
TUESDAY, JANUARY 12, 2021

Markets: Operational considerations for COVID-19 mitigation measures in low resource settings
TUESDAY, JANUARY 12, 2021

Crew Disembarkations through Commercial Travel
TUESDAY, JANUARY 12, 2021

How to Wear Masks
TUESDAY, JANUARY 12, 2021

K-12 Schools and Childcare Programs
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TUESDAY, JANUARY 12, 2021

COVID-19 Rapid Assessment of Point of Entry Capacity (RAPC)
MONDAY, JANUARY 11, 2021

COVID-19 Vaccine FAQs in Correctional and Detention Centers
MONDAY, JANUARY 11, 2021

What to Expect after Getting a COVID-19 Vaccine
MONDAY, JANUARY 11, 2021

Importance of COVID-19 Vaccination for Residents of Long-term Care Facilities
MONDAY, JANUARY 11, 2021

Migration and Border Health
MONDAY, JANUARY 11, 2021

Frequently Asked Questions about Coronavirus (COVID-19) for Laboratories
MONDAY, JANUARY 11, 2021

Correctional and Detention Facilities
MONDAY, JANUARY 11, 2021

Health Departments
MONDAY, JANUARY 11, 2021

COVID-19 Science Update released: Jaunary 8, 2021 Edition 71
SATURDAY, JANUARY 09, 2021

Contact Tracing
FRIDAY, JANUARY 08, 2021

When Vaccine is Limited, Who Gets Vaccinated First?
FRIDAY, JANUARY 08, 2021

Providing Spiritual and Psychosocial Support to People with COVID-19 at Home (Non-US Settings)
FRIDAY, JANUARY 08, 2021

How to Make 0.1% Chlorine Solution to Disinfect Surfaces in Healthcare Settings
FRIDAY, JANUARY 08, 2021

How to mitigate COVID-19 transmission in densely populated areas globally
FRIDAY, JANUARY 08, 2021

Handwashing
FRIDAY, JANUARY 08, 2021

Guidance for U.S. Centers for Disease Control and Prevention Staff for the Establishment and Management of Public Health

Rapid Response Teams for Disease Outbreaks: COVID-19 Disease Supplement Infographic
FRIDAY, JANUARY 08, 2021

Considerations for Events and Gatherings
FRIDAY, JANUARY 08, 2021

Operating schools during COVID-19: CDC's Considerations
FRIDAY, JANUARY 08, 2021

Participation in Fraternity and Sorority Activities and the Spread of COVID-19 Among Residential University Communities -

Arkansas, August 21-September 5, 2020
THURSDAY, JANUARY 07, 2021

Opening of Large Institutions of Higher Education and County-Level COVID-19 Incidence - United States, July 6-September 17,

2020
THURSDAY, JANUARY 07, 2021

Assessment of Day-7 Postexposure Testing of Asymptomatic Contacts of COVID-19 Patients to Evaluate Early Release from

Quarantine - Vermont, May-November 2020
THURSDAY, JANUARY 07, 2021
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Time from Start of Quarantine to SARS-CoV-2 Positive Test Among Quarantined College and University Athletes - 17 States,

June-October 2020
THURSDAY, JANUARY 07, 2021

Improving Ventilation in Your Home
THURSDAY, JANUARY 07, 2021

COVID-19 Vaccinations
THURSDAY, JANUARY 07, 2021

Vaccination Considerations for People who are Pregnant or Breastfeeding
THURSDAY, JANUARY 07, 2021

HHS Announces $22 Billion in Funding to Support Expanded Testing, Vaccination Distribution
THURSDAY, JANUARY 07, 2021

At-Home Testing
THURSDAY, JANUARY 07, 2021

What to Expect at Your Appointment to Get Vaccinated for COVID-19
THURSDAY, JANUARY 07, 2021

Considerations for Use of SARS-CoV-2 Antigen Testing in Nursing Homes
THURSDAY, JANUARY 07, 2021

Providing Care and Treatment for People Living with HIV in Low-Resource Non-US Settings During COVID-19 Pandemic
THURSDAY, JANUARY 07, 2021

Community Mitigation (Non-US Settings)
THURSDAY, JANUARY 07, 2021

Isolate If You Are Sick
THURSDAY, JANUARY 07, 2021

Testing Guidelines for Nursing Homes
THURSDAY, JANUARY 07, 2021

Prevent Getting Sick
THURSDAY, JANUARY 07, 2021

Cases, Data, and Surveillance
THURSDAY, JANUARY 07, 2021

Clinical Questions about COVID-19: Questions and Answers
THURSDAY, JANUARY 07, 2021

CDC Media Telebriefing: Update on COVID-19
WEDNESDAY, JANUARY 06, 2021

Resources for Teachers and Staff
WEDNESDAY, JANUARY 06, 2021

Returning to Work
WEDNESDAY, JANUARY 06, 2021

Toolkit for People with Disabilities
WEDNESDAY, JANUARY 06, 2021

Personal and Social Activities
WEDNESDAY, JANUARY 06, 2021

COVID-19 Rapid Response Team Guidance
WEDNESDAY, JANUARY 06, 2021

Guidance for Administrators in Parks and Recreational Facilities
WEDNESDAY, JANUARY 06, 2021

Interim Laboratory Biosafety Guidelines for Handling and Processing Specimens Associated with Coronavirus Disease 2019
(COVID-19)
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WEDNESDAY, JANUARY 06, 2021

Interim Guidelines for Collecting, Handling, and Testing Clinical Specimens for COVID-19
WEDNESDAY, JANUARY 06, 2021

Understanding Viral Vector COVID-19 Vaccines
TUESDAY, JANUARY 05, 2021

Things to Know about the COVID-19 Pandemic
TUESDAY, JANUARY 05, 2021

8 Things to Know about Vaccine Planning
TUESDAY, JANUARY 05, 2021

Considerations for Owners and Operators of Multifamily Housing Including Populations at Increased Risk for Complications

fromm COVID-19
TUESDAY, JANUARY 05, 2021

Federal Register Notice: Temporary Halt in Residential Evictions to Prevent the Further Spread of COVID-19
TUESDAY, JANUARY 05, 2021

Contact Tracing
TUESDAY, JANUARY 05, 2021

FAQs for Wildland Firefighters
TUESDAY, JANUARY 05, 2021

How to Report COVID-19 Laboratory Data
TUESDAY, JANUARY 05, 2021

Reopening Guidance for Cleaning and Disinfecting Public Spaces, Workplaces, Businesses, Schools, and Homes
TUESDAY, JANUARY 05, 2021

Cleaning and Disinfecting Your Facility
TUESDAY, JANUARY 05, 2021

Event Planning and COVID-19: Questions and Answers
TUESDAY, JANUARY 05, 2021

Cleaning And Disinfecting Your Home
TUESDAY, JANUARY 05, 2021

Schools and Childcare Programs
TUESDAY, JANUARY 05, 2021

Construction COVID-19 Checklists for Employers and Employees
MONDAY, JANUARY 04, 2021

Prioritizing Case Investigations and Contact Tracing for COVID-19 in High Burden Jurisdictions
MONDAY, JANUARY 04, 2021

Strategies for Protecting K-12 School Staff from COVID-19
MONDAY, JANUARY 04, 2021

COVID-19 Employer Information for Office Buildings
MONDAY, JANUARY 04, 2021

Interim Guidance on Developing a COVID-19 Case Investigation & Contact Tracing Plan: Overview
MONDAY, JANUARY 04, 2021

Suggestions for Youth and Summer Camps
MONDAY, JANUARY 04, 2021

What Rideshare, Taxi, Limo, and other Passenger Drivers-for-Hire Need to Know about COVID-19
MONDAY, JANUARY 04, 2021

COVID-19 Employer Information for Rail Transit Operators
MONDAY, JANUARY 04, 2021

People at Increased Risk
MONDAY, JANUARY 04, 2021
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After You Travel
MONDAY, JANUARY 04, 2021

Considerations for Election Polling Locations and Voters
MONDAY, JANUARY 04, 2021

Interim Guidance for Businesses and Employers Responding to Coronavirus Disease 2019 (COVID-19), May 2020
MONDAY, JANUARY 04, 2021

Information about the Moderna COVID-19 Vaccine
FRIDAY, JANUARY 01, 2021

Information about the Pfizer-BioNTech COVID-19 Vaccine
FRIDAY, JANUARY 01, 2021

Impact of COVID-19 Pandemic on Global Poliovirus Surveillance
THURSDAY, DECEMBER 31, 2020

COVID-19 Stats: COVID-19 Incidence, by Age Group - United States, March 1-November 14, 2020
THURSDAY, DECEMBER 31, 2020

Performance of an Antigen-Based Test for Asymptomatic and Symptomatic SARS-CoV-2 Testing at Two University Campuses -

Wisconsin, September-October 2020
THURSDAY, DECEMBER 31, 2020

Implications of Shortened Quarantine Among Household Contacts of Index Patients with Confirmed SARS-CoV-2 Infection -

Tennessee and Wisconsin, April-September 2020
THURSDAY, DECEMBER 31, 2020

The Advisory Committee on Immunization Practices' Updated Interim Recommendation for Allocation of COVID-19 Vaccine -

United States, December 2020
THURSDAY, DECEMBER 31, 2020

The Advisory Committee on Immunization Practices' Interim Recommendation for Use of Moderna COVID-19 Vaccine - United

States, December 2020
THURSDAY, DECEMBER 31, 2020

Raising Defenses against the COVID-19 "Tsunami"
THURSDAY, DECEMBER 31, 2020

COVID-19 Vaccines and Severe Allergic Reactions
THURSDAY, DECEMBER 31, 2020

Playing Sports
THURSDAY, DECEMBER 31, 2020

Considerations for Non-emergency Vehicle Transportation for Tribal Communities During COVID-19
THURSDAY, DECEMBER 31, 2020

Living in or Visiting Retirement Communities or Independent Living Facilities
THURSDAY, DECEMBER 31, 2020

Considerations for Retirement Communities and Independent Living Facilities
THURSDAY, DECEMBER 31, 2020

Youth Sports Program FAQs
THURSDAY, DECEMBER 31, 2020

Food and Coronavirus Disease 2019 (COVID-19)
THURSDAY, DECEMBER 31, 2020

Considerations for Casinos and Gaming Operations
THURSDAY, DECEMBER 31, 2020

Considerations for Community-Based Organizations
THURSDAY, DECEMBER 31, 2020

COVID-19 in Newly Resettled Refugee Populations
THURSDAY, DECEMBER 31, 2020
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Help Children Learn at Home
THURSDAY, DECEMBER 31, 2020

Considerations for Institutes of Higher Education
THURSDAY, DECEMBER 31, 2020

Considerations for Youth Sports
THURSDAY, DECEMBER 31, 2020

Considerations for Public Pools, Hot Tubs, and Water Playgrounds During COVID-19
THURSDAY, DECEMBER 31, 2020

COVID-19 Guidance for Shared or Congregate Housing
THURSDAY, DECEMBER 31, 2020

COVID-19 Employer Information for Bus Transit Operators
THURSDAY, DECEMBER 31, 2020

Running Essential Errands
THURSDAY, DECEMBER 31, 2020

Guidance for Child Care Programs that Remain Open
THURSDAY, DECEMBER 31, 2020

Interim Guidance on Management of Coronavirus Disease 2019 (COVID-19) in Correctional and Detention Facilities
THURSDAY, DECEMBER 31, 2020

What To Do if You Are Sick
THURSDAY, DECEMBER 31, 2020

Caring for Someone Sick at Home
THURSDAY, DECEMBER 31, 2020

How to Protect Yourself & Others
THURSDAY, DECEMBER 31, 2020

Interim Guidance for Case Investigation and Contact Tracing in K-12 Schools
WEDNESDAY, DECEMBER 30, 2020

Guidance for SARS-CoV-2 Point-of-Care Testing
WEDNESDAY, DECEMBER 30, 2020

How CDC Is Making COVID-19 Vaccine Recommendations
WEDNESDAY, DECEMBER 30, 2020

Considerations for Traveling Amusement Parks and Carnivals
WEDNESDAY, DECEMBER 30, 2020

Considerations for Public Beaches
WEDNESDAY, DECEMBER 30, 2020

Support For Teens and Young Adults
WEDNESDAY, DECEMBER 30, 2020

Considerations for Communities of Faith
WEDNESDAY, DECEMBER 30, 2020

Shared and Congregate Housing
WEDNESDAY, DECEMBER 30, 2020

General Business Frequently Asked Questions
WEDNESDAY, DECEMBER 30, 2020

Information for Pediatric Healthcare Providers
WEDNESDAY, DECEMBER 30, 2020

Science Briefs
TUESDAY, DECEMBER 29, 2020

COVID-19 Vaccination Considerations for Persons with Underlying Medical Conditions
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TUESDAY, DECEMBER 29, 2020

Implications of the Emerging SARS-CoV-2 Variant VUI 202012/01
TUESDAY, DECEMBER 29, 2020

Toolkit for Clinicians
TUESDAY, DECEMBER 29, 2020

10 Things Healthcare Professionals Need to Know about U.S. COVID-19 Vaccination Plans
TUESDAY, DECEMBER 29, 2020

COVID-19 Published Science and Research
TUESDAY, DECEMBER 29, 2020

Summary for Healthcare Facilities: Strategies for Optimizing the Supply of PPE during Shortages
TUESDAY, DECEMBER 29, 2020

People with Certain Medical Conditions
TUESDAY, DECEMBER 29, 2020

Support for Veterans
TUESDAY, DECEMBER 29, 2020

Summary for Healthcare Facilities: Strategies for Optimizing the Supply of N95 Respirators during the COVID-19 Response
TUESDAY, DECEMBER 29, 2020

SARS-CoV-2 Viral Culturing at CDC
TUESDAY, DECEMBER 29, 2020

Colleges, Universities, and Higher Learning
TUESDAY, DECEMBER 29, 2020

Social Media Toolkit: COVID-19 & Mental Health
MONDAY, DECEMBER 28, 2020

The Importance of COVID-19 Vaccination for Healthcare Personnel
MONDAY, DECEMBER 28, 2020

Coronavirus Self-Checker
MONDAY, DECEMBER 28, 2020

COVID-19 Parental Resources Kit - Young Adulthood
MONDAY, DECEMBER 28, 2020

COVID-19 Parental Resources Kit - Adolescence
MONDAY, DECEMBER 28, 2020

COVID-19 Parental Resources Kit
MONDAY, DECEMBER 28, 2020

National Wastewater Surveillance System (NWSS)
MONDAY, DECEMBER 28, 2020

COVID-19 Questions and Answers: For People Who Use Drugs or Have Substance Use Disorder
MONDAY, DECEMBER 28, 2020

What Construction Workers Need to Know about COVID-19
MONDAY, DECEMBER 28, 2020

Funeral Guidance for Individuals and Families
MONDAY, DECEMBER 28, 2020

Training for Healthcare Professionals
MONDAY, DECEMBER 28, 2020

If You Are Pregnant, Breastfeeding, or Caring for Young Children
MONDAY, DECEMBER 28, 2020

Information for Healthcare Professionals about Coronavirus (COVID-19)
MONDAY, DECEMBER 28, 2020
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Federal Coordination and Partnering for Wastewater Surveillance
SATURDAY, DECEMBER 26, 2020

For Specific Industries and Occupations
WEDNESDAY, DECEMBER 23, 2020

Employees: How to Cope with Job Stress and Build Resilience During the COVID-19 Pandemic
WEDNESDAY, DECEMBER 23, 2020

Strategies for Optimizing the Supply of Disposable Medical Gloves
WEDNESDAY, DECEMBER 23, 2020

Communication Resources for Travelers
WEDNESDAY, DECEMBER 23, 2020

COVID-19 Science Update released: December 22, 2020 Edition 70
TUESDAY, DECEMBER 22, 2020

COVID-19 Science Update released: August 4, 2020 Edition 36
TUESDAY, DECEMBER 22, 2020

Communication Toolkit
TUESDAY, DECEMBER 22, 2020

Other People Who Need Extra Precautions
TUESDAY, DECEMBER 22, 2020

Symptoms of Coronavirus
TUESDAY, DECEMBER 22, 2020

Strategies for Optimizing the Supply of Eye Protection
TUESDAY, DECEMBER 22, 2020

Ventilation
MONDAY, DECEMBER 21, 2020

Interim SARS-CoV-2 Testing Guidelines for Patients in Outpatient Hemodialysis Facilities
MONDAY, DECEMBER 21, 2020

Cleaning and Disinfecting
MONDAY, DECEMBER 21, 2020

Use of Masks to Help Slow the Spread of COVID-19
MONDAY, DECEMBER 21, 2020

COVID-19 Vaccination for People Experiencing Homelessness: Frequently Asked Questions
FRIDAY, DECEMBER 18, 2020

Understanding mRNA COVID-19 Vaccines
FRIDAY, DECEMBER 18, 2020

COVID-19 in Children and Teens
FRIDAY, DECEMBER 18, 2020

Guidance for K-12 School Administrators on the Use of Masks in Schools
FRIDAY, DECEMBER 18, 2020

Operational Considerations for Infection Prevention and Control in Outpatient Facilities: non-U.S. Healthcare Settings
FRIDAY, DECEMBER 18, 2020

Considerations for Wearing Masks
FRIDAY, DECEMBER 18, 2020

Testing
FRIDAY, DECEMBER 18, 2020

Standard Operating Procedure (SOP) for Triage of Suspected COVID-19 Patients in non-US Healthcare Settings: Early

Identification and Prevention of Transmission during Triage
FRIDAY, DECEMBER 18, 2020
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Telehealth Practice Among Health Centers During the COVID-19 Pandemic - United States, July 11-17, 2020
THURSDAY, DECEMBER 17, 2020

Health Center Testing for SARS-CoV-2 During the COVID-19 Pandemic - United States, June 5-October 2, 2020
THURSDAY, DECEMBER 17, 2020

Factors Associated with Positive SARS-CoV-2 Test Results in Outpatient Health Facilities and Emergency Departments Among

Children and Adolescents Aged <18 Years - Mississippi, September-November 2020
THURSDAY, DECEMBER 17, 2020

The Advisory Committee on Immunization Practices' Interim Recommendation for Use of Pfizer-BioNTech COVID-19 Vaccine -

United States, December 2020
THURSDAY, DECEMBER 17, 2020

Estimated Resource Costs for Implementation of CDC's Recommended COVID-19 Mitigation Strategies in Pre-Kindergarten

through Grade 12 Public Schools - United States, 2020-21 School Year
THURSDAY, DECEMBER 17, 2020

Essential Services and Critical Infrastructure
THURSDAY, DECEMBER 17, 2020

COVID-19 Webinar and Partner Calls Videos
THURSDAY, DECEMBER 17, 2020

Businesses and Workplaces
THURSDAY, DECEMBER 17, 2020

Interim Guidance for Rapid Antigen Testing for SARS-CoV-2
WEDNESDAY, DECEMBER 16, 2020

CDC's Diagnostic Multiplex Assay for Flu and COVID-19 and Supplies
WEDNESDAY, DECEMBER 16, 2020

Interim Considerations for Institutions of Higher Education Administrators for SARS-CoV-2 Testing
WEDNESDAY, DECEMBER 16, 2020

Healthcare Personnel and First Responders: How to Cope with Stress and Build Resilience During the COVID-19 Pandemic
WEDNESDAY, DECEMBER 16, 2020

People with Developmental and Behavioral Disorders
WEDNESDAY, DECEMBER 16, 2020

Guidance for Direct Service Providers
WEDNESDAY, DECEMBER 16, 2020

Contact Tracing for COVID-19
WEDNESDAY, DECEMBER 16, 2020

Publications about COVID-19 for Laboratories
WEDNESDAY, DECEMBER 16, 2020

Considerations for Restaurants and Bars
WEDNESDAY, DECEMBER 16, 2020

Stress and Coping
WEDNESDAY, DECEMBER 16, 2020

If You Are Immunocompromised, Protect Yourself From COVID-19
WEDNESDAY, DECEMBER 16, 2020

Youth Experiencing Homelessness
WEDNESDAY, DECEMBER 16, 2020

Checklist for Older Adults
WEDNESDAY, DECEMBER 16, 2020

COVID-19 Science Update released: December 15, 2020
TUESDAY, DECEMBER 15, 2020
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Air Travel Toolkit for Airline Partners
TUESDAY, DECEMBER 15, 2020

Road Travel Toolkit for Transportation Partners
TUESDAY, DECEMBER 15, 2020

Care for Yourself
MONDAY, DECEMBER 14, 2020

Resources for Community Health Workers, Community Health Representatives, and Promotores de la Salud
MONDAY, DECEMBER 14, 2020

Screening K-12 Students for Symptoms of COVID-19: Limitations and Considerations
MONDAY, DECEMBER 14, 2020

Recommendations for Tribal Ceremonies and Gatherings During the COVID-19 Outbreak
MONDAY, DECEMBER 14, 2020

Interim Guidance on Testing Healthcare Personnel for SARS-CoV-2
MONDAY, DECEMBER 14, 2020

Interim Infection Prevention and Control Recommendations for Healthcare Personnel During the Coronavirus Disease 2019

(COVID-19) Pandemic
MONDAY, DECEMBER 14, 2020

Infection Prevention and Control Assessment Tool for Nursing Homes Preparing for COVID-19
MONDAY, DECEMBER 14, 2020

Pets and Other Animals
MONDAY, DECEMBER 14, 2020

Strategies to Mitigate Healthcare Personnel Staffing Shortages
MONDAY, DECEMBER 14, 2020

Media Statement from CDC Director Robert R. Redfield on Signing the Advisory Committee on Immunization Practices’

recommendation to use Pfizer's COVID-19 vaccine in people 16 and older
SUNDAY, DECEMBER 13, 2020

Post Vaccine Considerations for Healthcare Personnel
SUNDAY, DECEMBER 13, 2020

Post Vaccine Considerations for Residents
SUNDAY, DECEMBER 13, 2020

Older Adults
SUNDAY, DECEMBER 13, 2020

What In-home Social Service Providers and Clients Need to Know about COVID-19
FRIDAY, DECEMBER 11, 2020

Back to School Planning: Checklists to Guide Parents, Guardians, and Caregivers
FRIDAY, DECEMBER 11, 2020

COVID-19 Contact Tracing Communications Toolkit for Health Departments
FRIDAY, DECEMBER 11, 2020

Contact Tracing Resources for Health Departments
FRIDAY, DECEMBER 11, 2020

Print Resources
FRIDAY, DECEMBER 11, 2020

Coping with Stress
FRIDAY, DECEMBER 11, 2020

COVID-19 Mortality Among American Indian and Alaska Native Persons - 14 States, January-june 2020
THURSDAY, DECEMBER 10, 2020
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Racial and Ethnic Differences in Parental Attitudes and Concerns About School Reopening During the COVID-19 Pandemic -

United States, July 2020
THURSDAY, DECEMBER 10, 2020

Trends in U.S. Emergency Department Visits Related to Suspected or Confirmed Child Abuse and Neglect Among Children and

Adolescents Aged <18 Years Before and During the COVID-19 Pandemic - United States, January 2019-September 2020
THURSDAY, DECEMBER 10, 2020

Implementing Mitigation Strategies in Early Care and Education Settings for Prevention of SARS-CoV-2 Transmission - Eight

States, September-October 2020
THURSDAY, DECEMBER 10, 2020

Summary of Guidance for Public Health Strategies to Address High Levels of Community Transmission of SARS-CoV-2 and

Related Deaths, December 2020
THURSDAY, DECEMBER 10, 2020

The Advisory Committee on Immunization Practices Interim Recommendation for Allocating Initial Supplies of COVID-19

Vaccine - United States, 2020
THURSDAY, DECEMBER 10, 2020

COVID-19 Racial and Ethnic Health Disparities
THURSDAY, DECEMBER 10, 2020

Social Media Toolkit: Holidays
THURSDAY, DECEMBER 10, 2020

Health Equity
THURSDAY, DECEMBER 10, 2020

When to Quarantine
THURSDAY, DECEMBER 10, 2020

Social Media Toolkit
THURSDAY, DECEMBER 10, 2020

Monitoring and Evaluating Mitigation Strategies in Child Care, K-12 Schools, and Institutions of Higher Education
WEDNESDAY, DECEMBER 09, 2020

Operational Considerations for Adapting a Contact Tracing Program to Respond to the COVID-19 Pandemic
WEDNESDAY, DECEMBER 09, 2020

Special Populations Data in the U.S.
WEDNESDAY, DECEMBER 09, 2020

CDC's Diagnostic Test for COVID-19 Only and Supplies
WEDNESDAY, DECEMBER 09, 2020

FAQs for Correctional and Detention Facilities
WEDNESDAY, DECEMBER 09, 2020

COVID-19 Science Update released: December 8, 2020
TUESDAY, DECEMBER 08, 2020

Treatments Your Healthcare Provider Might Recommend for Severe lliness
TUESDAY, DECEMBER 08, 2020

Considerations for Food Pantries and Food Distribution Sites
TUESDAY, DECEMBER 08, 2020

Know When to Delay your Travel to Avoid Spreading COVID-19
TUESDAY, DECEMBER 08, 2020

Evaluation and Management Considerations for Neonates At Risk for COVID-19
TUESDAY, DECEMBER 08, 2020

Interim Clinical Guidance for Management of Patients with Confirmed Coronavirus Disease (COVID-19)
TUESDAY, DECEMBER 08, 2020
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Developing a Framework for Assessing and Managing Individual-Level Risk of Coronavirus Disease 2019 (COVID-19) Exposure

in Mobile Populations
MONDAY, DECEMBER 07, 2020

Notification of Exposure: A Contact Tracer's Guide for COVID-19
MONDAY, DECEMBER 07, 2020

COVID-19 Testing Overview
MONDAY, DECEMBER 07, 2020

Kalagayan ng Crew sa Barko sa Panahon ng COVID-19
FRIDAY, DECEMBER 04, 2020

Beme-estar da tripulacdo do navio durante o coronavirus (COVID-19)
FRIDAY, DECEMBER 04, 2020

Ship Crew Well-Being During COVID-19
FRIDAY, DECEMBER 04, 2020

COVID-19 Case Investigation and Contact Tracing among Refugee, Immigrant, and Migrant (RIM) Populations: Important

Considerations for Health Departments
FRIDAY, DECEMBER 04, 2020

Interim Considerations for K-12 School Administrators for SARS-CoV-2 Testing
FRIDAY, DECEMBER 04, 2020

Guidance for Dental Settings
FRIDAY, DECEMBER 04, 2020

Information for Clinicians on Therapeutic Options for COVID-19 Patients
FRIDAY, DECEMBER 04, 2020

Disproportionate Incidence of COVID-19 Infection, Hospitalizations, and Deaths Among Persons Identifying as Hispanic or

Latino - Denver, Colorado March-October 2020
THURSDAY, DECEMBER 03, 2020

Multidisciplinary Community-Based Investigation of a COVID-19 Outbreak Among Marshallese and Hispanic/Latino

Communities - Benton and Washington Counties, Arkansas, March 2020-June 2020
THURSDAY, DECEMBER 03, 2020

Increase in Hospital-Acquired Carbapenem-Resistant Acinetobacter baumannii Infection and Colonization in an Acute Care

Hospital During a Surge in COVID-19 Admissions - New Jersey, February-july 2020
THURSDAY, DECEMBER 03, 2020

Information for School Nurses and Other Healthcare Personnel (HCP) Working in Schools and Child Care Settings
THURSDAY, DECEMBER 03, 2020

Contact Tracing by Community Health Workers in Low-Resource, Non-US Settings
THURSDAY, DECEMBER 03, 2020

Know Your Travel Risk
THURSDAY, DECEMBER 03, 2020

Interim Considerations for SARS-CoV-2 Testing in Correctional and Detention Facilities
THURSDAY, DECEMBER 03, 2020

Testing Strategy for Coronavirus (COVID-19) in High-Density Critical Infrastructure Workplaces after a COVID-19 Case Is

Identified
THURSDAY, DECEMBER 03, 2020

Toolkit: One Health Approach to Address Companion Animals with SARS-CoV-2
THURSDAY, DECEMBER 03, 2020

Scaling Up Staffing Roles in Case Investigation and Contact Tracing
THURSDAY, DECEMBER 03, 2020

COVID-19 Critical Infrastructure Sector Response Planning
THURSDAY, DECEMBER 03, 2020
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Care for Breastfeeding Women
THURSDAY, DECEMBER 03, 2020

FAQs for Law Enforcement Agencies and Personnel
THURSDAY, DECEMBER 03, 2020

Case Investigation and Contact Tracing : Part of a Multipronged Approach to Fight the COVID-19 Pandemic
THURSDAY, DECEMBER 03, 2020

Public Health Guidance for Community-Related Exposure
THURSDAY, DECEMBER 03, 2020

Discontinuation of Isolation for Persons with COVID -19 Not in Healthcare Settings
THURSDAY, DECEMBER 03, 2020

Transcript for CDC Telebriefing on the COVID-19 Outbreak
WEDNESDAY, DECEMBER 02, 2020

Options to Reduce Quarantine for Contacts of Persons with SARS-CoV-2 Infection Using Symptom Monitoring and Diagnostic

Testing
WEDNESDAY, DECEMBER 02, 2020

Travel during the COVID-19 Pandemic
WEDNESDAY, DECEMBER 02, 2020

Collection and Submission of Postmortem Specimens from Deceased Persons with Known or Suspected COVID-19
WEDNESDAY, DECEMBER 02, 2020

COVID-19 Science Update released: December 1, 2020
TUESDAY, DECEMBER 01, 2020

Southern Border Toolkit for Partners
TUESDAY, DECEMBER 01, 2020

Guidance for Health Departments about COVID-19 Testing in the Community
TUESDAY, DECEMBER 01, 2020

COVID-19 One-Stop Shop Toolkits
TUESDAY, DECEMBER 01, 2020

Commercial Laboratory Seroprevalence Survey Data
TUESDAY, DECEMBER 01, 2020

When You Can be Around Others After You Had or Likely Had COVID-19
TUESDAY, DECEMBER 01, 2020

Laboratory Capacity
TUESDAY, DECEMBER 01, 2020

Considerations for Inpatient Obstetric Healthcare Settings
TUESDAY, DECEMBER 01, 2020

What Long-Haul Truck Driver Employers Need to Know about COVID-19
MONDAY, NOVEMBER 30, 2020

What Long-Haul Truck Driver Employees Need to Know about COVID-19
MONDAY, NOVEMBER 30, 2020

Wear Face Masks on Public Transportation Conveyances and at Transportation Hubs
MONDAY, NOVEMBER 30, 2020

COVID-19 Hospitalization and Death by Race/Ethnicity
MONDAY, NOVEMBER 30, 2020

COVID-19 Contact Tracing Training
MONDAY, NOVEMBER 30, 2020

Assessing Risk Factors for Severe COVID-19 lliness
MONDAY, NOVEMBER 30, 2020
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Household Checklist
MONDAY, NOVEMBER 30, 2020

Cases & Deaths by County
SUNDAY, NOVEMBER 29, 2020

Protect Yourself When Using Transportation
FRIDAY, NOVEMBER 27, 2020

How to Make Masks
FRIDAY, NOVEMBER 27, 2020

SURVEILLANCE SUMMARIES: Abortion Surveillance - United States, 2018
WEDNESDAY, NOVEMBER 25, 2020

QuickStats: Percentage of Adults Aged >20 Years Who Had Chronic Pain, by Veteran Status and Age Group - National Health

Interview Survey, United States, 2019
WEDNESDAY, NOVEMBER 25, 2020

Prevalence and Trends in Cigarette Smoking Among Adults with Epilepsy - United States, 2010-2017
WEDNESDAY, NOVEMBER 25, 2020

Timing of Introduction of Complementary Foods - United States, 2016-2018
WEDNESDAY, NOVEMBER 25, 2020

Implementation of Hospital Practices Supportive of Breastfeeding in the Context of COVID-19 - United States, July 15-August

20, 2020
WEDNESDAY, NOVEMBER 25, 2020

Decline in SARS-CoV-2 Antibodies After Mild Infection Among Frontline Health Care Personnel in a Multistate Hospital Network

- 12 States, April-August 2020
WEDNESDAY, NOVEMBER 25, 2020

Sexual Violence in the Media: An Exploration of Traditional Print Media Reporting in the United States, 2014-2017
WEDNESDAY, NOVEMBER 25, 2020

The Advisory Committee on Immunization Practices' Ethical Principles for Allocating Initial Supplies of COVID-19 Vaccine -

United States, 2020
WEDNESDAY, NOVEMBER 25, 2020

Trends in County-Level COVID-19 Incidence in Counties With and Without a Mask Mandate - Kansas, June 1-August 23, 2020
WEDNESDAY, NOVEMBER 25, 2020

COVID-19 Outbreak Associated with a 10-Day Motorcycle Rally in a Neighboring State - Minnesota, August-September 2020
WEDNESDAY, NOVEMBER 25, 2020

How to Select and Use Hand Sanitizer
WEDNESDAY, NOVEMBER 25, 2020

About CDC COVID-19 Data
WEDNESDAY, NOVEMBER 25, 2020

Preparedness Tools for Healthcare Professionals and Facilities Responding to Coronavirus (COVID-19)
WEDNESDAY, NOVEMBER 25, 2020

Know Your Travel Risk - Lodging Infographic
TUESDAY, NOVEMBER 24, 2020

Know Your Travel Risk - Camping Infographic
TUESDAY, NOVEMBER 24, 2020

Know Your Travel Risk - Food During Travel Infographic
TUESDAY, NOVEMBER 24, 2020

Know Your Travel Risk - Transportation Infographic
TUESDAY, NOVEMBER 24, 2020

COVID-19 Science Update released: November 24, 2020
TUESDAY, NOVEMBER 24, 2020
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Prioritizing COVID-19 Contact Tracing Mathematical Modeling Methods and Findings
MONDAY, NOVEMBER 23, 2020

Benefits of Getting a COVID-19 Vaccine
MONDAY, NOVEMBER 23, 2020

Targeted Wastewater Surveillance at Facilities, Institutions, and Workplaces
MONDAY, NOVEMBER 23, 2020

Developing a Wastewater Surveillance Sampling Strategy
MONDAY, NOVEMBER 23, 2020

Wastewater Surveillance Testing Methods
MONDAY, NOVEMBER 23, 2020

Wastewater Surveillance Data Reporting & Analytics
MONDAY, NOVEMBER 23, 2020

Public Health Interpretation and Use of Wastewater Surveillance Data
MONDAY, NOVEMBER 23, 2020

State Public Health Veterinarians and Animal Health Officials
MONDAY, NOVEMBER 23, 2020

Investigating a COVID-19 Case
MONDAY, NOVEMBER 23, 2020

Community Mitigation
MONDAY, NOVEMBER 23, 2020

CDC's role in helping cruise ship travelers during the COVID-19 pandemic
MONDAY, NOVEMBER 23, 2020

Travelers Returning from Cruise Ship and River Cruise Voyages
MONDAY, NOVEMBER 23, 2020

Strategies for Optimizing the Supply of Facemasks
MONDAY, NOVEMBER 23, 2020

Strategies for Optimizing Supply of N95 Respirators
MONDAY, NOVEMBER 23, 2020

How CDC Determines the Level of a Country’s COVID-19 Travel Health Notice
SATURDAY, NOVEMBER 21, 2020

Frequently Asked Questions about Remote TelelCAR Assessments
FRIDAY, NOVEMBER 20, 2020

COVID-19 Pandemic Complicates Other Disasters
FRIDAY, NOVEMBER 20, 2020

Scientific Brief: Community Use of Cloth Masks to Control the Spread of SARS-CoV-2
FRIDAY, NOVEMBER 20, 2020

Maintaining Essential Health Services During COVID-19 in Low Resource, Non-U.S. Settings
FRIDAY, NOVEMBER 20, 2020

COVID-19 Communication Plan for Select Non-healthcare Critical Infrastructure Employers
FRIDAY, NOVEMBER 20, 2020

Preparing for COVID-19 in Nursing Homes
FRIDAY, NOVEMBER 20, 2020

Responder Stories
FRIDAY, NOVEMBER 20, 2020

Operational Considerations for Containing COVID-19 in non-US Healthcare Settings
FRIDAY, NOVEMBER 20, 2020

People with Moderate to Severe Asthma
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FRIDAY, NOVEMBER 20, 2020

If You Are Sick or Caring for Someone
FRIDAY, NOVEMBER 20, 2020

Transcript for CDC Telebriefing on the COVID-19 Outbreak
THURSDAY, NOVEMBER 19, 2020

COVID-19-Stats: COVID-19 Incidence, by Urban-Rural Classification - United States, January 22-October 31, 2020
THURSDAY, NOVEMBER 19, 2020

Characterization of COVID-19 in Assisted Living Facilities - 39 States, October 2020
THURSDAY, NOVEMBER 19, 2020

COVID-19 Outbreak - New York City, February 29-June 1, 2020
THURSDAY, NOVEMBER 19, 2020

Implementation of a Pooled Surveillance Testing Program for Asymptomatic SARS-CoV-2 Infections on a College Campus -

Duke University, Durham, North Carolina, August 2-October 11, 2020
THURSDAY, NOVEMBER 19, 2020

Travel Planner
THURSDAY, NOVEMBER 19, 2020

Cleaning, Disinfection, and Hand Hygiene in Schools - a Toolkit for School Administrators
THURSDAY, NOVEMBER 19, 2020

Operational Considerations for Personal Protective Equipment in the Context of Global Supply Shortages for Coronavirus

Disease 2019 (COVID-19) Pandemic: non-US Healthcare Settings
THURSDAY, NOVEMBER 19, 2020

Interim Operational Considerations for Public Health Management of Healthcare Workers Exposed to or Infected with COVID-

19: non-US Healthcare Settings
THURSDAY, NOVEMBER 19, 2020

COVID-19 Science Update released: November 17, 2020
TUESDAY, NOVEMBER 17, 2020

Tribal Communities
TUESDAY, NOVEMBER 17, 2020

Social Distancing
TUESDAY, NOVEMBER 17, 2020

Monitoring and Evaluating Covid-19 Mitigation Strategies in K-12 Schools: Interview Guide
FRIDAY, NOVEMBER 13, 2020

Monitoring and Evaluating Covid-19 Mitigation Strategies In K-12 Schools: Focus Group Guide
FRIDAY, NOVEMBER 13, 2020

Monitoring and Evaluating Mitigation Strategies in Child Care Programs
FRIDAY, NOVEMBER 13, 2020

Late Sequelae of COVID-19
FRIDAY, NOVEMBER 13, 2020

Airport Personnel and COVID-19
FRIDAY, NOVEMBER 13, 2020

Clinical decision algorithm to guide care advice messages
FRIDAY, NOVEMBER 13, 2020

Considerations for Monitoring and Evaluation of Mitigation Strategies Implemented in K-12 Schools
FRIDAY, NOVEMBER 13, 2020

Long-Term Effects of COVID-19
FRIDAY, NOVEMBER 13, 2020

What Utility Workers Need to Know about COVID-19

FRIDAY NIOVFEMRFR 12 2020

https://www.cdc.gov/coronavirus/2019-ncov/whats-new-all.html 19/46



1/20/2021 What's New | CDC

PN N NN Y VI Y 1y v e

Investigating the Impact of COVID-19 during Pregnancy
FRIDAY, NOVEMBER 13, 2020

COVID-19 Employer Information for Offshore Oil and Gas
FRIDAY, NOVEMBER 13, 2020

What Offshore Oil and Gas Workers Need to Know about COVID-19
FRIDAY, NOVEMBER 13, 2020

COVID-19 Employer Information for Warehousing
FRIDAY, NOVEMBER 13, 2020

What Warehousing Workers Need to Know about COVID-19
FRIDAY, NOVEMBER 13, 2020

eCR Now: COVID-19 Electronic Case Reporting
FRIDAY, NOVEMBER 13, 2020

Multistate Assessment of SARS-CoV-2 Seroprevalence in Blood Donors
FRIDAY, NOVEMBER 13, 2020

An Approach for Monitoring and Evaluating Community Mitigation Strategies for COVID-19
FRIDAY, NOVEMBER 13, 2020

Open Burning during the COVID-19 Pandemic
FRIDAY, NOVEMBER 13, 2020

Meat and Poultry Processing Facility Assessment Toolkit
FRIDAY, NOVEMBER 13, 2020

Guidance for Pharmacies
FRIDAY, NOVEMBER 13, 2020

Community, Work, and School
FRIDAY, NOVEMBER 13, 2020

Erratum: Vol 69, No 43
THURSDAY, NOVEMBER 12, 2020

Erratum: Vol 69, No 43
THURSDAY, NOVEMBER 12, 2020

Multiple COVID-19 Outbreaks Linked to a Wedding Reception in Rural Maine - August 7-September 14, 2020
THURSDAY, NOVEMBER 12, 2020

Risk Assessment and Management of COVID-19 Among Travelers Arriving at Designated U.S. Airports, January 17-September

13,2020
THURSDAY, NOVEMBER 12, 2020

COVID-19 Outbreak in an Amish Community - Ohio, May 2020
THURSDAY, NOVEMBER 12, 2020

Characteristics of Hospitalized COVID-19 Patients Discharged and Experiencing Same-Hospital Readmission - United States,

March-August 2020
THURSDAY, NOVEMBER 12, 2020

Declines in SARS-CoV-2 Transmission, Hospitalizations, and Mortality After Implementation of Mitigation Measures - Delaware,

March-June 2020
THURSDAY, NOVEMBER 12, 2020

COVID-19 Employer Information for Beauty Salons and Barbershops
THURSDAY, NOVEMBER 12, 2020

CDC Science Agenda for COVID-19
THURSDAY, NOVEMBER 12, 2020

What Hotel, Resort, and Lodge Workers Need to Know about COVID-19
THURSDAY, NOVEMBER 12, 2020
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What Beauty Salon and Barbershop Employees Need to Know about COVID-19
THURSDAY, NOVEMBER 12, 2020

What Gym and Fitness Center Employees Need to Know about COVID-19
THURSDAY, NOVEMBER 12, 2020

COVID-19 Employer Information for Gyms and Fitness Centers
THURSDAY, NOVEMBER 12, 2020

What Bus Transit Operators Need to Know about COVID-19
THURSDAY, NOVEMBER 12, 2020

What Nail Salon Employees Need to Know about COVID-19
THURSDAY, NOVEMBER 12, 2020

What Long-haul Truck Drivers Need to Know about COVID-19
THURSDAY, NOVEMBER 12, 2020

What School Nutrition Professionals and Volunteers at Schools Need to Know about COVID-19
THURSDAY, NOVEMBER 12, 2020

Meat and Poultry Processing Workers and Employers
THURSDAY, NOVEMBER 12, 2020

What Food and Grocery Pick-up and Delivery Drivers Need to Know about COVID-19
THURSDAY, NOVEMBER 12, 2020

COVID-19 Science Update released: November 10, 2020
TUESDAY, NOVEMBER 10, 2020

Funeral Home Workers
TUESDAY, NOVEMBER 10, 2020

Protecting Seafood Processing Workers from COVID-19
TUESDAY, NOVEMBER 10, 2020

Agriculture Workers and Employers
TUESDAY, NOVEMBER 10, 2020

Contact Tracing
TUESDAY, NOVEMBER 10, 2020

What Maritime Pilots Need to Know about COVID-19
TUESDAY, NOVEMBER 10, 2020

Manufacturing Workers and Employers
TUESDAY, NOVEMBER 10, 2020

What Airline Customer Service Representatives and Gate Agents Need to Know about COVID-19
TUESDAY, NOVEMBER 10, 2020

Community and Faith-Based Organizations
TUESDAY, NOVEMBER 10, 2020

Stop the Spread of Rumors
TUESDAY, NOVEMBER 10, 2020

Worker Support
MONDAY, NOVEMBER 09, 2020

Resources for Laboratories Working on Coronavirus (COVID-19)
MONDAY, NOVEMBER 09, 2020

Guidance Documents
MONDAY, NOVEMBER 09, 2020

COVID-19 Science Update released: November 6, 2020
FRIDAY, NOVEMBER 06, 2020
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FRIDAY, NOVEMBER 06, 2020

What Law Enforcement Personnel Need to Know about Coronavirus Disease 2019 (COVID-19)
FRIDAY, NOVEMBER 06, 2020

Communication Resources
FRIDAY, NOVEMBER 06, 2020

Notes from the Field: Development of an Enhanced Community-Focused COVID-19 Surveillance Program - Hopi Tribe, June-

July 2020
THURSDAY, NOVEMBER 05, 2020

A SARS-CoV-2 Outbreak lllustrating the Challenges in Limiting the Spread of the Virus - Hopi Tribe, May-June 2020
THURSDAY, NOVEMBER 05, 2020

Telework Before Illness Onset Among Symptomatic Adults Aged >18 Years With and Without COVID-19 in 11 Outpatient

Health Care Facilities - United States, July 2020
THURSDAY, NOVEMBER 05, 2020

Update: Characteristics of Symptomatic Women of Reproductive Age with Laboratory-Confirmed SARS-CoV-2 Infection by

Pregnancy Status - United States, January 22-October 3, 2020
THURSDAY, NOVEMBER 05, 2020

Birth and Infant Outcomes Following Laboratory-Confirmed SARS-CoV-2 Infection in Pregnancy - SET-NET, 16 Jurisdictions,

March 29-October 14, 2020
THURSDAY, NOVEMBER 05, 2020

Transmission of SARS-COV-2 Infections in Households - Tennessee and Wisconsin, April-September 2020
THURSDAY, NOVEMBER 05, 2020

Network Characteristics and Visualization of COVID-19 Outbreak in a Large Detention Facility in the United States - Cook

County, lllinois, 2020
THURSDAY, NOVEMBER 05, 2020

Maternal, Neonatal, and Child Health Services during COVID-19
THURSDAY, NOVEMBER 05, 2020

Text lliness Monitoring (TIM)
THURSDAY, NOVEMBER 05, 2020

Toolkit for People 15 to 21
THURSDAY, NOVEMBER 05, 2020

Children, Teens, and Young Adults
THURSDAY, NOVEMBER 05, 2020

COVID-19 Science Update released: November 3, 2020
TUESDAY, NOVEMBER 03, 2020

| wear a mask because...
TUESDAY, NOVEMBER 03, 2020

Additional Tools and Resources
TUESDAY, NOVEMBER 03, 2020

Your Health
TUESDAY, NOVEMBER 03, 2020

Using Antibody Tests for COVID-19
TUESDAY, NOVEMBER 03, 2020

Considerations for Optimizing the Supply of Powered Air-Purifying Respirators (PAPRS)
TUESDAY, NOVEMBER 03, 2020

Serology Testing for COVID-19 at CDC
TUESDAY, NOVEMBER 03, 2020

Interim Guidance for Homeless Service Providers to Plan and Respond to Coronavirus Disease 2019 (COVID-19)
TUESDAY, NOVEMBER 03, 2020
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EARLY RELEASE: Update: Characteristics of Symptomatic Women of Reproductive Age with Laboratory-Confirmed SARS-CoV-2

Infection by Pregnancy Status - United States, January 22-October 3, 2020
MONDAY, NOVEMBER 02, 2020

EARLY RELEASE: Birth and Infant Outcomes Following Laboratory-Confirmed SARS-CoV-2 Infection in Pregnancy - SET-NET, 16

Jurisdictions, March 29-October 14, 2020
MONDAY, NOVEMBER 02, 2020

Understanding How COVID-19 Vaccines Work
MONDAY, NOVEMBER 02, 2020

About COVID-19 vaccines
MONDAY, NOVEMBER 02, 2020

FAQs for Medicolegal Death Investigators
MONDAY, NOVEMBER 02, 2020

COVID-19 Electronic Laboratory Reporting Implementation by State
MONDAY, NOVEMBER 02, 2020

Evidence used to update the list of underlying medical conditions that increase a person’s risk of severe illness from COVID-19
MONDAY, NOVEMBER 02, 2020

Frequently Asked Questions: Funeral and Burial Services for American Indians and Alaska Natives
MONDAY, NOVEMBER 02, 2020

Covid-19 Videos
MONDAY, NOVEMBER 02, 2020

Tips for Voters to Reduce Spread of COVID-19
SUNDAY, NOVEMBER 01, 2020

EARLY RELEASE: Transmission of SARS-COV-2 Infections in Households - Tennessee and Wisconsin, April-September 2020
FRIDAY, OCTOBER 30, 2020

COVID-19 Science Update released: October 30, 2020
FRIDAY, OCTOBER 30, 2020

Sick Parents and Caregivers
FRIDAY, OCTOBER 30, 2020

COVID-19 Employer Information for Transit Maintenance Workers
FRIDAY, OCTOBER 30, 2020

SARS-CoV-2 Exposure and Infection Among Health Care Personnel - Minnesota, March 6-July 11, 2020
THURSDAY, OCTOBER 29, 2020

COVID-19 Outbreak at an Overnight Summer School Retreat - Wisconsin, July-August 2020
THURSDAY, OCTOBER 29, 2020

Trends in the Use of Telehealth During the Emergence of the COVID-19 Pandemic - United States, January-March 2020
THURSDAY, OCTOBER 29, 2020

COVID-19 Outbreak Among a University's Men's and Women's Soccer Teams - Chicago, Illinois, July-August 2020
THURSDAY, OCTOBER 29, 2020

COVID-19 Mitigation Behaviors by Age Group - United States, April-June 2020
THURSDAY, OCTOBER 29, 2020

COVID-19-Associated Hospitalizations Among Health Care Personnel - COVID-NET, 13 States, March 1-May 31, 2020
THURSDAY, OCTOBER 29, 2020

Adoption of Strategies to Mitigate Transmission of COVID-19 During a Statewide Primary Election - Delaware, September 2020
THURSDAY, OCTOBER 29, 2020

COVID-19 Employer Information for Public Health Inspectors
THURSDAY, OCTOBER 29, 2020

COVID-19 Employer Information for Banks
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THURSDAY, OCTOBER 29, 2020

COVID-19 Employer Information for Nail Salons
THURSDAY, OCTOBER 29, 2020

Test for Past Infection
THURSDAY, OCTOBER 29, 2020

Implementation of Mitigation Strategies for Communities with Local COVID-19 Transmission
THURSDAY, OCTOBER 29, 2020

Deciding to Go Out
WEDNESDAY, OCTOBER 28, 2020

How to Wash Masks
WEDNESDAY, OCTOBER 28, 2020

Living in Shared Housing
WEDNESDAY, OCTOBER 28, 2020

How COVID-19 Spreads
WEDNESDAY, OCTOBER 28, 2020

Common Investigation Protocol for Investigating Suspected SARS-CoV-2 Reinfection
TUESDAY, OCTOBER 27, 2020

Investigative Criteria for Suspected Cases of SARS-CoV-2 Reinfection (ICR)
TUESDAY, OCTOBER 27, 2020

COVID-19 Science Update released: October 27, 2020
TUESDAY, OCTOBER 27, 2020

Reinfection of the Virus that Causes COVID-19
TUESDAY, OCTOBER 27, 2020

“Excess Death” Data Point to Pandemic’s True Toll
TUESDAY, OCTOBER 27, 2020

COVID-19 Employer Information for Utility Workers
TUESDAY, OCTOBER 27, 2020

Novel COVID-19 survey takes nation’s social, mental “Pulse”
TUESDAY, OCTOBER 27, 2020

Flowchart for management of HCWs with exposure to a person with COVID-19
SUNDAY, OCTOBER 25, 2020

CDC Media Telebriefing Transcript on Operation Warp Speed
FRIDAY, OCTOBER 23, 2020

COVID-19 Science Update released: October 23, 2020
FRIDAY, OCTOBER 23, 2020

Targeted Wastewater Surveillance at Facilities, Institutions, and Workplaces
FRIDAY, OCTOBER 23, 2020

Guide to Global Digital Tools for COVID-19 Response
FRIDAY, OCTOBER 23, 2020

Interim Guidance for Use of Pooling Procedures in SARS-CoV-2 Diagnostic, Screening, and Surveillance Testing
FRIDAY, OCTOBER 23, 2020

Rapid Adaptation of HIV Treatment Programs in Response to COVID-19 - Namibia, 2020
THURSDAY, OCTOBER 22, 2020

First 100 Persons with COVID-19 - Zambia, March 18-April 28, 2020
THURSDAY, OCTOBER 22, 2020

Mitigating a COVID-19 Outbreak Among Major League Baseball Players - United States, 2020
THURSDAY, OCTOBER 22, 2020
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Association Between Social Vulnerability and a County's Risk for Becoming a COVID-19 Hotspot - United States, June 1-July 25,

2020
THURSDAY, OCTOBER 22, 2020

Risk for In-Hospital Complications Associated with COVID-19 and Influenza - Veterans Health Administration, United States,

October 1, 2018-May 31, 2020
THURSDAY, OCTOBER 22, 2020

Excess Deaths Associated with COVID-19, by Age and Race and Ethnicity - United States, January 26-October 3, 2020
THURSDAY, OCTOBER 22, 2020

Race, Ethnicity, and Age Trends in Persons Who Died from COVID-19 - United States, May-August 2020
THURSDAY, OCTOBER 22, 2020

Toolkit for Reducing the Spread of COVID-19 During Elections
THURSDAY, OCTOBER 22, 2020

Case Investigation and Contact Tracing in Non-healthcare Workplaces: Information for Employers
THURSDAY, OCTOBER 22, 2020

Early Release: COVID-19 in a Correctional Facility Employee Following Multiple Brief Exposures to Persons with COVID-19 -

Vermont, July-August 2020
WEDNESDAY, OCTOBER 21, 2020

For COVID-19 Clues, Researchers Look to the Sewer
WEDNESDAY, OCTOBER 21, 2020

Considerations for Monitoring and Evaluation of Mitigation Strategies Implemented in Institutions of Higher Education
WEDNESDAY, OCTOBER 21, 2020

Contact Tracing Workflow in a non-US setting
WEDNESDAY, OCTOBER 21, 2020

COVID-19 Employer Information for Paratransit Operators
WEDNESDAY, OCTOBER 21, 2020

What Paratransit Operators Need to Know about COVID-19
WEDNESDAY, OCTOBER 21, 2020

Prioritizing non-healthcare worksite assessments for Coronavirus Disease 2019 (COVID-19)
WEDNESDAY, OCTOBER 21, 2020

Contact Tracing: Frequently Asked Questions
WEDNESDAY, OCTOBER 21, 2020

SARS-CoV-2 Testing Strategy: Considerations for Non-Healthcare Workplaces
WEDNESDAY, OCTOBER 21, 2020

Investigating and responding to COVID-19 cases in non-healthcare work settings
WEDNESDAY, OCTOBER 21, 2020

Overview of Testing for SARS-CoV-2 (COVID-19)
WEDNESDAY, OCTOBER 21, 2020

Appendices
WEDNESDAY, OCTOBER 21, 2020

Key Information to Collect During a Case Interview
WEDNESDAY, OCTOBER 21, 2020

Identify Strategies to Reduce Spread of COVID-19
WEDNESDAY, OCTOBER 21, 2020

Test for Current Infection
WEDNESDAY, OCTOBER 21, 2020

HHS Secretary Alex Azar and CDC Director Dr. Robert R. Redfield to give update on COVID-19 response, Operation Warp Speed
TUESDAY, OCTOBER 20, 2020

https://www.cdc.gov/coronavirus/2019-ncov/whats-new-all.html 25/46



1/20/2021 What's New | CDC

COVID-19 Science Update released: October 20, 2020
TUESDAY, OCTOBER 20, 2020

COVID-19 Employer Information for Hotels, Resorts, and Lodges
TUESDAY, OCTOBER 20, 2020

Duration of Isolation and Precautions for Adults with COVID-19
MONDAY, OCTOBER 19, 2020

Interim Considerations for Health Departments for SARS-CoV-2 Testing in Homeless Shelters and Encampments
MONDAY, OCTOBER 19, 2020

Implementing Filtering Facepiece Respirator (FFR) Reuse, Including Reuse after Decontamination, When There Are Known

Shortages of N95 Respirators
MONDAY, OCTOBER 19, 2020

Frequently Asked Questions: Right of Reference to the CDC Influenza SARS-CoV-2 (Flu SC2) Performance Data for

Manufacturers and Test Developers
SUNDAY, OCTOBER 18, 2020

COVID-19 Science Update released: October 16, 2020
SUNDAY, OCTOBER 18, 2020

COVID-19 Case Investigation and Contact Tracing in Non-Healthcare Workplaces
FRIDAY, OCTOBER 16, 2020

Interim Guidance for Implementing Home Care of People Not Requiring Hospitalization for Coronavirus Disease 2019 (COVID-

19)
FRIDAY, OCTOBER 16, 2020

Information for Laboratories about Coronavirus (COVID-19)
FRIDAY, OCTOBER 16, 2020

An Outbreak of COVID-19 Associated with a Recreational Hockey Game - Florida, June 2020
THURSDAY, OCTOBER 15, 2020

Demographic Characteristics, Experiences, and Beliefs Associated with Hand Hygiene Among Adults During the COVID-19

Pandemic - United States, June 24-30, 2020
THURSDAY, OCTOBER 15, 2020

Factors Influencing Risk for COVID-19 Exposure Among Young Adults Aged 18-23 Years - Winnebago County, Wisconsin,

March-july 2020
THURSDAY, OCTOBER 15, 2020

Transmission Dynamics by Age Group in COVID-19 Hotspot Counties - United States, April-September 2020
THURSDAY, OCTOBER 15, 2020

Sharing and Shifting Tasks to Maintain Essential Healthcare During COVID-19 in Low Resource, non-US settings
WEDNESDAY, OCTOBER 14, 2020

Previous U.S. COVID-19 Case Data
WEDNESDAY, OCTOBER 14, 2020

COVID-19 Science Update released: October 13, 2020
TUESDAY, OCTOBER 13, 2020

Elastomeric Respirators: Strategies During Conventional and Surge Demand Situations
TUESDAY, OCTOBER 13, 2020

COVID-19 Science Update released: October 9, 2020
FRIDAY, OCTOBER 09, 2020

Wildfire Smoke and COVID-19: Frequently Asked Questions and Resources for Air Resource Advisors and Other Environmental

Health Professionals
FRIDAY, OCTOBER 09, 2020

Clinical Care Guidance for Healthcare Professionals about Coronavirus (COVID-19)
FRIDAY, OCTOBER 09, 2020
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Guidance and Tips for Tribal Community Living During COVID-19
FRIDAY, OCTOBER 09, 2020

Strategies for Optimizing the Supply of Isolation Gowns
FRIDAY, OCTOBER 09, 2020

Characteristics Associated with Adults Remembering to Wash Hands in Multiple Situations Before and During the COVID-19

Pandemic - United States, October 2019 and June 2020
THURSDAY, OCTOBER 08, 2020

Trends in COVID-19 Incidence After Implementation of Mitigation Measures - Arizona, January 22-August 7, 2020
THURSDAY, OCTOBER 08, 2020

Adolescent with COVID-19 as the Source of an Outbreak at a 3-Week Family Gathering - Four States, June-july 2020
THURSDAY, OCTOBER 08, 2020

Case Series of Multisystem Inflammatory Syndrome in Adults Associated with SARS-CoV-2 Infection - United Kingdom and

United States, March-August 2020
THURSDAY, OCTOBER 08, 2020

Why COVID-19 Will Hit “Marjorie” Harder
THURSDAY, OCTOBER 08, 2020

CDC's Interim Guidance for General Population Disaster Shelters During the COVID-19 Pandemic
THURSDAY, OCTOBER 08, 2020

COVID-19 Science Update released: October 6, 2020
TUESDAY, OCTOBER 06, 2020

COVID-19 Forecasting: Background Information
TUESDAY, OCTOBER 06, 2020

CDC Updates “How COVID is Spread” Webpage
MONDAY, OCTOBER 05, 2020

Scientific Brief: SARS-CoV-2 and Potential Airborne Transmission
MONDAY, OCTOBER 05, 2020

Research Use Only CDC Influenza SARS-CoV-2 (Flu SC2) Multiplex Assay Real-Time RT-PCR Primers and Probes
MONDAY, OCTOBER 05, 2020

COVID-19 Science Update released: October 2, 2020
FRIDAY, OCTOBER 02, 2020

Large-scale Geographic Seroprevalence Surveys
FRIDAY, OCTOBER 02, 2020

Recent Increase in COVID-19 Cases Reported Among Adults Aged 18-22 Years - United States, May 31-September 5, 2020
THURSDAY, OCTOBER 01, 2020

Multiple COVID-19 Clusters on a University Campus - North Carolina, August 2020
THURSDAY, OCTOBER 01, 2020

COVID-19 Trends Among School-Aged Children - United States, March 1-September 19, 2020
THURSDAY, OCTOBER 01, 2020

Changing Age Distribution of the COVID-19 Pandemic - United States, May-August 2020
THURSDAY, OCTOBER 01, 2020

Cruise Ship No Sail Order Extended Through October 31, 2020
WEDNESDAY, SEPTEMBER 30, 2020

Interim Guidance for Case Investigation and Contact Tracing in Institutions of Higher Education (IHESs)
WEDNESDAY, SEPTEMBER 30, 2020

Cruise Ship Crew Member Disembarkations
WEDNESDAY, SEPTEMBER 30, 2020

COVID-19 Science Update released: September 29, 2020
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TUESDAY, SEPTEMBER 29, 2020

COVID-19 Science Update released: September 25, 2020
FRIDAY, SEPTEMBER 25, 2020

Disparities in COVID-19 Incidence, Hospitalizations, and Testing, by Area-Level Deprivation - Utah, March 3-july 9, 2020
THURSDAY, SEPTEMBER 24, 2020

Update: Characteristics of Health Care Personnel with COVID-19 - United States, February 12-July 16, 2020
THURSDAY, SEPTEMBER 24, 2020

COVID-19 Contact Tracing in Two Counties - North Carolina, June-july 2020
THURSDAY, SEPTEMBER 24, 2020

SARS-CoV-2 Infection Among Hospitalized Pregnant Women: Reasons for Admission and Pregnancy Characteristics - Eight U.S.

Health Care Centers, March 1-May 30, 2020
THURSDAY, SEPTEMBER 24, 2020

Characteristics and Maternal and Birth Outcomes of Hospitalized Pregnant Women with Laboratory-Confirmed COVID-19 -

COVID-NET, 13 States, March 1-August 22, 2020
THURSDAY, SEPTEMBER 24, 2020

Administration Announces $200 million from CDC to Jurisdictions for COVID-19 Vaccine Preparedness
WEDNESDAY, SEPTEMBER 23, 2020

COVID-19 Science Update released: September 22, 2020
WEDNESDAY, SEPTEMBER 23, 2020

CDC COVID Data Tracker Update
TUESDAY, SEPTEMBER 22, 2020

Dispatches from the Data Jungle of COVID-19
TUESDAY, SEPTEMBER 22, 2020

Guidance for Reopening Buildings After Prolonged Shutdown or Reduced Operation
TUESDAY, SEPTEMBER 22, 2020

Monitoring and Evaluation Checklist for K-12 Schools
FRIDAY, SEPTEMBER 18, 2020

COVID-19 Science Update released: September 18, 2020
FRIDAY, SEPTEMBER 18, 2020

Considerations for Outdoor Learning Gardens and Community Gardens
FRIDAY, SEPTEMBER 18, 2020

Decreased Influenza Activity During the COVID-19 Pandemic - United States, Australia, Chile, and South Africa, 2020
THURSDAY, SEPTEMBER 17, 2020

Association Between CMS Quality Ratings and COVID-19 Outbreaks in Nursing Homes - West Virginia, March 17-June 11, 2020
THURSDAY, SEPTEMBER 17, 2020

Preventing COVID-19 Outbreaks in Long-term Care Facilities Through Preemptive Testing of Residents and Staff Members -

Fulton County, Georgia, March-May 2020
THURSDAY, SEPTEMBER 17, 2020

Serial Testing for SARS-CoV-2 and Virus Whole Genome Sequencing Inform Infection Risk at Two Skilled Nursing Facilities with

COVID-19 Outbreaks - Minnesota, April-June 2020
THURSDAY, SEPTEMBER 17, 2020

SARS-CoV-2-Associated Deaths Among Persons Aged <21 Years - United States, February 12-July 31, 2020
THURSDAY, SEPTEMBER 17, 2020

Transmission Dynamics of COVID-19 Outbreaks Associated with Child Care Facilities - Salt Lake City, Utah, April-July 2020
THURSDAY, SEPTEMBER 17, 2020

At-Home Scavenger Hunt
THURSDAY, SEPTEMBER 17, 2020

Considerations for Outdoor Farmers Markets
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IPMTURDUAY, DEFITCIVIDER 1/, LUZU

Help Stop the Spread of COVID-19 in Children
THURSDAY, SEPTEMBER 17, 2020

Keep Children Healthy during the COVID-19 Outbreak
THURSDAY, SEPTEMBER 17, 2020

Infographic: Basic do’s and don'ts for employees to prevent workplace violence
WEDNESDAY, SEPTEMBER 16, 2020

COVID-19 Partner Update Call - Women, Caregiving, and COVID-19: A Delicate Balancing Act - September 14, 2020
WEDNESDAY, SEPTEMBER 16, 2020

Emergency Shelters in Disaster Response in Global, Low Resource Settings
WEDNESDAY, SEPTEMBER 16, 2020

Frequently Asked Questions: Calculating Severe Acute Respiratory Syndrome Coronavirus 2 (SARS-CoV-2) RT-PCR Laboratory

Test Percent Positivity
WEDNESDAY, SEPTEMBER 16, 2020

N95 and Other Respirators
WEDNESDAY, SEPTEMBER 16, 2020

Technical Assistance Note
WEDNESDAY, SEPTEMBER 16, 2020

COVID-19 Parental Resources Kit - Childhood
WEDNESDAY, SEPTEMBER 16, 2020

Ten Clinical Tips on COVID-19 for Healthcare Providers Involved in Patient Care
WEDNESDAY, SEPTEMBER 16, 2020

Homelessness and COVID-19 FAQs
WEDNESDAY, SEPTEMBER 16, 2020

CDC Releases Indicators for Dynamic School Decision-Making
TUESDAY, SEPTEMBER 15, 2020

Indicators for Dynamic School Decision-Making
TUESDAY, SEPTEMBER 15, 2020

COVID-19 Science Update released: September 15, 2020
TUESDAY, SEPTEMBER 15, 2020

What is Telemedicine in a non-US Setting
TUESDAY, SEPTEMBER 15, 2020

Management of Visitors to Healthcare Facilities in the Context of COVID-19: Non-US Healthcare Settings
TUESDAY, SEPTEMBER 15, 2020

Travelers Prohibited from Entry to the United States
MONDAY, SEPTEMBER 14, 2020

COVID-19 Science Update released: September 11, 2020
FRIDAY, SEPTEMBER 11, 2020

People Who Live in a Nursing Home or Long-Term Care Facility
FRIDAY, SEPTEMBER 11, 2020

People Who Are at Increased Risk for Severe lliness
FRIDAY, SEPTEMBER 11, 2020

Doctor Visits and Getting Medicines
FRIDAY, SEPTEMBER 11, 2020

Additional COVID-19 Guidance for Caregivers of People Living with Dementia in Community Settings
FRIDAY, SEPTEMBER 11, 2020

Households Living in Close Quarters
FRIDAY, SEPTEMBER 11, 2020
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Implementing Safety Practices for Critical Infrastructure Workers Who May Have Had Exposure to a Person with Suspected or

Confirmed COVID-19
FRIDAY, SEPTEMBER 11, 2020

People with Disabilities
FRIDAY, SEPTEMBER 11, 2020

Community and Close Contact Exposures Associated with COVID-19 Among Symptomatic Adults >18 Years in 11 Outpatient

Health Care Facilities - United States, July 2020
THURSDAY, SEPTEMBER 10, 2020

Prevalence of Underlying Medical Conditions Among Selected Essential Critical Infrastructure Workers - Behavioral Risk Factor

Surveillance System, 31 States, 2017-2018
THURSDAY, SEPTEMBER 10, 2020

Delay or Avoidance of Medical Care Because of COVID-19-Related Concerns - United States, June 2020
THURSDAY, SEPTEMBER 10, 2020

How are COVID-19 Burials Different from Ebola burials
THURSDAY, SEPTEMBER 10, 2020

Operational Considerations for Community Isolation Centers for COVID-19 in Low-Resource Settings
THURSDAY, SEPTEMBER 10, 2020

COVID-19 Pandemic Planning Scenarios
THURSDAY, SEPTEMBER 10, 2020

What to Do if Your Pet Tests Positive for the Virus that Causes COVID-19
THURSDAY, SEPTEMBER 10, 2020

Guidance for Institutions of Higher Education with Students Participating in International Travel or Study Abroad Programs
THURSDAY, SEPTEMBER 10, 2020

Attending Sporting Events
WEDNESDAY, SEPTEMBER 09, 2020

Make a Handwashing Solution For Use in Global, Low-Resource Settings
WEDNESDAY, SEPTEMBER 09, 2020

COVID-19 Science Update released: September 8, 2020
TUESDAY, SEPTEMBER 08, 2020

COVID-19 Science Update released: September 4, 2020
FRIDAY, SEPTEMBER 04, 2020

Hydroxychloroquine and Chloroquine Prescribing Patterns by Provider Specialty Following Initial Reports of Potential Benefit

for COVID-19 Treatment - United States, January-June 2020
THURSDAY, SEPTEMBER 03, 2020

Timing of State and Territorial COVID-19 Stay-at-Home Orders and Changes in Population Movement - United States, March 1-

May 31, 2020
THURSDAY, SEPTEMBER 03, 2020

Seroprevalence of SARS-CoV-2 Among Frontline Health Care Personnel in a Multistate Hospital Network --- 13 Academic

Medical Centers, April--June 2020
THURSDAY, SEPTEMBER 03, 2020

Preventing and Mitigating SARS-CoV-2 Transmission - Four Overnight Camps, Maine, June-August 2020
THURSDAY, SEPTEMBER 03, 2020

Calculating Severe Acute Respiratory Syndrome Coronavirus 2 (SARS-CoV-2) Laboratory Test Percent Positivity: CDC Methods

and Considerations for Comparisons and Interpretation
THURSDAY, SEPTEMBER 03, 2020

Worker Safety and Support
THURSDAY, SEPTEMBER 03, 2020

COVID-19 Science Update released: September 1, 2020
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TUESDAY, SEPTEMBER 01, 2020

What to do if a Student Becomes Sick at School or Reports a New COVID-19 Diagnosis Flowchart
TUESDAY, SEPTEMBER 01, 2020

Limiting Workplace Violence Associated with COVID-19 Prevention Policies in Retail and Services Businesses
TUESDAY, SEPTEMBER 01, 2020

About COVID-19
TUESDAY, SEPTEMBER 01, 2020

Rolling With the Changes
MONDAY, AUGUST 31, 2020

Testing Data in the U.S.
MONDAY, AUGUST 31, 2020

COVID-19 Recommendations for Pet Stores, Pet Distributors, and Pet Breeding Facilities
SATURDAY, AUGUST 29, 2020

eCR Now: COVID-19 Electronic Case Reporting for Healthcare Providers
FRIDAY, AUGUST 28, 2020

Coronavirus Disease 2019 (COVID-19)-Associated Hospitalization Surveillance Network (COVID-NET)
FRIDAY, AUGUST 28, 2020

Notes from the Field: Universal Statewide Laboratory Testing for SARS-CoV-2 in Nursing Homes - West Virginia, April 21-May 8,

2020
THURSDAY, AUGUST 27, 2020

Primary Indicators to Systematically Monitor COVID-19 Mitigation and Response - Kentucky, May 19-July 15, 2020
THURSDAY, AUGUST 27, 2020

Limited Secondary Transmission of SARS-CoV-2 in Child Care Programs - Rhode Island, June 1-July 31, 2020
THURSDAY, AUGUST 27, 2020

COVID-19 Among American Indian and Alaska Native Persons - 23 States, January 31-July 3, 2020
THURSDAY, AUGUST 27, 2020

Hospitalization & Emergency Dept Visits
THURSDAY, AUGUST 27, 2020

COVID-19 Accomplishments
THURSDAY, AUGUST 27, 2020

Dr. Robert R. Redfield Statement on “Preventing and Mitigating SARS-CoV-2 Transmission — Four Overnight Camps, Maine,

June-August 2020”
WEDNESDAY, AUGUST 26, 2020

What Workers Need to Know about Heat Stress Prevention during the COVID-19 Pandemic
WEDNESDAY, AUGUST 26, 2020

Employer Information for Heat Stress Prevention during the COVID-19 Pandemic
WEDNESDAY, AUGUST 26, 2020

From Research to Response: Survey Shifts Gears During COVID-19
WEDNESDAY, AUGUST 26, 2020

The Kindness of Strangers
TUESDAY, AUGUST 25, 2020

Guidance for General Laboratory Safety Practices during the COVID-19 Pandemic
MONDAY, AUGUST 24, 2020

CDC Media Telebriefing: Update on COVID-19
FRIDAY, AUGUST 21, 2020

CDC Media Telebriefing: Update on COVID-19
FRIDAY, AUGUST 21, 2020
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CDC COVID-19 Response Health Equity Strategy: Accelerating Progress Towards Reducing COVID-19 Disparities and Achieving

Health Equity
FRIDAY, AUGUST 21, 2020

Notes from the Field: COVID-19 Prevention Practices in State Prisons - Puerto Rico, 2020
THURSDAY, AUGUST 20, 2020

Mass Testing for SARS-CoV-2 in 16 Prisons and Jails - Six Jurisdictions, United States, April-May 2020
THURSDAY, AUGUST 20, 2020

Racial and Ethnic Disparities Among COVID-19 Cases in Workplace Outbreaks by Industry Sector - Utah, March 6-June 5, 2020
THURSDAY, AUGUST 20, 2020

Trends in Number and Distribution of COVID-19 Hotspot Counties - United States, March 8-July 15, 2020
THURSDAY, AUGUST 20, 2020

Disparities in Incidence of COVID-19 Among Underrepresented Racial/Ethnic Groups in Counties Identified as Hotspots During

June 5-18, 2020 - 22 States, February-June 2020
THURSDAY, AUGUST 20, 2020

COVID-19 Parental Resources Kit - Early Childhood
THURSDAY, AUGUST 20, 2020

CDC data show disproportionate COVID-19 impact in American Indian/Alaska Native populations
WEDNESDAY, AUGUST 19, 2020

CDC data show disproportionate COVID-19 impact in American Indian/Alaska Native populations
WEDNESDAY, AUGUST 19, 2020

Toolkit for General Public
WEDNESDAY, AUGUST 19, 2020

Monitoring and Evaluation Action Guide: Wearing Masks as a COVID-19 Community Mitigation Strategy
TUESDAY, AUGUST 18, 2020

COVID-19 Contact Tracing Communications Graphics
TUESDAY, AUGUST 18, 2020

COVID-19 Hospitalization and Death by Age
TUESDAY, AUGUST 18, 2020

Operational Considerations for Maintaining Essential Services and Providing Prevention, Care, and Treatment for Tuberculosis

(TB) in Low-Resource non-US Settings During the COVID-19 Pandemic
MONDAY, AUGUST 17, 2020

Notes from the Field: Seroprevalence Estimates of SARS-CoV-2 Infection in Convenience Sample - Oregon, May 11-June 15,

2020
THURSDAY, AUGUST 13, 2020

Mental Health, Substance Use, and Suicidal Ideation During the COVID-19 Pandemic - United States, June 24-30, 2020
THURSDAY, AUGUST 13, 2020

Facility-Wide Testing for SARS-CoV-2 in Nursing Homes - Seven U.S. Jurisdictions, March-June 2020
THURSDAY, AUGUST 13, 2020

Transmission of SARS-CoV-2 Involving Residents Receiving Dialysis in a Nursing Home - Maryland, April 2020
THURSDAY, AUGUST 13, 2020

Hospitalization Rates and Characteristics of Children Aged <18 Years Hospitalized with Laboratory-Confirmed COVID-19 -

COVID-NET, 14 States, March 1-July 25, 2020
THURSDAY, AUGUST 13, 2020

COVID-19-Associated Multisystem Inflammatory Syndrome in Children - United States, March-July 2020
THURSDAY, AUGUST 13, 2020

Adverse Health Events, Including Death, Associated with Ingesting Alcohol-Based Hand Sanitizers Containing Methanol -

Arizona and New Mexico, May-June 2020
THURSDAY, AUGUST 13, 2020
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Providing Family Planning Services
THURSDAY, AUGUST 13, 2020

Resources for Refugee Resettlement Service Providers
THURSDAY, AUGUST 13, 2020

Hiring In-home services or repairs
THURSDAY, AUGUST 13, 2020

Communication Resources for Health Departments
THURSDAY, AUGUST 13, 2020

COVID-19 and Seasonal Allergies FAQs
WEDNESDAY, AUGUST 12, 2020

COVID-19 Overview and Infection Prevention and Control Priorities in Non-US Healthcare Settings
WEDNESDAY, AUGUST 12, 2020

Interim Infection Prevention and Control Guidance for Veterinary Clinics Treating Companion Animals During the COVID-19

Response
WEDNESDAY, AUGUST 12, 2020

Evaluation for SARS-CoV-2 Testing in Animals
WEDNESDAY, AUGUST 12, 2020

COVID-19 Science Update released: August 11, 2020 Edition 38
TUESDAY, AUGUST 11, 2020

Donate Blood Plasma and Help Save Lives
TUESDAY, AUGUST 11, 2020

Joint Statement from the Census Bureau and Centers for Disease Control on Conducting 2020 Census Non-Response Follow-

Up Interviews
MONDAY, AUGUST 10, 2020

A “Capital” Assignment for CDC Lab Specialist
MONDAY, AUGUST 10, 2020

People Experiencing Homelessness
MONDAY, AUGUST 10, 2020

Criteria for Return to Work for Healthcare Personnel with Confirmed or Suspected COVID-19 (Interim Guidance)
MONDAY, AUGUST 10, 2020

What Transit Station Workers Need to Know about COVID-19
FRIDAY, AUGUST 07, 2020

What Transit Maintenance Workers Need to Know about COVID-19
FRIDAY, AUGUST 07, 2020

COVID-19 Mathematical Modeling
FRIDAY, AUGUST 07, 2020

Notes from the Field: Characteristics of Meat Processing Facility Workers with Confirmed SARS-CoV-2 Infection - Nebraska,
April-May 2020
THURSDAY, AUGUST 06, 2020

COVID-19 Outbreak Among Employees at a Meat Processing Facility - South Dakota, March-April 2020
THURSDAY, AUGUST 06, 2020

Alcohol Use and Co-use of Other Substances Among Pregnant Females Aged 12-44 Years - United States, 2015-2018
THURSDAY, AUGUST 06, 2020

Characteristics and Outcomes of Contacts of COVID-19 Patients Monitored Using an Automated Symptom Monitoring Tool -

Maine, May-June 2020
THURSDAY, AUGUST 06, 2020

SARS-CoV-2 Transmission and Infection Among Attendees of an Overnight Camp - Georgia, June 2020
THURSDAY, AUGUST 06, 2020
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What Rail Transit Operators Need to Know about COVID-19
THURSDAY, AUGUST 06, 2020

Environmental Health Practitioners
THURSDAY, AUGUST 06, 2020

Interim Guidance on Unsheltered Homelessness and Coronavirus Disease 2019 (COVID-19) for Homeless Service Providers

and Local Officials
THURSDAY, AUGUST 06, 2020

CDC COVID-19 Global Response
WEDNESDAY, AUGUST 05, 2020

CDC Diagnostic Test for COVID-19
WEDNESDAY, AUGUST 05, 2020

Key Resources
TUESDAY, AUGUST 04, 2020

Stopping an Outbreak Behind Bars
MONDAY, AUGUST 03, 2020

Recommendations for Disaster Sheltering of Household Pets, Service Animals, and Support Animals during the COVID-19

Pandemic
MONDAY, AUGUST 03, 2020

Rural Communities
MONDAY, AUGUST 03, 2020

Screening Clients for COVID-19 at Homeless Shelters or Encampments
MONDAY, AUGUST 03, 2020

COVID-19 Resources for Tribes
SATURDAY, AUGUST 01, 2020

Manufacturing Facility Assessment Toolkit
SATURDAY, AUGUST 01, 2020

Interim Guidelines for COVID-19 Antibody Testing
SATURDAY, AUGUST 01, 2020

Study highlights importance of CDC mitigation strategies
FRIDAY, JULY 31, 2020

Guidance for Healthcare Workers about COVID-19 (SARS-CoV-2) Testing
FRIDAY, JULY 31, 2020

Managing Investigations During an Outbreak
FRIDAY, JULY 31, 2020

CMS and CDC announce provider reimbursement available for counseling patients to self-isolate at time of COVID-19 testing
THURSDAY, JULY 30, 2020

Notes from the Field: Public Health Efforts to Mitigate COVID-19 Transmission During the April 7, 2020 Election - City of

Milwaukee, Wisconsin, March 13-May 5, 2020
THURSDAY, JULY 30, 2020

Notes from the Field: Rebound in Routine Childhood Vaccine Administration Following Decline During the COVID-19 Pandemic

- New York City, March 1-June 27, 2020
THURSDAY, JULY 30, 2020

Deaths and Years of Potential Life Lost From Excessive Alcohol Use - United States, 2011-2015
THURSDAY, JULY 30, 2020

Symptom Duration and Risk Factors for Delayed Return to Usual Health Among Outpatients with COVID-19 in a Multistate

Health Care Systems Network - United States, March-June 2020
THURSDAY, JULY 30, 2020
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Key Considerations for Transferring Patients to Relief Healthcare Facilities when Responding to Community Transmission of

COVID-19 in the United States
THURSDAY, JULY 30, 2020

Visiting Parks and Recreational Facilities
THURSDAY, JULY 30, 2020

COVID-19 Response is a Family Affair for EIS Alums
WEDNESDAY, JULY 29, 2020

Operational Considerations for the Identification of Healthcare Workers and Inpatients with Suspected COVID-19 in non-US

Healthcare Settings
TUESDAY, JULY 28, 2020

What to Know About HIV and COVID-19
TUESDAY, JULY 28, 2020

Operational Considerations for Maintaining Essential Services for and Providing Maternal, Newborn, and Child Healthcare in

Low-Resource Countries
MONDAY, JULY 27, 2020

SPHERES
MONDAY, JULY 27, 2020

Interim Operational Considerations for Implementing the Shielding Approach to Prevent COVID-19 Infections in Humanitarian

Settings
SUNDAY, JULY 26, 2020

Transcript for CDC Telebriefing on New Resources and Tools to Support Opening Schools
FRIDAY, JULY 24, 2020

What Public Health Inspectors Need to Know about COVID-19
FRIDAY, JULY 24, 2020

Health Equity Considerations and Racial and Ethnic Minority Groups
FRIDAY, JULY 24, 2020

What We Can Do
FRIDAY, JULY 24, 2020

FAQ for School Administrators on Reopening Schools
FRIDAY, JULY 24, 2020

Notes from the Field: Effects of the COVID-19 Response on Tuberculosis Prevention and Control Efforts - United States, March-

April 2020
THURSDAY, JULY 23, 2020

Estimated County-Level Prevalence of Select Underlying Medical Conditions Associated with Increased Risk of Severe COVID-

19 lliness - United States, 2018
THURSDAY, JULY 23, 2020

Estimated Community Seroprevalence of SARS-CoV-2 Antibodies - Two Georgia Counties, April 28-May 3, 2020
THURSDAY, JULY 23, 2020

Population Point Prevalence of SARS-CoV-2 Infection Based on a Statewide Random Sample - Indiana, April 25-29, 2020
THURSDAY, JULY 23, 2020

The Importance of Reopening America's Schools this Fall
THURSDAY, JULY 23, 2020

Dr. Robert R. Redfield Statement on SARS-CoV-2 infections
WEDNESDAY, JULY 22, 2020

Testing demand keeps CDC lab fellow on the go
WEDNESDAY, JULY 22, 2020

Interactive Serology Dashboard for Commercial Laboratory Surveys
TUESDAY, JULY 21, 2020
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Ways to safely seek care during COVID-19
TUESDAY, JULY 21, 2020

Uses of Telehealth during COVID-19 in Low Resource Non-U.S. Settings
TUESDAY, JULY 21, 2020

Toolkit for Childcare Programs and Summer Camps
TUESDAY, JULY 21, 2020

COVID-19 Serology Surveillance
TUESDAY, JULY 21, 2020

Contact Tracing Steps - Infographic
FRIDAY, JULY 17, 2020

CDC Director Dr. Robert R. Redfield and HHS Chief Information Officer Jose Arrieta Remarks on HHS Protect
THURSDAY, JULY 16, 2020

Cruise ship No Sail Order extended through September 2020
THURSDAY, JULY 16, 2020

Detection and Genetic Characterization of Community-Based SARS-CoV-2 Infections - New York City, March 2020
THURSDAY, JULY 16, 2020

Symptom Profiles of a Convenience Sample of Patients with COVID-19 - United States, January-April 2020
THURSDAY, JULY 16, 2020

Factors Associated with Cloth Face Covering Use Among Adults During the COVID-19 Pandemic - United States, April and May

2020
THURSDAY, JULY 16, 2020

Absence of Apparent Transmission of SARS-CoV-2 from Two Stylists After Exposure at a Hair Salon with a Universal Face

Covering Policy - Springfield, Missouri, May 2020
THURSDAY, JULY 16, 2020

Characteristics of Persons Who Died with Coronavirus Disease 2019 (COVID-19) - United States, February 12-May 18, 2020
THURSDAY, JULY 16, 2020

Optimizing Supply of PPE and Other Equipment during Shortages
THURSDAY, JULY 16, 2020

CDC Director Dr. Robert R. Redfield and HHS Chief Information Officer Jose Arrieta Remarks on HHS Protect
THURSDAY, JULY 16, 2020

Infographic: Early Cases of MIS-C: Multi-System Inflammatory Syndrome in U.S. Children
THURSDAY, JULY 16, 2020

When to wear gloves
THURSDAY, JULY 16, 2020

Optimizing Supply of PPE and Other Equipment during Shortages
THURSDAY, JULY 16, 2020

"Every day, | walk away amazed"
WEDNESDAY, JULY 15, 2020

Interim Recommendations for Emergency Medical Services (EMS) Systems and 911 Public Safety Answering Points/Emergency

Communication Centers (PSAP/ECCs) in the United States During the Coronavirus Disease (COVID-19) Pandemic
WEDNESDAY, JULY 15, 2020

CDC calls on Americans to wear masks to prevent COVID-19 spread
TUESDAY, JULY 14, 2020

CDC calls on Americans to wear masks to prevent COVID-19 spread
TUESDAY, JULY 14, 2020

COVID-19 Graphics and Buttons
TUESDAY, JULY 14, 2020
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Guidance for U.S. Healthcare Facilities about Coronavirus (COVID-19)
SUNDAY, JULY 12, 2020

Seroprevalence Surveys in Special Populations
FRIDAY, JULY 10, 2020

Cleaning and Disinfection for Households
FRIDAY, JULY 10, 2020

Race/Ethnicity, Underlying Medical Conditions, Homelessness, and Hospitalization Status of Adult Patients with COVID-19 at

an Urban Safety-Net Medical Center - Boston, Massachusetts, 2020
THURSDAY, JULY 09, 2020

Provision of Pediatric Immunization Services During the COVID-19 Pandemic: an Assessment of Capacity Among Pediatric

Immunization Providers Participating in the Vaccines for Children Program - United States, May 2020
THURSDAY, JULY 09, 2020

Increases in Health-Related Workplace Absenteeism Among Workers in Essential Critical Infrastructure Occupations During

the COVID-19 Pandemic - United States, March-April 2020
THURSDAY, JULY 09, 2020

Update: COVID-19 Among Workers in Meat and Poultry Processing Facilities - United States, April-May 2020
THURSDAY, JULY 09, 2020

Initial and Repeated Point Prevalence Surveys to Inform SARS-CoV-2 Infection Prevention in 26 Skilled Nursing Facilities -

Detroit, Michigan, March-May 2020
THURSDAY, JULY 09, 2020

Getting the word out to protect meat and poultry plant workers
THURSDAY, JULY 09, 2020

What COVID-19 Seroprevalence Surveys Can Tell Us
WEDNESDAY, JULY 08, 2020

CDCin Action
WEDNESDAY, JULY 08, 2020

Considerations for Providing Hemodialysis to Patients with Suspected or Confirmed COVID-19 in Acute Care Settings
TUESDAY, JULY 07, 2020

About Serology Surveillance
MONDAY, JULY 06, 2020

Social Media Toolkit: Daily Life & Going Out
MONDAY, JULY 06, 2020

Social Media Toolkit: Communities, Schools & Workplaces
MONDAY, JULY 06, 2020

COVID-19 Response Highlights
MONDAY, JULY 06, 2020

COVID-19 Considerations for Animal Activities at Fairs, Shows, and Other Events
MONDAY, JULY 06, 2020

Screening for SARS-CoV-2 Infection Within a Psychiatric Hospital and Considerations for Limiting Transmission Within

Residential Psychiatric Facilities - Wyoming, 2020
THURSDAY, JULY 02, 2020

Exposures Before Issuance of Stay-at-Home Orders Among Persons with Laboratory-Confirmed COVID-19 - Colorado, March

2020
THURSDAY, JULY 02, 2020

Characteristics of Adult Outpatients and Inpatients with COVID-19 - 11 Academic Medical Centers, United States, March-May

2020
THURSDAY, JULY 02, 2020
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Serial Laboratory Testing for SARS-CoV-2 Infection Among Incarcerated and Detained Persons in a Correctional and Detention
Facility - Louisiana, April-May 2020
THURSDAY, JULY 02, 2020

COVID-19 Outbreak Among College Students After a Spring Break Trip to Mexico - Austin, Texas, March 26-April 5, 2020
THURSDAY, JULY 02, 2020

Changing Paths During the Pandemic
THURSDAY, JULY 02, 2020

Visiting Beaches and Pools
WEDNESDAY, JULY 01, 2020

Studying the disease
WEDNESDAY, JULY 01, 2020

Monitoring and tracking the disease
WEDNESDAY, JULY 01, 2020

ldentifying the source of the outbreak
WEDNESDAY, JULY 01, 2020

Developing Guidance to Protect the Public’s Health
WEDNESDAY, JULY 01, 2020

About COVID-19 Epidemiology
WEDNESDAY, JULY 01, 2020

Helping Children Cope
WEDNESDAY, JULY 01, 2020

Framework for Healthcare Systems Providing Non-COVID-19 Clinical Care During the COVID-19 Pandemic
TUESDAY, JUNE 30, 2020

Community Mitigation Resources
MONDAY, JUNE 29, 2020

Surveillance and Data Analytics
MONDAY, JUNE 29, 2020

Preventing the Spread of COVID-19 in a Variety of Settings Throughout Your Community
MONDAY, JUNE 29, 2020

What Bank Employees Need to Know about COVID-19
SUNDAY, JUNE 28, 2020

Performing Broad-Based Testing for SARS-CoV-2 in Congregate Settings
SATURDAY, JUNE 27, 2020

Transcript for the CDC Telebriefing Update on COVID-19
FRIDAY, JUNE 26, 2020

Framework for Implementation of COVID-19 Community Mitigation Measures for Lower-Resource Countries
FRIDAY, JUNE 26, 2020

CDC updates, expands list of people at risk of severe COVID-19 illness
THURSDAY, JUNE 25, 2020

Notes from the Field: E-cigarette, or Vaping, Product Use-Associated Lung Injury Cases During the COVID-19 Response -

California, 2020
THURSDAY, JUNE 25, 2020

Characteristics of Women of Reproductive Age with Laboratory-Confirmed SARS-CoV-2 Infection by Pregnancy Status - United

States, January 20-June 7, 2020
THURSDAY, JUNE 25, 2020

Potential Indirect Effects of the COVID-19 Pandemic on Use of Emergency Departments for Acute Life-Threatening Conditions

- United States, January-May 2020
THURSDAY, JUNE 25, 2020
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Characteristics Associated with Hospitalization Among Patients with COVID-19 - Metropolitan Atlanta, Georgia, March - April

2020
THURSDAY, JUNE 25, 2020

CDC Media Telebriefing: Update on COVID-19
THURSDAY, JUNE 25, 2020

COVID-19 Serology Surveillance Strategy
THURSDAY, JUNE 25, 2020

Safe Watering Points During COVID-19
WEDNESDAY, JUNE 24, 2020

More Resources about COVID-19
TUESDAY, JUNE 23, 2020

Deployment Processes: COVID-19 Considerations
TUESDAY, JUNE 23, 2020

Post-Deployment Processes: COVID-19 Considerations
TUESDAY, JUNE 23, 2020

Pre-Deployment Processes: COVID-19 Considerations
TUESDAY, JUNE 23, 2020

Monitoring and Evaluation Logic Model
SATURDAY, JUNE 20, 2020

Coronavirus Disease 2019 Case Surveillance - United States, January 22-May 30, 2020
THURSDAY, JUNE 18, 2020

Public Attitudes, Behaviors, and Beliefs Related to COVID-19, Stay-at-Home Orders, Nonessential Business Closures, and

Public Health Guidance - United States, New York City, and Los Angeles, May 5-12, 2020
THURSDAY, JUNE 18, 2020

Guidance for Handlers of Service and Therapy Animals
TUESDAY, JUNE 16, 2020

A Sort of Homecoming
MONDAY, JUNE 15, 2020

CDC releases consolidated COVID-19 testing recommendations
SATURDAY, JUNE 13, 2020

CDC releases consolidated COVID-19 testing recommendations
SATURDAY, JUNE 13, 2020

Transcript - CDC Media Telebriefing: Update on COVID-19
FRIDAY, JUNE 12, 2020

CDC Media Telebriefing: Update on COVID-19
FRIDAY, JUNE 12, 2020

SARS-CoV-2 Infections and Serologic Responses from a Sample of U.S. Navy Service Members - USS Theodore Roosevelt, April

2020
THURSDAY, JUNE 11, 2020

First Reported Cases of SARS-CoV-2 Infection in Companion Animals - New York, March-April 2020
THURSDAY, JUNE 11, 2020

Knowledge and Practices Regarding Safe Household Cleaning and Disinfection for COVID-19 Prevention - United States, May

2020
THURSDAY, JUNE 11, 2020

Impact of the COVID-19 Pandemic on Emergency Department Visits - United States, January 1, 2019-May 30, 2020
THURSDAY, JUNE 11, 2020

Support for People Experiencing Abuse
THURSDAY, JUNE 11, 2020
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Grief and Loss
THURSDAY, JUNE 11, 2020

Interim Guidance for SARS-CoV-2 Testing in North American Wildlife
THURSDAY, JUNE 11, 2020

Reducing Stigma
THURSDAY, JUNE 11, 2020

Using Telehealth to Expand Access to Essential Health Services during the COVID-19 Pandemic
WEDNESDAY, JUNE 10, 2020

Financial Resources
WEDNESDAY, JUNE 10, 2020

Talking with the Patient - A Case Investigator’s Guide to COVID-19
SUNDAY, JUNE 07, 2020

Research Use Only 2019-Novel Coronavirus (2019-nCoV) Real-time RT-PCR Primers and Probes
SATURDAY, JUNE 06, 2020

COVID-19 Monitoring and Response Among U.S. Air Force Basic Military Trainees - Texas, March-April 2020
THURSDAY, JUNE 04, 2020

Evidence for Limited Early Spread of COVID-19 Within the United States, January--February 2020
THURSDAY, JUNE 04, 2020

COVID-19 Staffing Guidance for State, Tribal, Local, and Territorial Health Departments
WEDNESDAY, JUNE 03, 2020

Special Considerations for Patients on Home Dialysis
WEDNESDAY, JUNE 03, 2020

A Marathoner’s Take on COVID-19
MONDAY, JUNE 01, 2020

Community-level Seroprevalence Surveys
MONDAY, JUNE 01, 2020

Support Services
MONDAY, JUNE 01, 2020

Schools and Day Camps
SATURDAY, MAY 30, 2020

Guidance for Group Homes for Individuals with Disabilities
SATURDAY, MAY 30, 2020

Childcare Programs
FRIDAY, MAY 29, 2020

Considerations for Preventing Spread of COVID-19 in Assisted Living Facilities
FRIDAY, MAY 29, 2020

United States Coronavirus (COVID-19) Death Toll Surpasses 100,000
THURSDAY, MAY 28, 2020

Universal and Serial Laboratory Testing for SARS-CoV-2 at a Long-Term Care Skilled Nursing Facility for Veterans --- Los

Angeles, California, 2020
THURSDAY, MAY 28, 2020

United States Coronavirus (COVID-19) Death Toll Surpasses 100,000
THURSDAY, MAY 28, 2020

Interim Guidance for Mass Transit Administrators
THURSDAY, MAY 28, 2020

Information for Sanitation and Wastewater Workers on COVID-19
THURSDAY, MAY 28, 2020
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First Responders, Law Enforcement, and Public Services
THURSDAY, MAY 28, 2020

Guidance for Direct Service Providers, Caregivers, Parents, and People with Developmental and Behavioral Disorders
WEDNESDAY, MAY 27, 2020

Building Community Support
TUESDAY, MAY 26, 2020

Data Management for Assigning and Managing Investigations
TUESDAY, MAY 26, 2020

Evaluating Case Investigation and Contact Tracing Success
TUESDAY, MAY 26, 2020

Confidentiality and Consent
TUESDAY, MAY 26, 2020

Digital Contact Tracing Tools
TUESDAY, MAY 26, 2020

Training Case Investigators and Contact Tracers
TUESDAY, MAY 26, 2020

When to Initiate Case Investigation and Contact Tracing Activities
TUESDAY, MAY 26, 2020

Special Considerations for Health Departments
TUESDAY, MAY 26, 2020

COVID-19 Surge
MONDAY, MAY 25, 2020

CDC Releases Recommendations for Communities of Faith
FRIDAY, MAY 22, 2020

CDC Releases Recommendations for Communities of Faith
FRIDAY, MAY 22, 2020

Data Visualization: How to Align Manufacturing Workstations, If Feasible
FRIDAY, MAY 22, 2020

High COVID-19 Attack Rate Among Attendees at Events at a Church --- Arkansas, March 2020
THURSDAY, MAY 21, 2020

Decline in Child Vaccination Coverage During the COVID-19 Pandemic --- Michigan Care Improvement Registry, May 2016--May

2020
THURSDAY, MAY 21, 2020

Rodent Control
THURSDAY, MAY 21, 2020

Resuming Business Toolkit
THURSDAY, MAY 21, 2020

CDC releases resources to assist states to open
WEDNESDAY, MAY 20, 2020

For Parents: Multisystem Inflammatory Syndrome in Children (MIS-C) associated with COVID-19
WEDNESDAY, MAY 20, 2020

Talking with children about Coronavirus Disease 2019
WEDNESDAY, MAY 20, 2020

Performing Facility-wide SARS-CoV-2 Testing in Nursing Homes
TUESDAY, MAY 19, 2020

What Workers and Employers Can Do to Manage Workplace Fatigue during COVID-19
TUESDAY, MAY 19, 2020
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HHS Delivers Funding to Expand Testing Capacity for States, Territories, Tribes
MONDAY, MAY 18, 2020

HHS Delivers Funding to Expand Testing Capacity for States, Territories, Tribes
MONDAY, MAY 18, 2020

Looking for Clues
MONDAY, MAY 18, 2020

CDC Seroprevalence Survey Types
SUNDAY, MAY 17, 2020

Mass Transit Decision Tool
SATURDAY, MAY 16, 2020

Checklist for Homeless Service Providers During Community Re-opening
SATURDAY, MAY 16, 2020

Interim Guidance for Syringe Services Programs
FRIDAY, MAY 15, 2020

Factors to Consider When Planning to Purchase Respirators from Another Country
FRIDAY, MAY 15, 2020

CDC Response Corps to Support State, Tribal, Local, and Territorial Health Departments
FRIDAY, MAY 15, 2020

Interim Guidance for Public Health Professionals Managing People With COVID-19 in Home Care and Isolation Who Have Pets

or Other Animals
FRIDAY, MAY 15, 2020

High SARS-CoV-2 Attack Rate Following Exposure at a Choir Practice --- Skagit County, Washington, March 2020
THURSDAY, MAY 14, 2020

Preliminary Estimate of Excess Mortality During the COVID-19 Outbreak --- New York City, March 11--May 2, 2020
THURSDAY, MAY 14, 2020

Identification and Monitoring of International Travelers During the Initial Phase of an Outbreak of COVID-19 --- California,

February 3--March 17, 2020
THURSDAY, MAY 14, 2020

Public Health Response to COVID-19 Cases in Correctional and Detention Facilities - Louisiana, March-April 2020
THURSDAY, MAY 14, 2020

Effects of the COVID-19 Pandemic on Routine Pediatric Vaccine Ordering and Administration --- United States, 2020
THURSDAY, MAY 14, 2020

COVID-19 in Correctional and Detention Facilities --- United States, February--April 2020
THURSDAY, MAY 14, 2020

Apply COVID-19 Online Knowledge and Case Investigating Protocol to Realistic Scenarios
THURSDAY, MAY 14, 2020

CDC Laboratory Work for Coronavirus (COVID-19)
WEDNESDAY, MAY 13, 2020

Media Statement from Dr. Robert Redfield, CDC Director; Dr. Steve Hahn, FDA Commissioner; and Dr. Anthony Fauci, NIAID

Director
TUESDAY, MAY 12, 2020

Considerations for Memory Care Units in Long-term Care Facilities
TUESDAY, MAY 12, 2020

A different kind of outbreak
TUESDAY, MAY 12, 2020

List Requirements for Protecting Health Information
FRIDAY, MAY 08, 2020
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Contact Tracing Training Plan
FRIDAY, MAY 08, 2020

What Waste Collectors and Recyclers Need to Know about COVID-19
THURSDAY, MAY 07, 2020

Arriving Passengers Health Card
WEDNESDAY, MAY 06, 2020

What to Know About Liver Disease and COVID-19
TUESDAY, MAY 05, 2020

Information for Health Departments on Reporting Cases of COVID-19
TUESDAY, MAY 05, 2020

Riding the first wave of CDC's COVID-19 response at ports of entry
SATURDAY, MAY 02, 2020

CDC launches national viral genomics consortium to better map SARS-CoV-2 transmission
FRIDAY, MAY 01, 2020

Public Health Response to the Initiation and Spread of Pandemic COVID-19 in the United States, February 24--April 21, 2020
FRIDAY, MAY 01, 2020

COVID-19 Among Workers in Meat and Poultry Processing Facilities --- 19 States, April 2020
FRIDAY, MAY 01, 2020

Ten Ways Healthcare Systems Can Operate Effectively during the COVID-19 Pandemic
FRIDAY, MAY 01, 2020

CDC shares 9 tons of protective gear with responders
FRIDAY, MAY 01, 2020

COVID-19 Considerations for Cleaner Air Shelters and Cleaner Air Spaces to Protect the Public from Wildfire Smoke
FRIDAY, MAY 01, 2020

COVID-19 Outbreak Among Three Affiliated Homeless Service Sites --- King County, Washington, 2020
THURSDAY, APRIL 30, 2020

Assessment of SARS-CoV-2 Infection Prevalence in Homeless Shelters --- Four U.S. Cities, March 27--April 15, 2020
THURSDAY, APRIL 30, 2020

Responding to Coronavirus (COVID-19) in Nursing Homes
THURSDAY, APRIL 30, 2020

EARLY RELEASE: Characteristics and Clinical Outcomes of Adult Patients Hospitalized with COVID-19 --- Georgia, March 2020
WEDNESDAY, APRIL 29, 2020

HHS Announces CARES Act Funding Distribution to States and Localities in Support of COVID-19 Response
THURSDAY, APRIL 23, 2020

Erratum: Vol. 69, No. SS-4
THURSDAY, APRIL 23, 2020

Cleaning and Disinfectant Chemical Exposures and Temporal Associations with COVID-19 --- National Poison Data System,

United States, January 1, 2020--March 31, 2020
THURSDAY, APRIL 23, 2020

Confirmation of COVID-19 in Two Pet Cats in New York
WEDNESDAY, APRIL 22, 2020

What Mail and Parcel Delivery Drivers Need to Know about COVID-19
FRIDAY, APRIL 17, 2020

Geographic Differences in COVID-19 Cases, Deaths, and Incidence --- United States, February 12--April 7, 2020
THURSDAY, APRIL 16, 2020

Hospitalization Rates and Characteristics of Patients Hospitalized with Laboratory-Confirmed Coronavirus Disease 2019 ---
COVID-NET, 14 States, March 1--30, 2020
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THURSDAY, APRIL 16, 2020

Community Transmission of SARS-CoV-2 at Two Family Gatherings --- Chicago, Illinois, February--March 2020
THURSDAY, APRIL 16, 2020

What Airport Retail or Food Service Workers Need to Know about COVID-19
THURSDAY, APRIL 16, 2020

What Airline Catering Kitchen Workers Need to Know about COVID-19
THURSDAY, APRIL 16, 2020

Cleaning and Disinfection for Non-emergency Transport Vehicles
TUESDAY, APRIL 14, 2020

What Aircraft Maintenance Workers Need to Know about COVID-19
TUESDAY, APRIL 14, 2020

EARLY RELEASE: Timing of Community Mitigation and Changes in Reported COVID-19 and Community Mobility --- Four U.S.

Metropolitan Areas, February 26--April 1, 2020
MONDAY, APRIL 13, 2020

Interim Guidance for Conserving and Extending Filtering Facepiece Respirator Supply in Non-Healthcare Sectors
SUNDAY, APRIL 12, 2020

COVID-19 and Cooling Centers
SATURDAY, APRIL 11, 2020

Interim Infection Control Guidance for Public Health Personnel Evaluating Persons Under Investigation (PUls) and

Asymptomatic Close Contacts of Confirmed Cases at Their Home or Non-Home Residential Settings
FRIDAY, APRIL 10, 2020

CDC Announces Modifications and Extension of No Sail Order for All Cruise Ships
THURSDAY, APRIL 09, 2020

CDC Announces Modifications and Extension of No Sail Order for All Cruise Ships
THURSDAY, APRIL 09, 2020

Coronavirus Disease 2019 in Children --- United States, February 12--April 2, 2020
THURSDAY, APRIL 09, 2020

Rapid Sentinel Surveillance for COVID-19 - Santa Clara County, California, March 2020
THURSDAY, APRIL 09, 2020

Detection of SARS-CoV-2 Among Residents and Staff Members of an Independent and Assisted Living Community for Older

Adults --- Seattle, Washington, 2020
THURSDAY, APRIL 09, 2020

Presymptomatic Transmission of SARS-CoV-2 - Singapore, January 23-March 16, 2020
THURSDAY, APRIL 09, 2020

HHS Announces Upcoming Funding Action to Provide $186 Million for COVID-19 Response
TUESDAY, APRIL 07, 2020

Snapshot of CDC Guidance for Homeless and Meal Service Providers for Emergency and Day Shelters
TUESDAY, APRIL 07, 2020

Personal Protective Equipment (PPE) Burn Rate Calculator
TUESDAY, APRIL 07, 2020

Strategic Priority Infection Prevention and Control Activities for Non-US Healthcare Settings
MONDAY, APRIL 06, 2020

CDC Launches New Weekly COVID-19 Surveillance Report
SATURDAY, APRIL 04, 2020

CDC Launches New Weekly COVID-19 Surveillance Report
SATURDAY, APRIL 04, 2020

Prepare your Small Business and Employees for the Effects of COVID-19
SATURDAY, APRIL 04, 2020
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COVID-19-Related Phone Scams and Phishing Attacks
FRIDAY, APRIL 03, 2020

Preliminary Estimates of the Prevalence of Selected Underlying Health Conditions Among Patients with Coronavirus Disease

2019 - United States, February 12-March 28, 2020
THURSDAY, APRIL 02, 2020

Asymptomatic and Presymptomatic SARS-CoV-2 Infections in Residents of a Long-Term Care Skilled Nursing Facility - King

County, Washington, March 2020
THURSDAY, APRIL 02, 2020

CDC Issues Domestic Travel Advisory for New York, New Jersey, and Connecticut
SATURDAY, MARCH 28, 2020

CDC Issues Domestic Travel Advisory for New York, New Jersey, and Connecticut
SATURDAY, MARCH 28, 2020

CDC Statement on Self-Quarantine Guidance for Greater New York City Transportation and Delivery Workers
THURSDAY, MARCH 26, 2020

Public Health Responses to COVID-19 Outbreaks on Cruise Ships - Worldwide, February-March 2020
THURSDAY, MARCH 26, 2020
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Sen. Hawley moves to block swift confirmation for Biden’s homeland security pick
(Washington Post)

Washington Post [1/19/2021 6:11 PM, Nick Miroff and Maria Sacchetti, 13480K]

Homeland security nominee Alejandro Mayorkas told senators he would carry out
President-elect Joe Biden’s immigration overhaul while intensifying efforts to combat
domestic extremism, during a hearing Tuesday that highlighted Republican opposition to his
confirmation.

Testifying before the Senate Homeland Security and Governmental Affairs Committee,
Mayorkas wore a blue mask and listened impassively to questions about his management
style and involvement in a visa program for wealthy investors.

Mayorkas, 61, is expected to win confirmation since the Democrats picked up two additional
Senate seats this month in Georgia. But legislative aides from both parties said it is unclear
how quickly that will occur.

Democrats are pushing for Mayorkas’s rapid confirmation, saying it is crucial to have top
national security officials in place given the recent siege on the U.S. Capitol, cyberattacks
on federal agencies, and the coronavirus pandemic.

But Sen. Josh Hawley (R-Mo.), the focus of deep resentment for challenging Biden’s
election and, critics say, helping to incite the violent mob who attacked the Capitol, moved
later Tuesday to block the fast-track confirmation process, saying he was dissatisfied with
Mayorkas’s responses to questions about the Biden immigration agenda. Hawley is a
member of the homeland security committee.

A spokesman for Mayorkas, Sean Savett, called Hawley’s move “dangerous, especially in
this time of overlapping crises when there is not a moment to waste.” And Democrats on the
House Homeland Security Committee responded bitterly, tweeting, “His games are, AGAIN,
putting our national security at risk.”

Some Senate Republicans raised concerns about a 2015 Inspector General report that said
Mayorkas intervened in a visa program for wealthy investors at the behest of politically
connected Democrats. The report found that Mayorkas, then head of U.S. Citizenship and
Immigration Services, did not break any laws but created the appearance of “special
access” because he got involved in three projects that were headed for rejection, and all
were approved.

Mayorkas told senators that he fixed problems in a troubled government agency that was
supposed to create American jobs, and that the cases were among “hundreds” he
examined at the request of lawmakers from both political parties.

Amid questioning from the committee’s top Republican, Sen. Rob Portman of Ohio,
Mayorkas said he took issue with the term “intervene,” because he said it was his job to get
involved.




“l don’t drive to be a government servant and serve the American public to cut ribbons
around the country and have fun,” Mayorkas said. “I work really hard. And | worked really,
really, hard throughout my nearly 20 years of government service to bring honor to the
office that | have been privileged to occupy.”

Sen. Mitt Romney (R-Utah) also raised the report as a concern, saying he wondered why
Mayorkas, when approached by politically connected people, did not say to himself, “Holy
cow, I've got to step back.”

Mayorkas told Romney that he had learned from the episode. ‘I did in fact learn, Senator,
how to better guard against the perception” of favoritism, he said.

Mayorkas also testified on the issue in 2013 before he was confirmed for the No. 2 job at
Homeland Security; Republicans boycotted that hearing and voted against him that year.

Immigration enforcement was the other major theme of the hearing. Asked whether he
thought the U.S.-Mexico border needed more barriers, Mayorkas told senators border
security is “not a monolithic challenge,” quoting the late Republican Sen. John McCain,
whom he called “an American hero.”

“The border is varied,” he said, and enforcement should be determined by “geography, the
venue and conduct of individuals around it.”

Mayorkas was pressed repeatedly by GOP senators about whether he believed migrants
seeking better economic opportunities were eligible for asylum in the United States. The law
does not cover applicants seeking humanitarian protections on those grounds, Mayorkas
said.

“We are a nation of immigrants,” Mayorkas said. “We are also a nation of laws. | intend to
apply the law.”

Mayorkas said he did not support “defunding” U.S. Immigration and Customs Enforcement,
which has become a target of liberal Democrats upset by the agency’s aggressive approach
under President Trump. But Mayorkas deferred questions about whether he supported the
emergency enforcement measures the Trump administration implemented at the border
during the coronavirus pandemic that allow U.S. agents to rapidly “expel” most illegal
crossers to Mexico.

“Our highest priority is to protect the health and well-being of the American public,” said
Mayorkas, adding he needed more time to study the emergency measures.

When Romney asked about a large caravan of Honduran migrants who have been
attempting to travel north in recent days, telling some reporters they believe Biden will allow
them to enter the United States, Mayorkas declined to say whether U.S. authorities should
help try to stop them. Guatemalan riot police have blocked the migrants along the highway,
clubbing and arresting them.

“If people qualify under the law to remain in the United States, we will apply the law,”
Mayorkas said. “If they do not qualify, then they won’t.”




Sen. Jacky Rosen (Nev.) was one of several Democrats who expressed concerns about the
Jan. 6 mob attack on the Capitol and the growing threat of anti-Semitic and white
supremacist groups.

‘I am profoundly aware of the threat and existence of anti-Semitism in our country and the
world,” said Mayorkas, whose Romanian-born mother’s relatives were Kkilled in the
Holocaust. “I have dedicated a considerable amount of my career to battling anti-Semitism
and discrimination in all forms.”

Mayorkas called the Capitol siege “horrifying,” vowing to senators that the “terror” they and
staffers felt “will not happen again.”

Romney said at the hearing that the United States is “woefully unprepared” on
cybersecurity, and urged Mayorkas to bring a “whole different level of expertise” to confront
such attackers. Authorities said in recent weeks that cyberspies, probably the Russian
Foreign Intelligence Service, breached networks at the departments of Homeland Security,
Justice, Treasury, Commerce, State and Energy.

Mayorkas said cybersecurity has long been a priority for him, including when he served as
the deputy to then-Secretary Jeh Johnson during the Obama administration.

“The threat has only evolved and only grown since then,” Mayorkas said. “I can assure you
that the cybersecurity of our nation will be one of my highest priorities because | concur with
you that the threat is real and the threat is every day, and we have to do a much better job
than we are doing now.”

DHS has not had a Senate-confirmed leader in nearly two years, a striking vacuum in an
agency created after the 9/11 attacks to combat terrorism. DHS is the third-largest federal
agency, with 240,000 employees, a $50 billion budget and a broad national security
mandate to safeguard ports and borders, enforce immigration laws, and defend against
attacks on U.S. cyber networks.

Senate Committee Holds Hearing for DHS Nominee Alejandro Mayorkas (Breitbart)
Breitbart [1/19/2021 10:42 AM, John Binder, 1912K] Video: HERE

Former Obama administration official Alejandro Mayorkas is speaking before the Senate
Homeland Security and Governmental Affairs Committee on Tuesday.

Mayorkas was nominated to be the Secretary for the Department of Homeland Security
(DHS) by President-Elect Joe Biden after serving in the agency during the Obama
administration.

Homeland Security nominee Alejandro Mayorkas gives opening statement
(Washington Post)

Washington Post [1/19/2021 11:10 AM, Staff, 13480K] Video: HERE

Alejandro Mayorkas, the nominee to head the Department of Homeland Security, spoke
before the Senate Homeland Security and Governmental Affairs Committee on Jan. 19.

Senators vet Mayorkas to take lead at DHS (The Hill)




The Hill [1/19/2021 4:36 PM, Rebecca Beitsch, 2343K]

Senators on Tuesday spent the last full day of the Trump administration vetting Alejandro
Mayorkas, President-elect Joe Biden’s pick to lead a major turnaround at the Department of
Homeland Security (DHS).

A Cuban immigrant whose mother fled the Holocaust, Mayorkas has often said his family’s
journey to America influences his drive for service in an agency with responsibilities for both
securing the border and managing immigration.

If confirmed, he would come to the job with substantial experience in the department,
having served as deputy DHS secretary during the Obama administration and the head of
U.S. Citizenship and Immigration Services.

“The principles of homeland and security have been tremendously important in shaping my
life. My father and mother brought me to this country to escape communism, and to provide
me with the security, opportunity, and pride that American citizenship brings to each of us,"
Mayorkas told the Senate Committee on Homeland Security and Governmental Affairs. "l
was raised to appreciate each day what this country has meant for our family, and the
blessing it is to know it is our homeland.”

Mayorkas appeared before senators on Tuesday along with a slate of officials tapped to
head national security positions within the Biden administration, with lawmakers on other
committees weighing the nominations of director for national intelligence pick Avril Haines,
Tony Blinken to lead the State Department and retired Gen. Lloyd Austin to head up the
Pentagon.

But his nomination has already hit a rocky path, with Sen. Josh Hawley (R-Mo.) placing a
hold on it, arguing that Mayorkas “has not adequately explained how he will enforce federal
law and secure the southern border.”

His hold could stall a nomination otherwise expected to advance once Democrats gain
control of the Senate on Wednesday. Defeating the hold will require a 50-vote threshold
cloture vote and eats up days of floor time, complicating the process.

Homeland Security is one of several agencies that has faced criticism in the days after the
deadly riots at the Capitol, one of many factors that Biden and Democrats argue makes the
DHS post a top priority.

“We’ve seen this department [in] turmoil over the last four years," said Sen. John Tester (D-
Mont.).

“Ali Mayorkas will bring the kind of steady hand that this department needs,” Tester added,
using a nickname as he introduced Mayorkas. “I would hope this committee would ... get
him to the Senate floor so we can get confirmed. Because honestly, after the events on Jan.
6, we have no time to waste.”

Mayorkas vowed to protect the Capitol and deal with threats ranging from cyberattacks to

the dangers of extremism and domestic terrorism, along with assisting with the coronavirus
pandemic and climate change.
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“If I should have the honor of being confirmed, | will do everything | can to ensure that the
tragic loss of life, the assault on law enforcement, the desecration of the building that stands
as one of the three pillars of our democracy, and the terror felt by you, your colleagues,
staff, and everyone present, will not happen again,” he said.

Mayorkas would take over the reins at DHS after the department has churned through six
leaders under the Trump administration and separated more than 600 immigrant children
from their parents as they crossed the border.

He has won accolades from Democrats for spearheading the Deferred Action for Childhood
Arrivals, a program that allows children brought into the U.S. by their parents the chance to
get awork visa.

Mayorkas has most recently worked at law firm WilmerHale and was previously a federal
prosecutor before working his way up the ranks at DHS.

He has not embraced calls from the left to abolish Immigration and Customs Enforcement,
an agency overseen by DHS that was accused of being too aggressive during the Trump
years.

But Mayorkas said he would resist efforts to expand President Trump’s border wall and said
he does not view a lack of opportunity as a reason for immigrant hopefuls to claim asylum.

“It's not a monolithic challenge, the border. The border is varied depending on the
geography, depending on the specific venue, and depending on the conduct of individuals
around it. We don’t need, nor should we have a monolithic answer to that varied and
diverse challenge,” he said, adding that he sees aid to other nations to improve their own
economies as part of the U.S. strategy to address immigration.

But many Republicans in the hearing focused on a 2015 inspector general report that found
that Mayorkas got involved in immigration cases with ties to Democrats.

The report concerns the EB-5 Immigrant Investor Visa Program, which gives visas to those
expected to make major investments in the U.S.

The report highlights three cases where Mayorkas intervened, each tied to high-ranking
Democrats: a Las Vegas casino pushed by then-Sen. Harry Reid (D-Nev.), a film project
tied to former Pennsylvania Gov. Ed Rendell (D), and an electric car company connected to
former Virginia Gov. Terry McAuliffe (D) and Anthony Rodham, former Secretary of State
Hillary Clinton’s brother. The report notes investor visas tied to each project would have
been unlikely to be approved without Mayorkas’s involvement.

The inspector general report concluded that Mayorkas’s action gave the “appearance of
favoritism and special access,” but that the then-USCIS leader’s decisions were
“legitimately within his purview.” It also noted that Mayorkas declined to become involved in
matters where he did not think his influence would be appropriate.

In response to questions from multiple Republican lawmakers, Mayorkas said on Tuesday

that he stepped into a visa program that was “plagued by problems,” adding that it is the
responsibility of leaders to step in and fix problems within their agency.

11




“I fixed problems through the cases that the agency handled. The cases that you
mentioned, the three cases that are cited in the inspector general’s report, are three of
hundreds and hundreds of cases that | became involved in at the request of senators and
members of the House of Representatives on both sides of the aisle,” he said.

The nearly 100-page inspector general report includes aroughly 30-page rebuttal by
Mayorkas, outlining his rationale for involvement.

Sen. Mitt Romney (R-Utah) asked Mayorkas if he had learned anything from the episode.

“Looking back on these circumstances, should you have not said ‘Because | had been
called by a leading Democrat’ whether Gov. Rendell, or others of that nature, but in a
circumstance like this ‘because of my political connection | should recuse myself and let
others take that responsibility.” Is that not the appropriate action to take when something
has the very distinct appearance of political favoritism?” Romney asked Mayorkas.

Mayorkas credited the report with helping to establish better guardrails for involvement in
such cases.

“l did, in fact, learn, senator, how to better guard against a perception, and | agree with you,
100 percent that it is our obligation to guard against that perception, so that there is trust
and confidence in the decisionmaking of government leaders,” he replied.

Some Democrats pushed back on Republicans’ focus on the report.

“To allow these unfounded allegations to cloud @AliMayorkas’ unblemished career in public
service — at a time when the Department so critically needs a qualified and capable leader
— is irresponsible at best, and dangerous at worst,” Sen. Tom Carper (D-Del.) said of his
Republican colleagues on Twitter.

From Border Wall To Capitol Riot, Homeland Security Nominee Takes Senate
Questions (NPR)

NPR [1/19/2021 3:49 PM, Brian Naylor and Barbara Sprunt, 5227K]

President-elect Joe Biden’s nominee to head the Department of Homeland Security,
Alejandro Mayorkas, appeared before a Senate panel Tuesday to begin his confirmation
process, vowing to do everything he can so that an attack on the Capitol like the one on
Jan. 6 "will not happen again."

Mayorkas, who would be the first Latino and first immigrant to lead that department, was
previously the head of U.S. Citizenship and Immigration Services, a DHS agency, during
the Obama administration. He then served as deputy secretary of DHS.

Mayorkas also faced questions on immigration and the border wall, cybersecurity and his
prior actions as head of USCIS.

In announcing his nominee in November, Biden said Mayorkas "will play a critical role in
fixing our broken immigration system and understands that living up to our values and
protecting our nation’s security aren’t mutually exclusive — and under his leadership, they’ll
go hand-in-hand."
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Biden has pushed for swift confirmation of his nominees. He is on pace to have few, if any,
Cabinet members confirmed on Inauguration Day.

After the deadly insurrection at the U.S. Capitol on Jan. 6, however, there’s been increased
pressure to get national security officials confirmed quickly to prevent any gap during the
transfer of power.

In his opening statement Tuesday, Mayorkas called the events of Jan. 6 "horrifying" and
said that if confirmed, he will do "everything | can to ensure that the tragic loss of life, the
assault on law enforcement, the desecration of the building that stands as one of the three
pillars of our democracy, and the terror felt by you, your colleagues, staff, and everyone
present, will not happen again."

On immigration, senators asked Mayorkas if he believed the border wall constructed by the
Trump administration should be taken down. Mayorkas said that he agreed with the late
Sen. John McCain, whom he called "an American hero," that the border is not a "monolithic
challenge.”

Mayorkas said the border "is varied, depending on the geography, depending on the
specific venue, and depending on the conduct of individuals around it." He said that "we
don’t need nor should we have a monolithic answer to that varied and diverse challenge.”

And he said he would be studying the legal authority the incoming administration has to end
construction of the barrier wall, something the president-elect has pledged to do, and which
Mayorkas said he would implement.

Mayorkas was also pressed on what he would do if confirmed about a caravan of Honduran
refugees now said to be headed toward the southern border. He said the Biden
administration would be committed to following asylum laws and that if the refugees were
found to qualify "under the law to remain in the United States, then we will apply the law
accordingly. If they do not qualify to remain in the United States," Mayorkas said, "then they
won't."

Mayorkas said he did not support defunding Immigration and Customs Enforcement, ICE,
as some progressive Democrats have called for.

He said he also supported a comprehensive immigration reform plan that President-elect
Biden is expected to announce soon after he’s inaugurated and said the U.S. has to focus
more resources toward providing economic assistance to countries such as Honduras,
Guatemala and El Salvador.

Asked about the cybersecurity challenge facing the U.S., Mayorkas told senators that “the

cybersecurity of our nation will be one of my highest priorities,” adding that he concurs that
"the threat is real and the threat is every day, and we have to do a much better job than we
are doing now."

Several Republicans on the committee called on Mayorkas to explain his actions as USCIS

chief, after in inspector general’s report found he intervened to help prominent Democrats,
including then-Senate Minority Leader Harry Reid and Secretary of State Hillary Clinton’s
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brother, with a visa program.

"These weren’t the only three cases | was involved in," Mayorkas said. "There were dozens
and dozens, whether they involved the rich or the poor, the enfranchised or
disenfranchised. | became involved to be sure that our agency improved each day, that |
learned of the problems we were confronted with and that | did everything to fix them."

Most senators, however, seemed to have a favorable view of the nominee — several on
both sides of the aisle telling him they looked forward to working with him in the new
administration.

But the prospects for a quick confirmation for Mayorkas disappeared when after the
hearing, Sen. Josh Hawley, R-Mo., said he would object to fast-tracking the nomination
because of Biden’s immigration proposal.

Biden’s nominee for secretary of defense, retired Army Gen. Lloyd Austin, and others in his
security team also have Senate hearings Tuesday.

Biden’s Homeland Security secretary pick faces range of questions before
lawmakers (ABC News)

ABC News [1/19/2021 7:28 PM, Quinn Owen, 29K]

Lawmakers evaluated Alejandro Mayorkas to lead the Department of Homeland Security on
Tuesday and grilled the hopeful future secretary on a range of issues focused on
immigration enforcement and his time at the highest ranks of the department in 2015.

Sen. Mitt Romney, R-Utah, asked about the caravan of migrants reportedly heading north
from the southern border of Guatemala.

In 2019, immigration authorities at the border were overwhelmed by an influx of migrant
families fleeing dangerous conditions of Central America’s Northern Triangle -- Guatemala,
Honduras and El Salvador. And according to the International Organization for Migration,
thousands of migrants from Honduras fleeing violence, devastation caused in the aftermath
of two devastating hurricanes and economic hardships due to the COVID-19 pandemic
were in Guatemala and moving towards Mexico, hoping to ultimately reach the U.S.
Depending on how this situation develops, it may turn into one of the earlier immigration
issues the Biden administration faces.

Border Patrol has seen spikes in unauthorized border crossing attempts in recent months
and Senate Republicans at the hearing appeared to cast the primary drivers of migration in
economic terms.

Mayorkas confirmed that they, along with anyone approaching the U.S. border, would be
processed on a case-by-case basis. "Senator, we are a nation of immigrants, we are also
a nation of laws," Myorkas said.

Immigration enforcement has come under deep scrutiny as President Donald Trump
instituted hard-line policies which limited access to humanitarian and refugee protections.
As a principal agency in these efforts, Immigration and Customs Enforcement became a
lightning rod for backlash among Democrats and immigrant advocates with lawmakers
including Sen. Elizabeth Warren and a handful of House members calling for its
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dismantlement.

Mayorkas maintained on Tuesday that ICE should not be de-funded and that it would
require further study to determine whether additional ICE resources are necessary.

Republican Sen. Ron Johnson aggressively questioned the nominee about the southern
border.

After avoiding explicitly answering whether a person seeking financial gain presents a
qualifying asylum claim, Mayorkas generally acknowledged that searching for employment
advancement is not grounds for asylum under current law.

"Senator, the asylum laws are well established and they provide that an individual who is
fleeing persecution by reason of his or her member in a particular social group is deserving
of protection,” Mayorkas said.

Asked whether any of the barriers on the southern border should be dismantled, Mayorkas
also said it would require further examination to determine how the administration is legally
required to use money previously allocated by Congress to construct a "border-wall
system."

Asked to address the recent mob attack on the U.S. Capitol and ongoing domestic terrorism
threats, Mayorkas said DHS had room for improvement with information dissemination to
aid front-line officers. He was supportive an inter-agency terror intelligence commission as a
way to bolster the department’s lead role in responding to domestic terror threats.

"l think that we can do a lot better in the distribution of that information to our brave first
responders in local communities throughout the country,” Mayorkas said.

Mayorkas was also asked about a federal watchdog report from 2015 in which he was
accused of improperly meddling with visa applications for wealthy business people. U.S.
Citizenship and Immigration Services employees cited in the report said the then-deputy
homeland security secretary was in touch with applicants outside of normal channels.

The Department of Homeland Security Office of Inspector General review, which relies on
accounts from more than a dozen Homeland Security employees, found that Mayorkas’
actions "created an appearance of favoritism and special access.”

In response, Mayorkas said senators and House members asked for his intervention and he
maintained that his involvement was aimed at improving the applications process.

"When a leader enters federal service with the authority to fix problems, that leader has the
responsibility to fix problems,” Mayorkas said.

He pointed out his involvement in "dozens and dozens" more cases beyond the those
mentioned in the report. The inspector general was tasked with reviewing just three of the

thousands of high-profile visas issued each year and did not conclude that anything
improper occurred in the handling of the applications.

‘Will Not Happen Again’: Mayorkas Vows to Keep Capitol Safe (New York Times)
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New York Times [1/19/2021 4:34 PM, Staff, 28290K]
Alejandro N. Mayorkas, the secretary of homeland security nominee, said he would work to
ensure that the U.S is protected from domestic threats and another attack on the Capitol.

[Editorial note: consult video at source link]

GOP senators question Biden’s DHS nominee Alejandro Mayorkas over immigration
enforcement, visas (USA Today)

USA Today [1/19/2021 4:45 PM, Bart Jansen, 5823K]

Senate Republicans asked pointed questions about immigration Tuesday to Alejandro
Mayorkas, President-elect Joe Biden’s nominee to lead the Department of Homeland
Security, but didn’t hint at outright opposition to his nomination during a confirmation
hearing Tuesday..

The harshest questions focused on an inspector general’s report found that an "appearance
of favoritism" in how Mayorkas settled disputes in a visa program during a previous stint
with the department. Members of the Homeland Security and Governmental Affairs
Committee also posed contentious questions about how to combat illegal immigration,
always a divisive subject between Republicans and Democrats.

Mayorkas said in response to the visa questions that he fixed a broken program during his
previous term as director of U.S. Citizenship and Immigration Services. He openly
contrasted Biden’s positions seeking to overhaul immigration law with creating a path to
citizenship for undocumented immigrants.

“I would be privileged to work with Congress to pass immigration reform legislation that
provides that path and provides a clear solution to what is clearly a broken system,”
Mayorkas said.

Biden has asked for swift confirmation of his Homeland Security, Defense, State and
Treasury nominees when his term begins Wednesday. Senate panels held five confirmation
hearings Tuesday. Democrats argued that stable, Senate-confirmed leadership was needed
atop DHS after years of turnover and temporary officials during the Trump administration.

“Over the last four years, the department has endured some chaos, mismanagement and
instability,” said Sen. Gary Peters of Michigan, the top Democrat on the panel.

But Sen. Josh Hawley, R-Neb., said in a statement after the hearing he would block fast-
tracking of the nomination because of his concerns about how Mayorkas will enforce
immigration law and border security measures. Hawley said “so many questions remain
unanswered.”

If confirmed, Mayorkas would become the first immigrant and first Latino to lead the
department. He arrived with his parents from Cuba as refugees from Fidel Castro’s regime
in 1960. He has been deputy secretary of the department and headed its citizenship
agency.

The visa dispute dealt with the EB-5 program that encourage business investment to create

jobs. The committee chairman, Sen. Rob Portman, R-Ohio, cited an inspector general’s
report that found Mayorkas communicated with stakeholders outside the normal process
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and without his intervention cases “would have been decided differently.”

Portman noted that the stakeholders involved included former Senate Majority Leader Harry
Reid, D-Nev.; former Virginia Gov. Terry McAuliffe and former Pennsylvania Gov. Ed
Rendell. The process “created an appearance of favoritism and special access,” the report
said.

But the report also said that Mayorkas’s actions were legal and “legitimately within his
purview” as director. Mayorkas said it was his job to resolve disputes in a complex
bureaucracy. He said he dealt with hundreds of cases, responding to requests from
lawmakers of both parties.

“l fixed problems through the cases that the agency handled,” Mayorkas said. “I do, | must
say, senator, take issue with the use of the term intervene. It is my job to become involved,
to learn the problems that an agency confronts and to fix them.”

He helped create a new office to oversee EB-5 reviews, revamped the evaluation process
and enhanced the program’s fraud and security safeguards.

Sen. Tom Carper, D-Del., who previously headed the committee, called the inspector
general’s report part of an effort “to smear” Mayorkas. He said the issues were fully
discussed and litigated seven years ago.

“It's easy to get things messed up,” Carper said of the bureaucracy. “We’re expected as
representatives from our states to stand up for people and try to straighten things out.”

After some liberals called for defunding Immigration and Customs Enforcement, several
Republican senators asked whether Mayorkas would do that. He said he wouldn’t abolish
ICE or Customs and Border Protection.

“l would not abolish them,” Mayorkas said.

Hawley asked whether Mayorkas would spend $1.4 billion on the southern border wall
system that Congress recently appropriated.

Biden has committed to cease funding for further construction of the wall. Mayorkas said he
would explore ways to discontinue spending money on the wall, if allowed under the law.

Hawley also asked whether Mayorkas would continue a Trump administration program that
processes asylum applications along the southern border while refugees remain in Mexico.

Biden has said he would end the program and Mayorkas agreed.

Hawley also asked whether Mayorkas supported amnesty for an estimated 11 million illegal
immigrants already in the United States.

“Do you support mass amnesty on that scale?” Hawley asked.

Biden has said he would propose an overhaul of immigration law on his first day in office for
Congress to debate. Mayorkas said he would pursue a path to citizenship for
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undocumented immigrants, based on previous bipartisan legislation in the Senate.

Mayorkas now awaits votes in the committee and on the Senate floor to determine whether
he will be confirmed, but the timing of those votes hasn’t been announced.

Biden DHS, Intel picks stress need to prioritize cybersecurity after SolarWinds hack
(The Hill)

The Hill [1/19/2021 5:03 PM, Maggie Miller, 2343K]

President-elect Joe Biden’s nominees to serve as secretary of the Department of Homeland
Security (DHS) and as director of national intelligence (DNI) both said Tuesday that if
confirmed they will make a priority out of bolstering the nation’s cybersecurity.

DHS nominee Alejandro Mayorkas and DNI nominee Avril Haines each pointed to the
specific need to secure the federal government against cyber threats following the recently
discovered Russian hack of IT group SolarWinds, which compromised many key federal
agencies and potentially thousands of businesses.

“l can assure you that the cybersecurity of our nation will be one of my highest priorities
because | concur with you that the threat is real and the threat is every day and we have to
do a better job than we are doing now,” Mayorkas said during his nomination hearing before
the Senate Homeland Security and Governmental Affairs Committee.

Haines in her testimony before the Senate Intelligence Committee also described the
SolarWinds hack as a “major concern,” but noted that she had not yet received a classified
briefing on the incident, which is so far confirmed to have compromised agencies including
the Commerce, Defense, Justice, Homeland Security and Treasury departments.

“I think the Department of Homeland Security already indicated publicly that this is a grave
risk,” Haines said. “This an area where we obviously have to focus.”

If confirmed, Mayorkas will head a sprawling department that includes the Cybersecurity
and Infrastructure Security Agency (CISA), the main federal group responsible for securing
the nation’s critical infrastructure, including elections.

CISA has been without most of its top leaders since November, when President Trump fired
former CISA Director Christopher Krebs and three other senior leaders stepped down
following pressure from the White House.

Those moves came after CISA put out a joint statement with other election officials
describing the 2020 election as the “most secure in American history,” and after it stood up
a “rumor control” webpage to debunk election disinformation and misinformation, much of
which came from the president’s supporters.

When asked by Sen. Rob Portman (R-Ohio), soon to take over as ranking member of the
committee, about CISA’s failure to detect the SolarWinds breach’s impact on federal
systems, Mayorkas stressed that he would work, if confirmed, to strengthen the agency.

“CISA must improve the cyber hygiene of the federal government, the many departments

and agencies throughout it, it must strengthen the public-private partnership, not only for the
benefit of course of the federal government, but the benefit of the private sector itself,” he
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testified.

“I think this is going to require an all-of-government approach, and there is a great amount
that will rest on the shoulders of CISA, and | hope | have the privilege to lead the
department and support CISA in meeting those obligations,” he added.

Mayorkas also promised to review legislation that would create a grant program to help
state and local governments fund cybersecurity improvements, with officials increasingly
begging for assistance during the COVID-19 pandemic as hackers took advantage of
overstressed and vulnerable systems.

While Mayorkas’s confirmation may be slowed down due to an objection lodged over an
immigration-related issue by Sen. Josh Hawley (R-Mo.) on Tuesday afternoon, Politico
reported in December that he had been endorsed by almost three dozen top cybersecurity
leaders, including former CISA leadership.

Haines was no less strong on her stance to ensure that cybersecurity-related intelligence
issues would be prioritized, and in particular argued in favor of exploring ways to ensure
adversaries including Russia would be less tempted to attack the U.S. in cyberspace in the
future.

“I think one of the great challenges that we face in the United States in particular is the
asymmetry of the threat in cyber,” Haines testified. “I think it is relatively easy for
adversaries to hold at risk what are high value assets to the United States, given how much
we rely on cyber to work for our economy, security, for so many different issues, at relatively
low risk to them.”

Biden has described the SolarWinds breach as a “grave threat to national security,” and
earlier this month gave a speech calling for the modernization of the nation’s defenses to
respond to growing threats. He also included more than $10 billion in cyber and information
technology funds for the federal government in his $1.9 trillion COVID-19 relief proposal,
announced last week.

Haines voiced support for Biden’s comments last month calling for the U.S. and allied
nations to work together to create rules of the road in cyberspace, noting the need for an
“imposition of costs” and promising to provide intelligence around attributing cyberattacks if
confirmed as DNI.

“I think that working with allies and partners in order to impose costs can actually raise the
cost essentially, and therefore help to promote deterrence and pushback,” she testified.

Joe Biden’s DHS Nominee Won’t Promise to Exclude Caravan Job-Seekers (Breitbart)
Breitbart [1/19/2021 3:21 PM, Neil Munro, 1912K]

Joe Biden’s nominee to run the Department of Homeland Security (DHS) refused to tell
senators that he would exclude caravans of economic migrants from getting asylum and
taking wages from American citizens.

Sen. Ron Johnson (R-WI) asked the nominee, Alejandro Mayorkas, during the January 19

nomination hearing, “Do you believe coming into this country illegally for economic
improvement, is that a valid asylum claim? ©
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Mayorkas responded, “Senator, the asylum laws are well established, and they provide that
an individual who's fleeing persecution by reason of his or her membership in a particular
social group is deserving of protection.”

“Okay, but coming here for economic gain is not a valid asylum claim: Would you agree with
that?” Johnson shot back.

“I believe | articulated the legal theory in it,” Mayorkas dodged.

Mayorkas did not mention that administration officials have much legal authority to expand
or narrow asylum rules.

For example, President Barack Obama’s deputies widened the definitions to create a new
asylum-ready “particular social group” for women who claimed they were beaten by their
husbands. President Donald Trump’s deputies removed that definition. Similarly, Trump’s
deputies narrowed Obama’s asylum rules to end the catch and release of roughly 3 million
migrants into Americans’ labor and housing markets. That Trump decision helped raise
blue-collar wages and boosted his support among blacks, Latinos, and other blue-cOllar
voters.

“Biden, he’s going to help all of us,” one English-speaking Honduran in the caravan told
CNN on Sunday. “He’s given us 100 days to get to the U.S. and give us legal [unintelligible]
paper so we can get a better life for our kids and family.”

Sen. James Lankford (R-OK) followed up on Johnson’s question by asking, “As a leader of
DHS, it’s pretty likely you're going to have 1000s of people coming across the border and a
migrant caravan from Honduras pretty rapidly. What message would you want to give to
those folks right now that are traveling north in that migrant caravan?”

Mayorkas told Lankford he would allow the caravan of Honduran economic migrants into
the United States for “humanitarian relief,” including jobs. He said:

President-elect Biden and people who will be joining us in the incoming administration have
spoken about the fact that there’s a commitment to follow our asylum laws, to enforce our
asylum laws, and that means to provide humanitarian relief for those individuals who qualify
for it under the law.

Mayorkas also hinted the administration would try to minimize the political blowback from
Americans by delaying the inflow of foreign workers, saying, “That cannot be accomplished
with just a flick of a switch and turned on on Day One [January 20]. That it will take time to
build the infrastructure and capacity so that we can enforce our laws as Congress
intended.”

A unified, pro-American GOP likely has the ability to block Mayorkas’ conformation, even
though Sen. Kamala Harris will hold the swing vote in a 50-50 Senate once she is confirmed
as vice president. Under Senate rules, 60 votes are needed to move forward with debates,
allowing just 41 of the 50 GOP senators to block a final vote on Mayorkas.

Sen. Mitt Romney (R-UT) tried to get an answer from Mayorkas. “What is your intention with
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regards to that caravan that is coming to our border? Is your intention to allow them to come
into the country? Will they be stopped? What’s the plan?” The exchange continued:

Mayorkas: We are a nation of immigrants, and we are also a nation of laws, and | intend to
apply the law in the execution of my responsibilities as the Secretary of Homeland Security
should | have that privilege.

Romney: What does that mean in this regard? Does it mean that the [caravan migrants] will
be interdicted and rejected from coming into the country, evaluated one by one? What’s the
plan?

Mayorkas: When people present themselves at our border, we apply the laws of our nation
to determine whether they qualify for relief under our humanitarian laws or whether they
don't.

Romney: Kind of uncertain there, but | presume that means that they will not be allowed just
to come into the country, that these people will be stopped at the border and processed one
by one. Is that correct?

Mayorkas: | apologize if | was uncertain. If people qualify under the law to remain in the
United States, then we will apply the law accordingly. If they do not qualify to remain in the
United States, they won't.

Lankford prodded Mayorkas about his welcome for economic migrants:

You and Senator Johnson had an interchange back and forth on this very straightforward
guestion: Is economic opportunity a valid reason for asylum? You quoted the asylum statute
on that, but | guess the yes-or-no question on that is economic opportunity doesn’t seem to
be in the statute, as a valid reason for asylum, so | guess the question | have for you still is:
“Is economic opportunity a reason that should be added to it?” Itis not there. Do you believe
it's there?

Mayorkas continued to muddy the legal waters:

I'm a lawyer by profession. So | take alook at the laws and | enforce them as both a lawyer
and as a law enforcement officer for nearly 20 years of my career. When one speaks of
economic opportunity, what does one mean? Just generally an opportunity to make a better
living? If that is what you are referring to that, my understanding is that that is not a
legitimate asylum claim make.

Lankford responded:

That's our understanding of the law as well, and it seems a pretty plain reading of it that if
someone is coming to increase their economic opportunity. Obviously, almost any country
in the world, any city you live in in the world, there’s improved opportunities in the United
States and we’re grateful for that in the United States. But just saying hey you don’t have a
lot of economic opportunities where you live doesn’t mean you open up our borders for
asylum claims or say we’re gonna somehow release you into the United States and debate
it.
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Two GOP senators were absent from the hearing, Sen. Mike Enzi (R-WY) and Sen. Rand
Paul (R-KY).

Many pollsters show Americans’ deep and broad opposition to cheap-labor migration — and
the inflow of temporary contract workers, into the jobs needed by young and old Americans.

The multi-racial, cross-sex, non-racist, class-based opposition to cheap-labor migration co-
exists with generally favorable personal feelings toward legal immigrants and toward
immigration in theory — despite the media magnification of many skewed polls and articles
which still push the 1950’s “Nation of Immigrants” claim.

Migration moves money from employees to employers, from families to investors, from
young to old, from children to their parents, from homebuyers to real estate investors, and
from the central states to the coastal states.

Mayorkas has argued that Americans’ wages will rise once an amnesty means employers’
illegal workers become Americans with full legal rights.

So far, he has not explained why the flood of legalized labor — and the subsequent flood of
more illegal and legal labor — will help raise wages for marginalized Americans, including
mothers with small children, older people with disabilities, alienated drug addicts, and ex-
convicts.

The population of marginalized Americans also includes the tens of millions of Americans
stranded in the heartland states that get little funding from coastal investors who prefer to
hire legal immigrants as they arrive at LAX or Newark airport.

In 2016, the voters’ understandable solidarity with their fellow Americans carried Donald
Trump’s pro-American policies into the White House. Those policies helped shrink
American unemployment, raise Americans’ wages, and — if Democratic analysts are to be
believed — can bring the GOP back into power in 2024.

Biden’s DHS pick on migrant caravan: ‘There is acommitment to follow our asylum
laws’ (FOX News)

FOX News [1/19/2021 4:01 PM, Adam Shaw, 10362K]

President-elect Joe Biden’s nominee for homeland security secretary said Tuesday that the
Biden administration has a "commitment to follow our asylum laws,” when asked about a
caravan of thousands of migrants moving north to the U.S. border.

"I think President-elect Biden and people who will be joining his incoming administration
have spoken about the fact that there is a commitment to follow our asylum laws, to enforce
our asylum laws, and that means to provide humanitarian relief to those individuals who
qualify for it under the law,” Alejandro Mayorkas said at his confirmation hearing.

"That cannot be accomplished with just a flick of a switch and turned on day one, it will take
time to build the infrastructure and capacity so we can enforce our laws as Congress
intended,” he said.

Mayorkas was asked about a caravan of migrants coming north from Honduras that
reportedly consisted or approximately 6,000 migrants at one point. The Associated Press
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reported Tuesday that the caravan was broken up by authorities in Guatemala, but that
small groups were still pressing north toward Mexico.

Trump administration officials have accused Biden of encouraging such migration with its
more liberal language on migration and asylum. Biden is proposing a pathway to
citizenship for illegal immigrants in the country, but in a nod to fears of a border surge, it
would reportedly only apply to those in the country at the beginning of the year.

The caravan had demanded the Biden administration "honors its commitments” in a
statement last week, but Biden officials have warned that the situation at the border won't
change right away -- with policies such as the Migrant Protection Protocols (MPP) expected
to take a while to reverse.

Mayorkas downplayed the threat from the caravan, saying "this is not the first caravan that
has approached the border over the last four years or 12 years."

"The phenomenon of a caravan is something we’ve confronted in DHS for many years, the
former U.S. Citizenship and Immigration Services (USCIS) director said.

Grilled later by Sen. Mitt Romney, R-Utah, on the caravan and what his plans were for how
to handle it, he said: "We are a nation of immigrants, we are also a nation of laws and |
intend to apply the law in the execution in my responsibilities as the secretary of Homeland
Security if i have that privilege."

Asked to be more specific about whether people will be let in or not, Mayorkas said that
when people present themselves at the border "we apply the laws of our nation to
determine whether they qualify for relief under our humanitarian laws or whether they don’t.”

"If people qualify under the law, then we will apply the law accordingly. If they do not qualify
then they won'’t,” he said.

DHS nominee rejects defunding ICE (Washington Times)

Washington Times [1/19/2021 6:27 AM, Stephen Dinan, 459K]

President-elect Joseph R. Biden’s pick to lead Homeland Security flatly rejected defunding
ICE, telling senators on Tuesday he is committed to enforcing the laws on the books.

But Alejandro Mayorkas, the prospective nominee, would not commit to expanding U.S.
Immigration and Customs Enforcement, saying instead that he needs “to study the
condition” of the agency and how it’s using its resources.

He said he’s not yet ready to commit to a position on President Trump’s border wall
construction, nor whether he would recommend taking down some of the more than 450
miles of new wall erected under Mr. Trump.

“l haven'’t looked at that,” he said, adding that he doesn’t see the border as “monolithic” and
said solutions may differ across the 1,950-mile boundary with Mexico.

He also sidestepped questions about a new migrant caravan heading north toward the U.S.,

saying only that the laws will be applied to them and those who qualify for a place in the
U.S. will be admitted.
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Mr. Mayorkas was testifying to the Senate Homeland Security and Governmental Affairs
Committee ahead of his expected nomination when Mr. Biden takes office on Wednesday.

If confirmed, Mr. Mayorkas will be under intense pressure from immigrant-rights groups to
reel in the immigration enforcement agencies he would oversee, including ICE.

Some of those groups, who are challenging in court the funding Mr. Trump has used to
erect some of his border wall, have said if they prevail in those cases they will ask that wall
built with that money be torn down.

That could put Mr. Biden and his team in a tricky position.

The president-elect has said he won'’t build any more wall, but suggested he doesn’t want to
erase existing barriers.

Biden’s DHS Nominee Mayorkas Does Not Say if E-Verify Should Be Mandatory
(Breitbart)

Breitbart [1/19/2021 3:58 PM, John Binder, 1912K]

President-elect Joe Biden’s nominee to lead the Department of Homeland Security (DHS),
Alejandro Mayorkas, will not say if he supports mandatory E-Verify to prohibit businesses
from hiring illegal aliens over American citizens.

During his confirmation hearing before the Senate Homeland Security and Governmental
Affairs Committee on Tuesday, Mayorkas would not answer whether he supports making E-
Verify mandatory. The federal program allows businesses to screen whether their hires are
legal residents in the United States so as not to force illegal labor market competition
against America’s working and middle class.

The exchange went as follows:

ROMNEY: Do you support the E-Verify program? Is it an important tool? Should it be
mandatory? Should it be permanent? Is this an essential element of protecting our nation
and the opportunities of employment for so many of our people today who’ve been put out
of work because of the COVID crisis? [Emphasis added]

MAYORKAS: Senator, when | was the director of U.S. Citizenship and Immigration
Services, under my leadership we made tremendous improvements through the E-Verify
program, and under my leadership, enrollment, voluntary enrollment ... increased
dramatically. | would look forward to studying the utilization now of the E-Verify program, its
effectiveness in the business community, its effectiveness in achieving its intended
purposes and | would look forward to working with you as | study the effectiveness of that
program. [Emphasis added]

Similarly, when asked if economic migrants have a valid asylum claim — though U.S.
makes explicitly clear that they do not — Mayorkas tiptoed around the question.

“Do you believe coming into this country illegally for economic improvement, is that a valid
asylum claim?” Sen. Ron Johnson (R-WI) asked.
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“Senator, the asylum laws are well established, and they provide that an individual who’s
fleeing persecution by reason of his or her membership in a particular social group is
deserving of protection,” Mayorkas said.

Mayorkas’ unwillingness to support mandatory E-Verify comes even as the overwhelming

majority of Americans have supported the program. The most recent polling on the issue,

from July 2019, found that 75 percent of voters in swing states support banning employers
from hiring illegal aliens over Americans.

In states where mandatory E-Verify has been implemented, the program is widely effective
in protecting those states’ labor markets, the most recent study has shown.

Since 2012, Alabama, Georgia, Michigan, North Carolina, Pennsylvania, South Carolina,
Tennessee, and West Virginia have all implemented one form or another of mandatory E-
Verify. In some of these states, such as Alabama, all public and private employers must
screen potential employees to weed out illegal alien applicants. In other states, such as
North Carolina, all public employers and government contractors are required to use E-
Verify.

All of these states, except for Tennessee, saw their unemployment rate decline a year after
implementing mandatory E-Verify. Likewise, when Florida, Louisiana, and Indiana
implemented forms of mandatory E-Verify, all three states saw a decline in unemployment
at a greater rate than the national average at the time.

Biden’s Choice for U.S. Homeland Security Chief Pledges to Confront ‘Domestic
Extremism’ (Reuters)

Reuters [1/19/2021 1:20 PM, Mica Rosenberg and Kristina Cooke, 3498K]

President-elect Joe Biden’s nominee to lead the U.S. Department of Homeland Security,
Alejandro Mayorkas, said on Tuesday he would empower intelligence staff at the agency to
gather information on extremist threats in “an apolitical, nonpartisan way” following a violent
attack on the U.S. Congress.

“The threat of domestic extremism is one of the greatest challenges that the Department of
Homeland Security confronts,” Mayorkas told the Senate Homeland Security Committee in
a confirmation hearing before Biden is set to take office on Wednesday.

If confirmed, Mayorkas, who served as deputy secretary at the Department of Homeland
Security (DHS) under President Barack Obama, will start the job days after the Jan. 6 riot at
the U.S. Capitol staged by supporters of outgoing Republican President Donald Trump.

He also would take the helm of the sprawling agency - with 240,000 employees responsible
for border security, immigration enforcement, cybersecurity, and disaster readiness and
relief - in the midst of a raging coronavirus pandemic and on the heels of a massive hack of
government agencies.

One of the first major challenges for Mayorkas would be delivering on Biden’s promises to
reverse many of the restrictionist immigration policies put in place by Trump. He also faces
the prospect of thousands of migrants traveling in caravans through Central America
arriving at the U.S.-Mexico border.

25




Complicating his confirmation, however, Republican Senator Josh Hawley - who sits on the
committee - said he objected to fast-tracking Mayorkas’ confirmation, citing concerns about
Biden’s immigration plans.

Mayorkas needs a majority of the committee to approve his nomination, which then moves
on to a full Senate vote where there is effectively a 50-50 split Democrats and Republicans.
Vice President-elect Kamala Harris would hold the tie-breaking vote.

At the hearing, Mayorkas said changes to Trump’s border policies “cannot be accomplished
with just the flick of a switch on day one, it will take time to build the infrastructure capacity
so we can enforce our laws.”

He said he would not do away with the Immigration and Customs Enforcement (ICE)
agency. “Abolish ICE” has been a rallying cry for some immigrant advocates.

Mayorkas said he would study sweeping pandemic-era restrictions put in place by Trump
that currently allow officials to expel most migrants arriving at the Southwest border.

IMMIGRANT HERITAGE

If approved, Mayorkas, 61, would become the first Latino and first foreign-born leader of the
department created in the aftermath of the Sept. 11, 2001, attacks on the United States. He
highlighted his heritage as a Cuban immigrant in his opening statement to the Senate
committee.

“My father and mother brought me to this country to escape communism,” he said. “I was
raised to appreciate each day what this country has meant for our family.” He also invoked
his family history in a pledge to fight anti-Semitism, saying his mother lost relatives in the
Holocaust during World War Two.

Mayorkas, a former federal prosecutor in California, faced questioning from Republican
lawmakers over his handling of an investor visa program during his time leading the U.S.
Citizenship and Immigration Services agency under Obama.

A 2015 DHS Inspector General report found that certain applicants to the EB-5 program,
which grants green cards to foreigners promising to invest in U.S. businesses, received
special access and preferential treatment in the handling of their applications under
Mayorkas’ leadership.

Mayorkas said he learned a lot from the report and that his efforts were a good faith effort to
improve a program that had long been plagued by problems.

Republicans grill Biden DHS nominee Mayorkas on migrants fleeing economic
hardship (Washington Examiner)

Washington Examiner [1/19/2021 1:29 PM, Anna Giaritelli, 394K]

Senate Republicans pushed President-elect Joe Biden’s nominee for the Department of
Homeland Security to state whether he would ease asylum policies to cater to migrants
seeking economic help as thousands caravan from Central America to the United States.

Republicans on the Senate Homeland Security and Governmental Affairs Committee
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repeatedly questioned Alejandro Mayorkas during his confirmation hearing Tuesday in an
attempt to see if he will detain illegal immigrants who are encountered at the U.S.-Mexico
border or allow families to be released into the country.

Sen. Ron Johnson of Wisconsin asked Mayorkas if he believed that “coming into this
country illegally for economic improvement” was a valid reason to ask for asylum.

“The asylum laws are well-established, and they provide that an individual who'’s fleeing
persecution by reason of his or her membership in a particular social group is deserving of
protection,” said Mayorkas.

“Is economic opportunity a valid reason for asylum?” asked Sen. James Lankford, an
Oklahoma Republican.

“My understanding is that that is not a legitimate assignment,” said Mayorkas, referring to
the reasons outlined by the U.S. government as legitimate reasons to claim asylum after
fleeing one’s country.

U.S. Citizenship and Immigration Services policy states that refugees who have fled their
country may see asylum at a port of entry or once they are in custody if they have “suffered
persecution or fear that they will suffer persecution due to race, religion, nationality,
membership in a particular social group, or political opinion.”

“I would hope that we wouldn’t have different rules for people flying in from Honduras than
we have illegally traveling from Honduras, because right now, we have pretty strict travel
restrictions coming in if you’re flying in legally, and if somehow we have a different set of
rules (it’s lax if you're traveling, you’re illegally [entering]) that would be quite a quandary for
us to be able to explain to everyone,” said Lankford.

Sen. Mitt Romney, a Utah Republican, pushed the former Obama-era DHS official on
whether Border Patrol would detain or release into the U.S. people who are arrested after
illegally crossing the border, but Mayorkas spoke vaguely, not making promises.

“[If] people qualify under the law to remain in the United States, then we will apply the law
accordingly,” Mayorkas said. “If they do not qualify to remain in the United States, then they
won'’t stay here.”

The Republican senators’ concerns come in the midst of rising arrests at the southern
border and a 9,000-person caravan traversing Central America on its way to Mexico before
reaching the U.S. Johnson, the previous committee chairman, tried to push Mayorkas to
give the specific point at which the number of people arrested daily by Border Patrol would
be considered a “crisis.”

“Secretary [Jeh] Johnson, who you served under, said that 1,000 people per day was a bad
day. We have been consistently over 2,000 a day for the last number of years, over 4,000 a
day in March 2019. Right now, we’re back over 2,000 per day,” said Sen. Ron Johnson. “Do
you consider that a problem what is going to be a bad day if you’re secretary?”

He then asked Mayorkas to state for the record that the Obama administration erected a
massive Border Patrol detention facility in McAllen, Texas. Mayorkas confirmed that the
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facility, lamented by congressional Democrats during the Trump administration, was put up
before Trump.

“That’'s the same facility that has the chain-link fences that people on the other side of the
aisle have referred to as putting children in cages, correct?” Johnson asked.

Mayorkas agreed, and Johnson asked if the facility was created because a rising number of
families and children were coming over the southern border in the early and mid-2010s.
Mayorkas defended it and said federal law enforcement “existed long before” the one
building was stood up.

Of the 475,000 people who were arrested at the southern border with a family member
during the government’s fiscal 2019 year, roughly three-quarters did not seek asylum and
were released into the U.S.

Biden has vowed to end a slew of asylum reforms that the Trump administration
implemented in an effort to deter the number of people who come to the U.S. border.

Homeland Security nominee pressed on past favoritism claims (Roll Call)

Roll Call [1/19/2021 12:03 PM, Camila DeChalus, 87K]

Senate Republicans on Tuesday grilled President-elect Joe Biden’s pick to head the
Department of Homeland Security, Alejandro Mayorkas, over “troubling issues” in how he
handled the visa program for wealthy foreign investors during the Obama administration.

At the confirmation hearing before the Senate Homeland Security and Governmental Affairs
Committee, Ohio Sen. Rob Portman asked about a Homeland Security inspector general
report issued in 2015, when Mayorkas served as deputy Homeland Security secretary.

The report concluded that Mayorkas “exerted improper influence in the normal processing
and adjudication” of EB-5 visas in cases that involved high-profile individuals, including
Harry Reid, the Senate majority leader at the time.

“These were politically connected individuals, where you were in direct contact with them,
going around the typical judicatory process,” Portman said. “Did you have concerns that
your actions might be viewed as favoritism and special access?”

Wisconsin Sen. Ron Johnson, the panel’s outgoing chairman, chimed in about “some pretty
troubling issues” raised in a letter at the time by Sen. Charles E. Grassley, R-lowa, about
the way Mayorkas handled the EB-5 investor program, which offers visa holders and their
families the chance to seek permanent residency in exchange for investing heavily in U.S.-
based job-creating enterprises.

“[Grassley’s] main issue in writing the letter to you is that you have not been forthright,
you've not answered questions dating back to his oversight letters 2013,” Johnson said to
Mayorkas.

Utah Republican Mitt Romney also questioned whether Mayorkas would recuse himself in
future cases that may cast the appearance of favoritism in the investor program.

Mayorkas defended his actions, saying the EB-5 program had been “plagued by problems”
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when he originally took the helm of the U.S. Citizenship and Immigration Services, the DHS
agency responsible for adjudicating immigration benefits.

“I became involved in a lot of cases because, as | said, the work of the U.S. Citizenship and
Immigration Services is casework. And | did my job. And | learned of problems, and | fixed
it,” said Mayorkas, a Cuban refugee who would be the first Latino to lead the Homeland
Security Department if confirmed.

Mayorkas said he had gotten involved in handling certain cases to ensure that the cases
were being dealt with properly.

Senate Democrats, including Delaware’s Thomas R. Carper, defended the nominee.

“Mr. Mayorkas was found to be guilty of one thing, and that’s creating an appearance of
favoritism,” Carper said. “If we will be honest with one another, every single member of this
committee and in the Senate could be accused of the same thing at one time or another.”

The last time Mayorkas faced a Senate confirmation hearing — in 2013, to become deputy
Homeland Security secretary — not one Republican voted in favor of his nomination
because of the active investigation into his handling of the EB-5 program.

Mayorkas was previously confirmed by the Senate to become director of the USCIS, where
he served from 2009 to 2013. In that role, he led the implementation of the Deferred Action
for Childhood Arrivals, or DACA, program that has allowed immigrants who came to the
U.S. unlawfully as children to live and work in the country without fear of deportation.

The Senate also confirmed Mayorkas as U.S. attorney for the Central District of California
earlier in his career.

Lawmakers on both sides of the aisle peppered Mayorkas with questions on border security
and how he would handle asylum-seeking migrants reportedly heading in caravans to the
U.S.-Mexico border.

Mayorkas said his plans include investing in more technology rather than spending money
on border wall construction.

“The use of technology and use of air and marine assets would be most effective and | look
forward to studying the challenges at the border and developing a sophisticated approach to
meet those challenges to be sure that we’re harnessing innovation and technology to the
best of our abilities,” he said.

Congress has appropriated nearly $1.4 billion in the current fiscal year for President Donald
Trump’s border wall. Mayorkas said he would need to research laws about discontinuing
funds allocated for a specific purpose.

On asylum, Mayorkas remained firm on upholding Biden’s commitment to ensuring that
asylum seekers are humanely processed at the border.

“That means to provide humanitarian relief for those individuals who qualify for under the
law, and that could not be accomplished with just a flick of a switch and turned on in Day
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One. ... It will take time to build the infrastructure and capacity so that we can enforce our
laws as Congress intended,” he said.

Incoming Senate Homeland Security Chairman Gary Peters urged his colleagues to
immediately confirm Mayorkas because of ongoing threats the U.S. faces both at the border
and within the country.

“There is no question, we need strong and stable leadership at the Department of
Homeland Security, now more than ever,” the Michigan Democrat said. “Certainly, the
threats that we face across all these borders happen daily, which is why his appointment to
this position is absolutely critical to do it as quickly as possible.”

It was not immediately clear when the committee planned to hold a confirmation vote and
send Mayorkas’ nomination to the full Senate.

In addition to Mayorkas, other Biden picks receiving Senate hearings Tuesday included
Defense Secretary nominee Lloyd Austin; Secretary of State nominee Antony Blinken; and
Avril Haines, the nominee for director of national intelligence.

Biden DHS nominee Alejandro Mayorkas challenged by Republicans over allegations
of abuse (Washington Examiner)

Washington Examiner [1/19/2021 4:44 PM, Anna Giaritelli, 394K]

President-elect Joe Biden’s nominee for secretary of the Department of Homeland Security,
Alejandro Mayorkas, defended himself from Senate Republicans’ questions about
allegations that he abused his power while at the DHS during the Obama administration.

Senate Homeland Security and Governmental Affairs Chairman Rob Portman, an Ohio
Republican, opened the hearing with questions into multiple findings by the DHS inspector
general that he said were “concerning.”

The DHS inspector general found that in three incidents, Mayorkas communicated with
applicants or their sponsors in a way that was not normal and "intervened" in career United
States Citizenship and Immigration Services staff’s reviews of applications, Portman said.

The report stated that Mayorkas did not follow normal procedures for deciding the cases
and personally redecided cases that had been decided unfavorably. When asked by
Republicans about the three incidents, Mayorkas admitted to getting involved in “hundreds”
of cases that had been denied. He later said he looked over “dozens and dozens” of denied
cases.

“The case that you mentioned and three cases that are cited in the inspector general’s
report are three of hundreds and hundreds of cases that | became involved in at the request
of senators and members of the House of Representatives on both sides of the aisle,”
Mayorkas said. “I must say, senator, [I] take issue with the use of the term ‘intervene.’ It is
my job to become involved.”

Mayorkas, 61, was USCIS director from 2009 to 2013 and then DHS deputy director until
resigning in 2016. While there, the DHS Office of Inspector General accused Mayorkas of
creating the appearance of “favoritism and special access” by ordering staff to fast-track

visa applications that benefited Democratic sponsors, including former Sen. Harry Reid of
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Nevada, Gov. Terry McAuliffe of Virginia, and Hillary Clinton’s brother Anthony. Mayorkas
stepped down from his post in October 2016, months shy of former President Barack
Obama’s departure.

The EB-5 program was created in 1990 to give immigrants a pathway to citizenship if they
agree to create 10 full-time jobs for U.S. workers. The investor, as well as his or her
immediate family, is eligible for a green card, which allows him or her to reside permanently
in the country for several years before applying for citizenship. The program is overseen by
the USCIS within the DHS. Portman inquired why Mayorkas had created a review board to
reconsider certain cases that had been denied by agency staff.

“This board did not previously exist and was never used again after it voted to reverse the
adjudicators’ proposed denials,” Portman said. “Remarkably, there’s no record of the
proceedings of this board.”

“When the agency made a decision in an EB-5 investor visa case and millions and millions
of dollars of investor capital and the creation of jobs for U.S. workers was dependent upon
that decision, was it fair for the agency to, later in the adjudicative process, change its mind
and Kill the business development?” Mayorkas replied. “I created the deference review
board as one fix to the many problems that we encountered in that agency.”

Sen. Mitt Romney, a Utah Republican, was unsatisfied with Mayorkas’s repeated
statements that he had “learned” from the incident.

“l would have anticipated that when Sen. Portman asked you what have you learned from
this process, that you might say, ‘I have learned from the process that when something
appears to be political, 1should recuse myself.’ Is that not a lesson you learned?” Romney
asked.

Mayorkas said he “prided himself” in his “responsiveness” when working one-on-one with
lawmakers who referred cases to him and that USCIS established “guardrails” to protect
“against the appearance of favoritism,” though he did not reveal those procedures.

Sen. Tom Carper, a Delaware Democrat, was chairman in 2013 when Mayorkas was being
considered by the same committee for DHS deputy secretary.

‘I remember very well the effort to smear this man’s character based on the 2013 inspector
general investigation, which was leaked to the press again before his confirmation here,”
Carper said. “The claims made were fully investigated by a subsequent inspector general,
and Mr. Mayorkas was found to be guilty of one thing: that’s creating an appearance of
favoritism."

Carper added that the government official who initiated the investigation was responsible for
the leak, resigned under allegations of misconduct, and was charged last year with fraud.

Portman pushed back, stating that the third-largest federal department needed a person of
the “utmost integrity” as its leader and that DHS whistleblowers had reported him for other
problems.

“One witness stated that encounters with Mr. Mayorkas ‘were uncomfortable, aggressive,
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unusual, and unsettling,”” Portman said. “The [inspector general] noted that the variety of
witnesses that came forward was unusual. Individuals who raised concerns were
‘throughout the ranks of USCIS in different locations engaged in different functions with
different experience levels.”

After Homeland Security nominee’s hearing, Hawley slows down process (Los
Angeles Times)

Los Angeles Times [1/19/2021 5:16 PM, Brian Contreras, 1825K]

In the wake of a largely cordial confirmation hearing for Alejandro Mayorkas, President-elect
Joe Biden’s nominee for secretary of Homeland Security, Sen. Josh Hawley (R-Mo.)
announced Tuesday that he was putting a hold on a procedure that would have bypassed
full committee consideration of Mayorkas’ nomination.

“l cannot consent to skip the standard vetting process and fast-track this nomination when
S0 many questions remain unanswered,” Hawley said in a statement.

The move is a break from practice in recent years, during which Homeland Security
leadership was typically approved at the start of a new president’s term.

At the tail end of the Tuesday morning hearing, in which Mayorkas spoke before the
Senate’s Homeland Security Committee as part of his confirmation process, Hawley asked
him where money Congress has already appropriated for President Trump’s border wall
would go. The nominee responded that he would follow the law if he became department
leader, but would also need to understand what that law allowed for with respect to
discontinuing the funding.

Hawley also asked about Biden’s plans to pursue legal status for an estimated 11 million
immigrants in the country illegally.

Mayorkas replied that the president-elect “has spoken of the need for a path to citizenship
for the individuals who have been in this country for many years, who have contributed to
our communities and to this nation’s economic prosperity.”

“I would be privileged to work with Congress to pass immigration reform legislation that
provides that path and provides a permanent solution,” Mayorkas said.

Concerns about these immigration policies seemed to be at the root of Hawley’s procedural
block.

“Mr. Mayorkas has not adequately explained how he will enforce federal law and secure the
southern border given President-elect Biden’s promise to roll back major enforcement and
security measures,” Hawley said in his statement. “Just today, he declined to say he would
enforce the laws Congress has already passed to secure the border wall system.”

Mayorkas’ hearing came in the wake of the insurrection at the U.S. Capitol, while a
pandemic rages on and the impact of an enormous federal hack continues to reverberate
through Washington — all crises Mayorkas will have a hand in dealing with if approved as
Biden’s Homeland Security secretary.

The hearing emphasized immigration policy but also explored counter-terrorism, emergency
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management and cybersecurity, all of which are within the Department of Homeland
Security’s broad portfolio.

Born in Havana, Mayorkas grew up in Los Angeles and graduated from UC Berkeley. He
would be the first Latino and first immigrant to serve as Homeland Security secretary, and
already has been confirmed by the Senate three times for prior positions.

The Cuban American and former federal prosecutor was named by Biden in November. If
confirmed, he would oversee the federal government’s third-largest department, where he
almost certainly would roll back parts of Trump’s multi-pronged campaign to restrict both
legal and illegal immigration.

Under skeptical questioning from Hawley and other committee Republicans critical of
Biden’s immigration plans, Mayorkas maintained support for key aspects of the president-
elect’'s immigration agenda, while affirming that he would implement them within the bounds
of the law.

“President-elect Biden has committed to presenting Congress on Day One with a
permanent solution, an immigration reform bill, and | would be privileged to ... work with
Congress in passing legislation to fix our much-broken immigration system,” Mayorkas said.

One initial action will probably be to reinstate the Deferred Action for Childhood Arrivals
program, or DACA, which shields immigrants brought to America as children from
deportation. Trump tried to end the policy, which Biden promises to fully restore. Mayorkas
helped implement DACA when he served as the director of U.S. Citizenship and
Immigration Services during the Obama administration.

Mayorkas also reiterated Biden’s plans to cease further funding for Trump’s border wall and
to create a path to citizenship for immigrants already in America, and emphasized the
importance of addressing “push factors” — violence, corruption, extreme poverty,
persecution — that compel immigrants to leave their homelands in the first place.

“We must address the root causes to solve the problem,” Mayorkas said. “That is what
President-elect Biden’s vision does, and | hope | have the privilege to execute it.”

If Mayorkas is confirmed as department leader, his wide purview would extend well beyond
immigration and border security.

To that point, Mayorkas cited the department’s “significant capabilities” to execute Biden’s
coronavirus response through the Federal Emergency Management Agency; to play a
“leadership role” in collecting and disseminating information about foreign and domestic
terrorism through the Office of Intelligence and Analysis; and to strengthen American
cybersecurity through the Cybersecurity and Infrastructure Security Agency.

“The threat is real, and the threat is everyday, and we have to do a much better job than we
are doing now,” he said of cybersecurity concerns.

The hearing contained few rhetorical fireworks, although several Republicans raised

concerns about allegations that Mayorkas “exerted improper influence” over an employment
visa program while working as director of USCIS, the Homeland Security agency in charge
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of legal immigration, a charge that Mayorkas disputes.

In addition to smoothing the pathway to citizenship for immigrants who are in the country
illegally, Biden has called for a shift in focus from Trump’s border wall to security
enhancement at ports of entry, and more oversight of Immigration and Customs
Enforcement and the Border Patrol. Biden’s incoming Chief of Staff Ron Klain has said the
president-elect will move to end Trump’s restrictions on immigration from several Muslim-
majority countries on Inauguration Day, and will quickly move to accelerate the reunification
of families separated at the southern border under Trump.

Hawley delays quick confirmation of Biden’s DHS nominee (The Hill)

The Hill [1/19/2021 5:04 PM, Rebecca Beitsch, 2343K]

Sen. Josh Hawley (R-Mo.) announced on Tuesday he would place a hold on Alejandro
Mayorkas, President-elect Joe Biden’s choice to lead the Department of Homeland Security
(DHS).

Hawley, who has come under fire recently amid allegations that he played a role in the
Capitol riot early this month, made the announcement just hours after the Senate
Committee on Homeland Security and Governmental Affairs wrapped its hearing with
Mayorkas. The move delays the nomination of a post Democrats have argued is critical to
fillimmediately to protect national security.

“Mr. Mayorkas has not adequately explained how he will enforce federal law and secure the
southern border given President-elect Biden’s promise to roll back major enforcement and
security measures,” Hawley said in a statement.

“Just today, he declined to say he would enforce the laws Congress has already passed to
secure the border wall system. Given this, | cannot consent to skip the standard vetting
process and fast-track this nomination when so many questions remain unanswered," he
added.

Hawley’s opposition comes as Biden and Democrats argue the attacks on the Capitol make
the post a top priority. Hawley was the first senator to announce he would vote against
certification of the 2020 election results.

His hold could stall a nomination otherwise expected to advance once Democrats gain
control of the Senate on Wednesday. Defeating the hold will require a 50 vote threshold
cloture vote and eats up days of floor time, complicating the process.

Mayorkas, who previously served as the deputy secretary of DHS under the Obama
administration, did not earn any Republican votes when he was confirmed in 2013.

"We are facing unprecedented challenges and threats to our national security, and our
country urgently need a confirmed Secretary of Homeland Security in place on day one to
protect the American people. Alejandro Mayorkas is one of the most knowledgeable
homeland security experts in the country,” Biden transition spokesman Sean Savett said in
a statement to The Hill.

"The Senate held swift confirmation votes for the DHS Secretary nominee in 2009 and 2017

in order for them to start on day one for good reason. Senator Hawley’s threat to disrupt
historical practice and try to leave this vital position vacant is dangerous, especially in this
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time of overlapping crises when there is not a moment to waste."

Hawley’s opposition stems from an exchange where the lawmaker asked Mayorkas if he
would obligate $1.4 billion in funds set aside for Trump’s border wall.

“If  may strike at the fundamental point that | believe you were inquiring of, which is will |
follow the law and the execution of my responsibilities should | have the privilege of serving
as the Secretary of Homeland Security. And the answer is yes | will follow the law. And what
| would need to do is to understand what the law provides with respect to the obligation of
funds to construct a border wall, and then see what the opportunities are to discontinue any
such obligations,” Mayorkas said.

Hawley then thanked Mayorkas for getting “right to the nub” of his question.

He also asked Mayorkas about Biden’s plans to give legal status to 11 million people
residing in the U.S., something Hawley said concerned him “especially in this time of severe
economic distress that has fallen disproportionately on working class Americans.”

Mayorkas called the move a “path to citizenship for the individuals who have been in this
country for many years, who have contributed to our communities, and to this nation’s
economic prosperity."

"I would be privileged to work with Congress to pass immigration reform legislation that
provides that path, and provides a permanent solution to what is clearly a broken system,”
he added.

Hawley blocks quick consideration of Biden DHS nominee, citing ‘amnesty’ plan
(FOX News)

FOX News [1/19/2021 6:17 PM, Adam Shaw, 10362K]

Sen. Josh Hawley, R-Mo., blocked quick consideration of President-elect Joe Biden’s pick
to lead the Department of Homeland Security, citing Biden’s proposals for "amnesty” for
illegal immigrants and answers about border security.

Alejandro Mayorkas had answered questions earlier in the day at his confirmation hearing
before the Senate Homeland Security Committee. When committee members moved to
bypass full committee consideration to speed up his confirmation, Hawley objected.

"On Day 1 of his administration, President-elect Biden has said he plans to unveil an
amnesty plan for 11 million immigrants in this nation illegally,” the populist senator said in a
statement. "This comes at a time when millions of American citizens remain out of work and
a new migrant caravan has been attempting to reach the United States. Mr. Mayorkas has
not adequately explained how he will enforce federal law and secure the southern border
given President-elect Biden’s promise to roll back major enforcement and security
measures."

Hawley was referring to Biden’s plan to provide a pathway to citizenship for those in the
country illegally. Expected to be unveiled on Wednesday, the plan reportedly includes an
eight-year path to citizenship, along with other measures, including green cards for
recipients of Deferred Action for Childhood Arrivals (DACA) and Temporary Protected
Status (TPS) programs.
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Simon &amp; Schuster cancels book deal with Sen. Josh Hawley after Capitol Hill riots

The Washington Post reported that the bill also includes expanded forms of legal
immigration, provisions to address "push” factors south of the border, and some border
security measures.

At the hearing, Mayorkas spoke positively about the legislation and told Hawley it would fix
a "broken immigration system."

"I would be privileged to work with Congress to pass immigration reform legislation that
provides that path and provides a permanent solution to what is clearly a broken system,"
he said.

Hawley had asked Mayorkas whether he would allow funding that had already been
designated for the wall at the southern border to be used. President Trump’s administration
built approximately 450 miles of wall, and officials say there are approximately 350 extra
miles funded.

Mayorkas noted that Biden has promised not to allow any more wall to be built under his
administration.

"I would execute President-elect Biden’s commitment in adherence to the laws that guide
us,” he said. He later said he would follow the law, and he would need to see if DHS was
permitted to stop the funding and what the options were.

Hawley was not impressed with his answers.

"Just today, he declined to say he would enforce the laws Congress has already passed to
secure the border wall system,” Hawley said in his statement. "Given this, | cannot consent
to skip the standard vetting process and fast-track this nomination when so many questions
remain unanswered.”

The block means it will take longer to get Mayorkas’ confirmation out of the Homeland
Security Committee onto the Senate floor for a confirmation vote.

Four years ago, the Senate confirmed President Trump’s first DHS secretary, John Kelly, on
Inauguration Day -- he was one of two cabinet secretaries confirmed that day.

Sen Josh Hawley Blocks Quick Consideration Of Biden’s Homeland Security
Nominee (Daily Caller)

Daily Caller [1/19/2021 4:23 PM, Andrew Trunsky, 321K]

Missouri Sen. Josh Hawley said that he would object to the expedited consideration of
Alejandro Mayorkas, President-elect Joe Biden’s nominee to lead the Department of
Homeland Security.

Hawley’s announcement came hours after Mayorkas’s confirmation hearing Tuesday
morning, and will delay the confirmation of a post that Democrats have argued is absolutely
imperative to fill as soon as possible given the heightened risks to national security.

“Mr. Mayorkas has not adequately explained how he will enforce federal law and secure the

36




southern border given President-elect Biden’s promise to roll back major enforcement and
security measures,” Hawley said in a statement.

“Just today, he declined to say he would enforce the laws Congress has already passed to
secure the border wall system. Given this, | cannot consent to skip the standard vetting
process and fast-track this nomination when so many questions remain unanswered,”
Hawley said.

Hawley has come under fire from Democrats and fellow Republicans in the wake of the
Capitol riot after leading the Senate effort to object to Pennsylvania’s election results. His
latest move could temporarily stall Mayorkas’s confirmation since defeating the hold would
require 60 votes, meaning that 10 Republicans would have to join Democrats after they
officially take control of the chamber on Wednesday.

During the hearing Tuesday, Hawley pressed Mayorkas over how he would allocate $1.4
billion in congressionally-appropriated funds towards President Donald Trump’s border wall.
While Mayorkas said that he would “follow the law,” he declined to say whether the funds
would ultimately go towards the wall’s further construction.

The two also discussed Biden’s proposed pathway to citizenship for the approximately 11
million unauthorized immigrants living in the country.

While Hawley said that the plan was “especially” concerning given the increased hardship
millions of Americans are facing, Mayorkas said that he would be “privileged to work with
Congress to pass immigration reform legislation that provides that path, and provides a
permanent solution to what is clearly a broken system.”

Director of national intelligence nominee Avril Haines’s opening statement
(Washington Post)

Washington Post [1/19/2021 12:12 PM, Staff, 13480K]

President-elect Biden’s nominee for director of national intelligence Avril D. Haines
delivered her opening statement to the Senate Inteligence Committee on Jan. 19.

[Editorial note: consult video at source link]

Haines pledges to ‘speak truth to power’ if confirmed as Biden’s intel chief (Politico)
Politico [1/19/2021 2:44 PM, Martin Matishak, 2751K]

Avril Haines, President-elect Joe Biden’s pick to be the nation’s top intelligence official,
promised Tuesday to “speak truth to power” and resist any effort to politicize the work of the
country’s intelligence agencies.

“To safeguard the integrity of our inteligence community, the DNI must insist that, when it
comes to intelligence, there is simply no place for politics — ever,” said Haines, a former
CIA deputy director and former deputy national security adviser in the Obama
administration, in her confirmation hearing to become the first female director of national
intelligence.

The hearing was just one in a slew of proceedings held Tuesday for Biden’s incoming
Cabinet the day before his inauguration as the 46th president, including his picks to lead the
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Homeland Security, State and Defense departments.

Much of the session dwelt on bipartisan concerns that Haines would be sufficiently
independent and serve as an apolitical provider of intelligence following the turbulent Trump
era, as well as issues like domestic terrorism and the rise of China.

The outgoing administration saw the last two top intelligence chiefs get their jobs not
because of their experience but due to their loyalty to President Donald Trump.

Sen. Susan Collins (R-Maine) asked Haines if she would commit to publishing analytic
products in the president’s daily brief — a summary of high-level national security
intelligence — even if they didn’t align with the new administration’s policies.

“l do. Absolutely, senator,” Haines replied, adding she has witnessed the practice in the
past. She later said Biden has “just about” ordered her to tell him the truth on intelligence
matters.

Sen. Angus King (I-Maine), who attended the hearing virtually from his car, asked Haines if
she planned to make any changes “structurally” to rid the nation’s 18 intelligence agencies
of politicization.

Haines acknowledged she didn’t have “specific” recommendations at the stage but said one
of her first acts would be to send a clear message to the rank-and-file that they are
“expected to produce apolitical, unvarnished” intelligence products. She suggested it might
be useful to conduct a “climate survey” to understand the experiences and pressures
analysts have faced recently.

Haines said she has a “number of questions” about a recent report by the intelligence

community’s ombudsman that found that current DNI John Ratcliffe and other political
appointees had clashed with career intelligence analysts over the scope of Russia and
China’s interference, or attempted interference, in the 2020 election.

Lawmakers repeatedly asked Haines to weigh in on domestic terrorism in light of the Jan. 6
deadly assault on the Capitol by a throng of the president’s supporters. She called that
day’s events "truly disturbing” but noted the primary responsibility for U.S.-based threats
belong to the FBI and DHS, though the intelligence community would “support their work
and look at connections” between people who took part in the insurrection and foreign
extremists.

Haines later committed to working with the FBI and DHS to produce a public threat
assessment on the dangers of QAnon, the online conspiracy theory popular with many
Trump backers.

Lawmakers on both sides of the aisle asked Haines how the U.S. should address the
growing global power of China, with some admitting that their hopes that Beijing would
become a more open government are a thing of the past.

“I'll be the first to acknowledge that | was part of that consensus and | think | was wrong,”

said Sen. Mark Warner of Virginia, the panel's top Democrat. He will receive the Intelligence
committee gavel later this week after Democrats retake the Senate majority.
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Haines noted she hasn’t had an in-depth classified hearing on China, but said the two
countries are “adversarial on some issues" while cooperating on others, like climate
change. She framed China, as Biden himself has, as a "global competitor.”

She committed to Sen. Ben Sasse (R-Neb.) — who complained that the intelligence
community has been “way too slow to pivot” in addressing Beijing’s behavior — to deliver a
strategic plan to boost the spy community’s hiring pipeline for people such as Mandarin
speakers.

Pressed by Republicans about the Iran nuclear deal, Haines initially said the U.S. is a “long
ways” from rejoining the agreement and needs to look at Tehran’s ballistic missile program
and other destabilizing activities.

‘Do you believe Iran should ever be allowed to get nuclear weapons?” Sen. John Cornyn
(R-Texas) asked her.

“No, senator, | do not believe Iran should ever be allowed to get a nuclear weapon,” she
replied.

Cornyn also asked Haines to commit to releasing the last three years of her tax returns. He
asked whether any of Haines’ income came from foreign sources, noting she was a
"principal” when she worked for WestExec, a D.C.-based consulting firm that has provided a
home to much of Biden’s national security team.

“It's just a title,” she said, adding she worked maybe one day a month for the firm as a
consultant.

Haines also committed to complying with a law requiring an unclassified report on who is
responsible for the murder of the Saudi dissident and journalist Jamal Khashoggi, which the
CIA has reportedly concluded was ordered by Crown Prince Mohammed bin Salman.

She also said she would work to better understand the full impact of the SolarWinds breach,
a mammoth hacking campaign that has affected a number of federal agencies and which
the intelligence community has tentatively linked to Russian operatives.

"This is the greatest cyber intrusion, perhaps, in the history of the world," said Sen. Jack
Reed (R.l.), who will become chair of the Senate Armed Services Committee this week.

“This is a major concern,” Haines said, adding it was “pretty alarming” the compromise was
discovered thanks to a private cybersecurity company rather than being detected by the
U.S. government.

Haines also vowed to appear before the committee for its annual Worldwide Threats
hearing. The session had been a source of tension throughout 2020 between Congress and
the security agencies after the previous year’s installment drew public rebukes from Trump
for contradicting his positions on Iran, North Korea, Russia and other national security
issues.

POLITICO first reported last year that ODNI was pushing for the hearing, which features
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both public and classified sessions, to be moved entirely behind closed doors over fears
their bosses might provoke Trump’s ire.

The massive spending and coronavirus relief bill signed into law last month made the
session a requirement for intelligence leaders.

Biden Pick For Intel Chief: ‘Biggest Challenge Is Building Trust And Confidence’
(NPR)

NPR [1/19/2021 1:03 PM, Mark Katkov, 5227K]

Avril Haines, President-elect Joe Biden’s nominee for director of national intelligence,
opened her confirmation hearing Tuesday morning with an implicit criticism of President
Trump’s management of the country’s vast intelligence network.

"When it comes to intelligence," Haines said in her opening statement, "there is simply no
place for politics, ever."

Haines, if confirmed, will assume control of an inteligence community that Trump viewed
with suspicion from his first days in office, frequently dismissing its work or even accusing it
of being part of a "deep state" cabal intent on destroying his presidency. Trump’s departing
director of national intelligence, John Ratcliffe, is a fierce ally of the president who as a
Republican congressman from Texas had served on the contentious House Intelligence
Committee but otherwise had scant relevant experience.

Unlike its House counterpart, the Senate Intelligence Committee is known for largely
bipartisan, cooperative oversight of U.S. spy agencies, and the questioning of Haines
reflected that.

Both the Republican acting chairman, Sen. Marco Rubio of Florida, and the Democratic vice
chairman, Sen. Mark Warner of Virginia, said they viewed China as the key geopolitical
adversary of the United States. Warner said the country had for decades embraced a
"bipartisan consensus” that engagement with China would lead to its integration into the
West. "l was part of that consensus,” Warner said, "and | was wrong."

Haines promised an "aggressive response” to China and to counter its "illegal and unfair
practices.” But she said the U.S. should try to cooperate with Beijing on areas such as
climate change.

Sen. Angus King, independent of Maine, said the U.S. operates at a disadvantage because
of a short-term view of world affairs versus China’s 25- or 50-year approach. Haines
agreed.

"China is capable and focused on a long-term horizon and the United States is not," she
said in response to King. "No place else other than the [inteligence community] is well-
positioned to [provide that perspective] for the president and his advisers and | hope to do
this."

Haines is a veteran of the Obama administration who is widely described as professional

and nonpartisan, and her appearance in open session was without controversy. The
hearing continued in closed session in the afternoon to discuss classified matters.
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The nominee’s journey to this moment in her career has been circuitous. Haines grew up an
only child in Manhattan, caring for an ailing mother who died when Haines was 15. After
high school she spent ayear in Tokyo studying judo, then received an undergraduate
degree in physics at the University of Chicago. In her 20s she learned to fly, and with her
husband ran an independent bookstore in Baltimore. Haines earned a law degree from
Georgetown when she was 31.

When Biden introduced Haines as his nominee in November, he noted her unusual
background.

"Brilliant, humble. Can talk literature and theoretical physics, fixing cars, flying planes,
running a bookstore-cafe, all in a single conversation, because she’s done all that,” Biden
said.

Her ascent in government was rapid. She began in the State Department’s Office of the
Legal Adviser, then moved to the Senate Foreign Relations Committee, where she came to
know Biden. Haines followed Biden to the White House when he became vice president,
working on the National Security Council. In 2013, despite her never having worked at the
agency, Barack Obama named Haines deputy CIA director, making her the first woman to
hold the No. 2 job.

"I think all of us probably had a bit of a question mark because [Haines] didn’t have a
background in the agency," Jeanne Tisinger, a senior CIA official, told NPR when Haines
was appointed.

That changed quickly.
"I became a fan within weeks," Tisinger said.

Haines does have critics, particularly over her role in Obama’s aggressive use of
assassination-by-drone abroad. She also was at the CIA when it was found to have hacked
the computers of Senate Inteligence Committee staffers. She recommended no disciplinary
action be taken.

Democratic Sen. Ron Wyden of Oregon asked whether she agreed with the CIA inspector
general’s conclusion that the hack was wrong. Haines said she agreed with the IG’s

apology.

Haines kept a low public profile during her years in government. But when nominated by
Biden, she pledged to be a powerful internal voice for unbiased intelligence.

"Mr. President-elect, you know I've never shied away from speaking truth to power," she
said. "l accept this nomination knowing that you would never want me to do otherwise ...
even when what | have to say may be inconvenient or difficult, and | assure you, there will
be those times."

Biden’s DNI pick vows to help investigate any foreign role in Capitol siege, warns of
China’s rise (ABC News)

ABC News [1/19/2021 2:31 PM, Mike Levine, 29K]

President-elect Joe Biden’s choice to lead the U.S. intelligence community vowed Tuesday

41




to help the FBI uncover any role that foreign nations like Russia may have played in
radicalizing the violent mob that stormed the U.S. Capitol two weeks ago, even as she
assured lawmakers that politics would have no place in her office.

"I've certainly seen Russia’s use of active measures and a variety of influence campaigns to
exacerbate some of the divisions in this country and to promote extremism,” Avril Haines,
the nominee to become director of national intelligence who served as a senior national
security adviser in the Obama administration, told the Senate Inteligence Committee during
her confirmation hearing on Tuesday.

Haines was pressed over concerns that the DNI’s office had at times become too political,
with the committee’s top Democrat and soon-to-be chairman, Sen. Mark Warner, D-Va.,
saying that most recently the U.S. intelligence community had been "unfairly maligned" and
guestioned by President Donald Trump.

Haines said any effective DNI "must never shy away from speaking truth to power -- even,
especially, when doing so may be inconvenient or difficult."

"To safeguard the integrity of our inteligence community, the DNI must insist that, when it
comes to intelligence, there is simply no place for politics -- ever," she added.

Politics, though, drove the violent Trump supporters who attacked the Capitol and assaulted
law enforcement officers on Jan 6. They were motivated by unfounded claims -- made by
Trump himself -- that the 2020 presidential election was illegitimate and stolen from him.

Haines said that, if confirmed, she hopes the U.S. intelligence community can play "an
important role" in supporting investigations by the FBI and Department of Homeland
Security into whether any foreign actors may have helped inject those unfounded claims
into the American bloodstream, and whether there may be any other "connections” between
those who participated in the siege and individuals abroad.

Warner said the Capitol had been overrun by "insurrections [from] a whole series of violent
right-wing extremist groups -- Proud Boys, Oath Keepers, Three Percenters, other so-called
militia groups.”

But Warner noted such right-ring extremism is "not a problem that is unique to America,"
saying, "We've seen similar right-wing groups spring up across many European nations,

and some level of networking between what’s happening in Europe and what’s happening in
this country.”

In fact, the FBI has identified several cases of white supremacists in America who have
been in contact with like-minded extremists overseas, with some of the Americans even
traveling to Europe to train with right-wing radicals there.

"This is a major issue for the country,” Haines said of domestic terrorism coming from the
fringes of the right and left.

Both Republican and Democratic senators on the committee expressed concern over what
the committee’s outgoing chairman, Sen. Marco Rubio, R-Florida, called "the challenge" of
preventing foreign countries from trying “to get us to fight with each other."

42




"Not that we don’t do a pretty good job of it on our own," Rubio quipped.

Sen. John Cornyn, R-Texas, said he wants the FBI to brief the committee on what it’s found
so far about foreign influence in the Jan. 6 siege, which left five Americans dead, including a
U.S. Capitol Police officer.

In an intelligence assessment issued last week, several federal law enforcement agencies
noted that since the Capitol assault, "Russian, Iranian, and Chinese influence actors have
seized the opportunity to amplify narratives in furtherance of their policy interest."

In at least one instance, a "Russian proxy" claimed that members of the radical left-wing
group antifa had "disguised themselves as supporters of President Trump, and were
responsible for storming the Capitol building,” the intelligence assessment said.

Similarly, "lranian state media has continued to stoke claims that President Trump
encouraged and incited the violence," while Chinese media "have seized the story to
denigrate US democratic governance—casting the United States as broadly in decline,”
according to the intelligence assessment.

Haines and the lawmakers on the committee agreed that China poses one of the greatest
overall threats to U.S. national security, with Haines describing China as an "adversary"
when it comes to espionage and protecting America’s secrets.

Warner said government officials and the public need to be "clear-eyed about China."

"Perhaps the greatest challenge facing you as DNI will be a rising China that is committed
to surpassing and eclipsing the U.S. militarily, economically, and technologically," Warner
told Haines during Tuesday’s hearing.

With the array of threats to U.S. interests emanating from around the world, "You’'ll not have
an easy job," Warner warned Haines.

Still, Haines said the fact that she could sit before the lawmakers after the events of the past
two weeks was "truly remarkable."

"I just want to say how eerie it was even coming here today to see how, uh, to see the
National Guard out across Washington and in these halls,” she said, referring to massive
security measures put in place ahead of Wednesday’s inauguration. “"And my first reaction
in watching the events was really concern and obviously empathy for all of you ... and how
truly disturbing it was to see what was done to these sacred halls, frankly, and sort of the
heart of our democracy.”

But, she told the lawmakers, she was "proud to be part of a country where | saw all of you
not let it affect your work, not let you miss a beat, and come back in and do the work of the
American people.”

For the last two years of President Barack Obama’s presidency, Haines, 51, served as the

White House’s deputy national security adviser. Before that, she served as the CIA’s deputy
director and in other senior national security roles.
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Director of National Intelligence nominee Avril Haines vows to keep politics out of
intelligence (CBS News)

CBS News [1/19/2021 5:23 PM, Olivia Gazis, 2540K]

President-elect Joe Biden’s nominee to lead the U.S. intelligence community vowed to keep
politics out of intelligence and to focus on building "trust and confidence" in the 18 agencies
that would fall under her purview, according to her public testimony before the Senate
Inteligence Committee on Tuesday.

Avril Haines, 51, told the panel that there was "no place for politics” in intelligence.

"To be effective, the DNI must never shy away from speaking truth to power," she said in
her opening statement.” "[E]ven, especially, when doing so may be inconvenient or difficult.”

Haines’ confirmation hearing was one of five that took place in the Senate on Tuesday, as
the Biden administration pushed to assemble key ca